PreSolicitation Notice for Public Data Dissemination

SS-PAPT-10-00001


SECTION C -- Descriptions and Specifications

C.1
GENERAL

C.1.1
BACKGROUND
The United States Patent and Trademark Office  (USPTO) Office of the Chief Information Officer (OCIO) is the principal advisor to the Under Secretary and Director on the application of information technology (IT) to support and improve the USPTO’s business processes. The Chief Information Officer (CIO) directs the development, implementation, maintenance, enhancement and operation of the USPTO’s Automated Information Systems (AIS) and the development of supporting Strategic and Operational IT plans (SITP and OITP), operates the USPTO’s computer facilities, equipment and telecommunications network, and develops, maintains, and disseminates patent and trademark information to the public. The CIO serves as the USPTO’s Senior Information Resources Management (IRM) Official and provides executive leadership and administrative and policy direction to the organization with particular emphasis on the components responsible for strategic, programmatic, and IT governance affairs.

The USPTO embraces the President’s Open Government Initiative (OGI) to provide increased transparency of government operations and information by making bulk data available directly to the public for no charge. Recent efforts have focused on making virtually all publicly available patent and trademark bulk information from the USPTO accessible on the Internet. Data sets, estimated to be nearly two (2) petabytes (in raw form; includes some duplicates) and maintained by the USPTO include: 

· Published Patent Application documents (Bibliographic, Specification, Claims, Amendments, etc.)

· Meta Data associated with the Published Patent Applications (Published Patent Application Data / Transaction History / Patent Term Adjustment / Patent Term Extension Foreign Priority / Attorney Address / Continuity Data / Published Documents)

· Assignment Data, including history of assignments

· Fee Data Associated with the Published Patent Application / Patent Grant

· Published Patent Application Meta Data (document or paper type / date of the paper /  page size)

· Trademark retrospective file of cropped images/logos

Not all of this information is currently available in bulk or machine-readable format, nor are the data formats consistent across data sets. In addition, USPTO does not have the technical capability to unconditionally distribute the data it maintains in the formats desired by the Intellectual Property (IP) community. Further, the USPTO does not have the financial resources to rectify these limitations. Formats desired by the IP community and OGI are:  XML and CSV (or text).  

C.1.2
OBJECTIVE
The United States Patent and Trademark Office (USPTO) Office of the Chief Information Officer (OCIO) seeks to meet the President’s Open Government Initiative (OGI) to provide increased transparency of Government operations and information by making more patent and trademark bulk data in machine-readable format available via the Internet.

The USPTO OCIO seeks an interested party (henceforth referred to as Contractor) capable of acquiring patent and trademark bulk data, and providing such data to the public at no cost to the USPTO or the public.

The Contractor shall consider other formats such as PDF, OpenDoc, etc. and shall provide justification to the USPTO for chosen formats. The Contractor shall define XML Schemas, Style sheets, data dictionary, containers, components and all artifacts necessary to define the data sets used for the purposes of dissemination. The Contractor shall provide all pertinent information/documentation necessary to fully define the format of the data sets for any and all infrastructure developed and delivered by the Contractor. For infrastructure located at the USPTO campus, the Contractor shall devise a plan to reduce the footprint of stored and transmitted data sets for easy transmission over the limited data pipes owned by the USPTO. The Contractor may, at their discretion, add additional data pipes to the USPTO arsenal at their costs to meet the data delivery requirements of this contract.

The Contractor shall build and provide two (2) categories of infrastructure to reside at a minimum of two (2) locations as described below:

· Description of Infrastructure to reside at USPTO campus (Collector)

· Such Infrastructure shall extract, collate, format, compress, and otherwise collect patent and trademark bulk data from legacy systems for storage at the USPTO campus for the eventual purpose of dissemination -- thus separating such data from the data sets used for the purpose of examination.

· Infrastructure shall include hardware, software and any other necessary components -- and will become USPTO property at the end of the performance period or termination of this contract.

· Data sets collected by this infrastructure shall be provided to one or more external infrastructure(s) (located outside of the USPTO campus) for actual dissemination to the public.


· Description of Infrastructure to reside outside of USPTO campus (Distributor)

· Infrastructure shall disseminate patent and trademark bulk data to the public, at no cost to the USPTO or public. Data sets shall be received from the infrastructure located at the USPTO campus.

· Infrastructure may reside at a single location or may be distributed across several locations based on the architecture designated by the Contractor and approved by the USPTO. External infrastructure used to disseminate data to the public shall not reside at the USPTO campus.

Ninety Percent (“90%”) of original source data for this contract resides within Public PAIR content; 10% covers the distribution of existing USPTO patent and trademark bulk data products. Section C.3 (Scope of Work) lists data sets covered by this contract.
C.1.3
DATA DISSEMINATION
The USPTO envisions a cooperative, mutually beneficial relationship with the Contractor where patent and trademark bulk data is made easily accessible to the public. The USPTO will provide the transparency of government operations and in exchange, the Contractor shall retrieve and distribute USPTO patent and trademark bulk data. The data received by Contractor shall be distributed in the same format as defined by the contractor and as stored locally at the USPTO campus. The matching data sets, stored at the USPTO campus and stored externally shall contain a matching checksum. The checksum shall be used to validate the integrity of the publicly available data. Data set enhancements of the free, publicly available data is not a requirement of this contract. However, the Contractor may choose to broaden the data sets and potentially gather a fee. Therefore, the Contractor is allowed to repackage, distribute and sell any resulting enhanced data and retain any fees that are collected. 

The USPTO shall enter into a no cost contract where the Contractor shall:

1. Examine the current and pertinent internal Automated Information Systems (AISs) and update those systems to extract data for storage in an infrastructure to be housed at the USPTO. The Contractor shall not interfere with current Service Level Agreements (SLA) with USPTO customers and USPTO staff.
2. Develop a new, secure infrastructure with the technical capability for unrestricted
 delivery of designated bulk data to external systems for eventual dissemination to the public. The contractor shall consider, when designing the infrastructure to be housed at the USPTO, the use of these systems for public search. Such infrastructure must be scalable and reliable and contractor must provide training and support to USPTO personnel in the operation of said infrastructure.


3. Determine the categorization and standardization of the data with an emphasis on compactness and speed of transmission. The Contractor must be capable of providing the retrieval and distribution of patent and trademark bulk data in essentially unaltered form, modified only as necessary to organize or compress the data for ease of distribution or for security purposes, from the USPTO to the public at no cost to the USPTO or to the public.

4. Assure data integrity by applying checksums to data stored at the USPTO infrastructure and at any external infrastructure deployed by Contractor. Contractor shall provide a method for the USPTO to validate data integrity by accessing external data sets and their respective checksums.


5. Determine protocols for the transmission of data in a secure manner.


6. Protect Personally Identifiable Information (PII) and assure that no PII data is transmitted.


7. Protect any and all data that should not be made publicly available. This includes, but is not limited to unpublished patents within an 18 month window, patents (past the 18 month window) that have been designated to NOT be published, data that violates treaties with foreign countries or data considered to be sensitive if shared with certain other specific countries/entities; or non-patent literature that may be copyrighted.


8. Devise method to provide distribution of updated or changed data (that happens at a high frequency at the USPTO.) Data dissemination is a continuous system and shall continuously monitor the data sets and shall repackage changes as they go forward. Contractor technical approach shall allow the USPTO to get changed data out to the public.


9. Fully isolate and protect systems and data used for examination from the data and systems being used for dissemination. Contractor shall modify and deploy changes to existing AISs to assure that data extraction is done without jeopardizing the operational state and efficiency of existing, legacy AISs.


10. Develop a new, secure infrastructure, to be housed external to the USPTO that does the actual dissemination of data to the public at no cost to the public or the USPTO. Such infrastructure may be distributed. Infrastructure shall not be deployed outside of the continental United States of America.


11. Access bandwidth available at the USPTO and determine necessary upgrades (at Contractor costs) and/or assure that data sets are designed to use the existing pipes without negatively impacting USPTO business – while still meeting data dissemination service level agreements.


12. As part of this agreement, the Contractor is granted the right to maintain, repackage (add value), distribute, and sell any resulting enhanced data sets and retain any fees collected. The data must first be made available to the public in an unaltered form at no charge to the public or the USPTO.
13. As a result of any award, any repackaging, value added content, or enhancements to the Licensed Content (see definition below) created by the Contractor shall not be considered to be official USPTO Licensed Content and the USPTO is neither responsible nor liable for the accuracy of such repackaged, value added, or enhanced products.


C.2
DEFINITIONS

1. “Licensed Content” means the content provided by USPTO to Contractor or retrieved by Contractor pursuant to the delivery mechanism described.

2. “Distribution Partner” means a third party under an agreement with Contractor to use Contractor products or services internally or provide or display Contractor products or services to end users.

3. “Confidential Information” is information disclosed by one party to the other party under this agreement that is marked as confidential or would normally under the circumstances be considered confidential information of the disclosing party. Confidential Information does not include information that the recipient already knew, that becomes public through no fault of the recipient, that was independently developed by the recipient, or that was rightfully given to the recipient by another party.

4. “Unauthorized” means an activity that is performed contrary to the terms of this agreement or any applicable Federal or state law, rule or regulation.

5. “Compromised” means that the data has been altered such that it cannot be relied upon as accurate or that a USPTO system has been accessed in a means that threatens the security of such data.

C.3
REQUIREMENTS
C.3.1  The Contractor shall accomplish the following:

· Analyze and provide updates to existing AISs to extract data for inclusion in an internal infrastructure (developed by contractor) so as to separate dissemination systems from internal systems used by examiners.

· Deployment of an infrastructure, hosted at the USPTO, developed and deployed by the Contractor that extracts data from updated AISs, compacts and otherwise formats the data for storage and eventual transfer to external systems from which the actual dissemination will take place.

· Deployment of an external infrastructure (that may be distributed) that provides the data dissemination capability to the public.

C.3.2  Data dissemination shall be free to the public and all systems development work and hardware costs shall be at no cost to the USPTO. These three (3) distinctions are described in the following paragraphs.

C.3.3  The Contractor shall examine and modify existing AISs to facilitate the extraction of designated data for inclusion into the Contractor developed infrastructure that is to be housed at the USPTO. The USPTO OCIO will provide Contractor access to information about existing systems including, but not limited to, source code, documentation, existing data set descriptions and formats, system dependencies, and pertinent architecture information. At the discretion of the USPTO OCIO, access will be provided to System Development Leads (SDLs), Supervisors, or other USPTO OCIO subject matter experts (SMEs) to allow the Contractor the ability to architect, design and modify existing AISs for the purposes of data extraction. The Contractor shall adhere to USPTO SDLC (see Attachement J-1) processes and adhere to USPTO defined architectural, design and coding standards regarding changes to legacy AISs.

C.3.4  Modification of Existing Systems

The Contractor shall consider the following when modifying existing AISs:

1. Lessen the amount of data dissemination requests against the same infrastructure that Patent and Trademark examiners use


2. Use formats that merge text and images into the same document (PDF is an example)


3. Provide mechanism to extract changed data for the purposes of data dissemination


4. Ensure that Personally Identifiable Information (PII) or any data that is not designated for public dissemination is removed from all data sets made available to the public. In addition to PII, other protected data includes but is not limited to the following, Social Security Numbers, Credit Card Data, Copyrighted data that the UPSTO is not authorized to disseminate, and data related to patents that should no be published


5. Determine and make architectural and design changes, where necessary, to facilitate the data dissemination efforts. Contractor shall not make changes to any AIS or other Patent and/or Trademarks system that negatively impacts the normal business activities of the USPTO.


6. Under the specific direction of the USPTO, provide data cleanup where necessary, including but not limited to the identification and correction of data, elimination of duplicates and the correction of inconsistent data (data in multiple places that should agree, but does not agree.)


C.3.5  The data below is currently not available in Bulk. These are specific cases that require the modification of existing AISs in order to facilitate the extraction, compaction, formatting and delivery of data to be disseminated to the public at not cost to the USPTO or the public. The names, in parenthesis, are names of existing AISs that require analysis by the Contractor.

· Public Patent Application Information Retrieval (Public PAIR)

· Published Patent Applications and Patent Grants Bibliographic Data (PALM) – There is some bibliographic content in Public PAIR/PALM that is not included in the bibliographic or full-text bulk products (listed below). Additionally, the bibliographic information for published patent applications and patent grants is available from Data.Gov (in the Raw Data Catalog and Tool Catalog) and the USPTO website for no charge.

· Transaction History (PALM)

· Image File Wrapper (IFW) Images (IFW)

· Continuity Data (PALM)

· Patent Term Adjustments (PALM)

· Foreign Priority (PALM)

· Assignments (AHD)

· Patent Maintenance Fees (RAM)

· Correspondence Address (PALM)

· Attorney/Agent Information (PALM)

· Public Information (PALM)

· Patent sequencing data (PSIPS)

· Patent and Trademark assignments (AOTW)

· Trademark trial and appeal board (TTAB)

· Trademark applications and registrations (TARR)

· Trademark file Wrapper data (TDR)

· All free information for Published Applications

· Trademark retrospective file of cropped images/logos

· Petition Data

There may be additional systems added to this list.

The publication of PAIR data is anticipated to be daily.

Changes to existing AISs and any other USPTO systems shall be completed by the Contractor at no cost to the USPTO.

C.3.6  New Internal USPTO Infrastructure Development
The Contractor shall design, develop, test and deploy architecturally a data collection infrastructure that shall collect data from the various AISs above to be housed/located in or on the USPTO campus.
The infrastructure shall adhere to the following characteristics:


· Public data shall be separated from private data

· External dissemination shall be separated from systems tied to examiners

· Infrastructure shall honor Federal IT security standards

· Data shall be compacted into a smaller foot print for efficient transfer to external infrastructures

· Image and text shall be combined into the same package

· Infrastructure shall embrace open standard formats (e.g., international standards, XML, CSV, PDF, OpenDoc, etc.)

· Development of new internal infrastructure shall be completed by the Contractor at no cost to the USPTO. 

· All data sets shall be accompanied by a checksum and the data set format, data content and check sum shall be identical between the infrastructure at the USPTO and all external infrastructures.

The infrastructure, as discussed above, shall be the property of the USPTO and solely owned by the USPTO at the end of the period of performance or the termination of this contract.

C.3.7  New External Infrastructure for Dissemination of Data to the Public at no cost to the Public (or USPTO):  The Contractor shall design, develop, test and deploy architecturally an external data collection infrastructure that shall collect data sets from the infrastructure, hosted at the USPTO, and shall be used to disseminate USPTO data sets to the public. The infrastructure shall adhere to the following characteristics:


· External infrastructure shall be located outside of the USPTO campus.

· External infrastructure may be geographically distributed within the continental United States.
· The Internal infrastructure hosts the authoritative version of all the data sets; therefore, the external infrastructure data sets must match including the checksum values.

· USPTO shall be allowed to check the data integrity, by comparing data held externally against the authoritative data sets stored internally at the USPTO campus.

· Equal and Fair access must be provided at a time to be determined by USPTO. 

· External data sets shall be accompanied by a checksum (and as indicated must match the checksum calculated for the authoritative version stored internally at the USPTO campus.)

C.3.8  Other analysis, solutions and documentation that shall be provided by the Contractor:


· Determination of bandwidth requirements such that the Contractor adds additional capacity or provides compression schemes or other engineering to maximize the use of the existing bandwidth without impacting the normal business of the USPTO.

· Allow USPTO the capability to validate data stored in external systems, so as to allow the UPSPTO to assure that disseminated data matches the authoritative source stored at the USPTO campus (including matching checksum values.)

· Contractor shall provide documentation for all formats of extracted data.

· Contractor shall document the architecture and design of all developed systems and shall follow the USPTO defined SDLC.

· Contractor shall provide training manuals and also provide training for the USPTO operations staff for the internal system, hosted at the USPTO.

· Contractor shall provide maintenance for the internal infrastructure including but not limited to, bug fixes, software updates and performance improvements. USPTO will provide maintenance of any system on USPTO’s campus.
C.3.9  The following is the list of USPTO bulk electronic information products (EIP) that will be provided to the Contractor for no charge for distribution (in unaltered form).  Each product has a set distribution schedule (e.g., daily at 02:00 AM; weekly (Tuesday) @ 02:00AM U.S. Eastern Time; weekly (Thursday) @ 02:00AM U.S. Eastern Time; bimonthly (the 15th of odd numbered months); annually (by January 31st)) The USPTO may define additional data sets for publication as they become available:
Patent Bibliographic (i.e., Front Page) Products - Grants


· Patent Grant Bibliographic Data/APS (Text Only) (Retrospective 01/1976-12/2001)
EIP-5076P-CD

· Patent Grant Bibliographic Data/APS (Text Only) (Retrospective 09/1996-12/1996)
EIP-5096P-OL

· Patent Grant Bibliographic Data/APS (Text Only) (Retrospective 01/1997-12/1997)
EIP-5097P-OL

· Patent Grant Bibliographic Data/APS (Text Only) (Retrospective 01/1998-12/1998)
EIP-5098P-OL

· Patent Grant Bibliographic Data/APS (Text Only) (Retrospective 01/1999-12/1999)
EIP-5099P-OL

· Patent Grant Bibliographic Data/APS (Text Only) (Retrospective 01/2000-12/2000)
EIP-5095P-OL

· Patent Grant Bibliographic Data/SGML Version 2.4 (Text Only) (Retrospective 01/2001-12/2001)
EIP-5001P-OL

· Patent Grant Bibliographic Data/XML Version 2.5 (Text Only) (Retrospective 01/2002-12/2002)
EIP-5002P-OL

· Patent Grant Bibliographic Data/XML Version 2.5 (Text Only) (Retrospective 01/2003-12/2003)
EIP-5003P-OL

· Patent Grant Bibliographic Data/XML Version 2.5 (Text Only) (Retrospective 01/2004-12/2004)
EIP-5004P-OL

· Patent Grant Bibliographic Data/XML Version 4.0 ICE (Text Only) (Retrospective 01/2005-12/2005)
EIP-5005P-OL

· Patent Grant Bibliographic Data/XML Version 4.1 ICE (Text Only) (Retrospective 01/2006-12/2006)
EIP-5006P-OL

· Patent Grant Bibliographic Data/XML Version 4.2 ICE (Text Only) (Retrospective 01/2007-12/2007)
EIP-5007P-OL

· Patent Grant Bibliographic Data/XML Version 4.2 ICE (Text Only) (Retrospective 01/2008-12/2008)
EIP-5008P-OL

· Patent Grant Bibliographic Data/XML Version 4.2 ICE (Text Only) (Retrospective 01/2009-12/2009)
EIP-5009P-OL

· Patent Grant Bibliographic Data/XML Version 4.2 ICE (Text Only) (Current Calendar Year (weekly - Tuesday))
EIP-5000P-OL  

Patent Bibliographic (i.e., Front Page) Products - Applications


· Patent Application Bibliographic Data/XML Version 1.5 (Text Only) (Retrospective 03/15/2001-12/2001)
EIP-5101P-OL

· Patent Application Bibliographic Data/XML Version 1.6 (Text Only) (Retrospective 01/2002-12/2002)
EIP-5102P-OL

· Patent Application Bibliographic Data/XML Version 1.6 (Text Only) (Retrospective 01/2003-12/2003)
EIP-5103P-OL

· Patent Application Bibliographic Data/XML Version 1.6 (Text Only) (Retrospective 01/2004-12/2004)
EIP-5104P-OL

· Patent Application Bibliographic Data/XML Version 4.0 ICE (Text Only) (Retrospective 01/2005-12/2005)
EIP-5105P-OL

· Patent Application Bibliographic Data/XML Version 4.1 ICE (Text Only) (Retrospective 01/2006-12/2006)
EIP-5106P-OL

· Patent Application Bibliographic Data/XML Version 4.2 ICE (Text Only) (Retrospective 01/2007-12/2007)
EIP-5107P-OL

· Patent Application Bibliographic Data/XML Version 4.2 ICE (Text Only) (Retrospective 01/2008-12/2008)
EIP-5108P-OL

· Patent Application Bibliographic Data/XML Version 4.2 ICE (Text Only) (Retrospective 01/2009-12/2009)
EIP-5109P-OL

· Patent Application Bibliographic Data/XML Version 4.2 ICE (Text Only) (Current Calendar Year (weekly - Thursday))
EIP-5100P-OL 

Patent Full-Text Products - Grants


· Patent Full-Text/APS (Retrospective 01/1976-12/2001)
EIP-5200P-DD

· Patent Grant Data/SGML Version 2.4 (Retrospective 01/2001-12/2001)
EIP-5301P-DL

· Patent Grant Data/SGML Version 2.4 (Text Only) (Retrospective 01/2001-12/2001)
EIP-5351P-DD

· Patent Grant Data/XML Version 2.5 (Retrospective 01/2002-12/2002)
EIP-5302P-DL

· Patent Grant Data/XML Version 2.5 (Text Only) (Retrospective 01/2002-12/2002)
EIP-5352P-DD

· Patent Grant Data/XML Version 2.5 (Retrospective 01/2003-12/2003)
EIP-5303P-DL

· Patent Grant Data/XML Version 2.5 (Text Only) (Retrospective 01/2003-12/2003)
EIP-5353P-DD

· Patent Grant Data/XML Version 2.5 (Retrospective 01/2004-12/2004)
EIP-5304P-DL

· Patent Grant Data/XML Version 2.5 (Text Only) (Retrospective 01/2004-12/2004)
EIP-5354P-DD

· Patent Grant Data/XML Version 4.0 ICE (Retrospective 01/2005-12/2005)
EIP-5305P-DL

· Patent Grant Data/XML Version 4.0 ICE (Text Only) (Retrospective 01/2005-12/2005)
EIP-5355P-DD

· Patent Grant Data/XML Version 4.1 ICE (Retrospective 01/2006-12/2006)
EIP-5306P-DL

· Patent Grant Data/XML Version 4.1 ICE (Text Only) (Retrospective 01/2006-12/2006)
EIP-5356P-DD

· Patent Grant Data/XML Version 4.2 ICE (Retrospective 01/2007-12/2007)
EIP-5307P-DL

· Patent Grant Data/XML Version 4.2 ICE (Text Only) (Retrospective 01/2007-12/2007)
EIP-5357P-DD

· Patent Grant Data/XML Version 4.2 ICE (Retrospective 01/2008-12/2008)
EIP-5308P-DL

· Patent Grant Data/XML Version 4.2 ICE (Text Only) (Retrospective 01/2008-12/2008)
EIP-5358P-DD

· Patent Grant Data/XML Version 4.2 ICE (Retrospective 01/2009-12/2009)
EIP-5309P-DL

· Patent Grant Data/XML Version 4.2 ICE (Text Only) (Retrospective 01/2009-12/2009)
EIP-5359P-DD

· Patent Grant Data/XML Version 4.2 ICE (Current Calendar Year Subscription (weekly - Tuesday))
EIP-5300P-DL  

Patent Full-Text Products - Applications


· Patent Application Data/XML Version 1.5 (Retrospective 03/15/2001-12/2001)
EIP-5401P-DL

· Patent Application Data/XML Version 1.5 (Text Only) (Retrospective 03/15/2001-12/2001)
EIP-5451P-DD

· Patent Application Data/XML Version 1.6 (Retrospective 01/2002-12/2002)
EIP-5402P-DL

· Patent Application Data/XML Version 1.6 (Text Only) (Retrospective 01/2002-12/2002)
EIP-5452P-DD

· Patent Application Data/XML Version 1.6 (Retrospective 01/2003-12/2003)
EIP-5403P-DL

· Patent Application Data/XML Version 1.6 (Text Only) (Retrospective 01/2003-12/2003)
EIP-5453P-DD

· Patent Application Data/XML Version 1.6 (Retrospective 01/2004-12/2004)
EIP-5404P-DL

· Patent Application Data/XML Version 1.6 (Text Only) (Retrospective 01/2004-12/2004)
EIP-5454P-DD

· Patent Application Data/XML Version 4.0 ICE (Retrospective 01/2005-12/2005)
EIP-5405P-DL

· Patent Application Data/XML Version 4.0 ICE (Text Only) (Retrospective 01/2005-12/2005)
EIP-5455P-DD

· Patent Application Data/XML Version 4.1 ICE (Retrospective 01/2006-12/2006)
EIP-5406P-DL

· Patent Application Data/XML Version 4.1 ICE (Text Only) (Retrospective 01/2006-12/2006)
EIP-5456P-DD

· Patent Application Data/XML Version 4.2 ICE (Retrospective 01/2007-12/2007)
EIP-5407P-DL

· Patent Application Data/XML Version 4.2 ICE (Text Only) (Retrospective 01/2007-12/2007)
EIP-5457P-DD

· Patent Application Data/XML Version 4.2 ICE (Retrospective 01/2008-12/2008)
EIP-5408P-DL

· Patent Application Data/XML Version 4.2 ICE (Text Only) (Retrospective 01/2008-12/2008)
EIP-5458P-DD

· Patent Application Data/XML Version 4.2 ICE (Retrospective 01/2009-12/2009)
EIP-5409P-DL

· Patent Application Data/XML Version 4.2 ICE (Text Only) (Retrospective 01/2009-12/2009)
EIP-5459P-DD

· Patent Application Data/XML Version 4.2 ICE (Current Calendar Year Subscription (weekly - Thursday))
EIP-5400P-DL  

Patent Image Products - Grants


· Patent Grant Image/TIFF (Current Calendar Year Subscription (weekly - Tuesday))
EIP-5500P-DL  
Patent Image Products - Applications


· Patent Application Image/TIFF (Current Calendar Year Subscription (weekly - Thursday))
EIP-5600P-DL 

Patent Assignment Products


· Patent Assignment Daily XML (Current Calendar Year Subscription)
EIP-5701P-OL

· Patent Assignment Annual XML Retrospective (August 1980 - December 2009)
EIP-5702P-DD

Patent Classification Products


· Master Classification File (MCF) / Patent Grant (Patent Grant Sequence) (Current Calendar Year Subscription (bimonthly))
EIP-5703P-OL

· Master Classification File (MCF) / Patent Grant (Classification Sequence) (Current Calendar Year Subscription (bimonthly))
EIP-5704P-OL

· Master Classification File (MCF) / Patent Application (Patent Application Sequence) (Current Calendar Year Subscription (bimonthly))
EIP-5705P-OL

· Manual of Classification (a.k.a., Classification Text Attribute File (CTAF)) (Current Calendar Year Subscription (bimonthly))
EIP-5706P-OL

· Index to U.S. Patent Classification (a.k.a., Classification Index File) (Current Calendar Year Subscription (bimonthly))
EIP-5707P-OL

Patent Maintenance Fee Products


· Patent Grant Maintenance Fee Events
EIP-5710P-OL

Patent Full-Text OCR Products - Grants


· Patent Grant Data/OCR (1920-1929)
EIP-5804P-DL

· Patent Grant Data/OCR (1930-1939)
EIP-5805P-DL

· Patent Grant Data/OCR (1940-1949)
EIP-5806P-DL

· Patent Grant Data/OCR (1950-1959)
EIP-5807P-DL

· Patent Grant Data/OCR (1960-1964)
EIP-5808P-DL

· Patent Grant Data/OCR (1965-1969)
EIP-5809P-DL

· Patent Grant Data/OCR (1970-1979)
EIP-5810P-DL

· Patent Grant Data/OCR (1920-1979 Update)
EIP-5811P-DL

The USPTO will provide Contractor with the following Trademark bulk information for no charge for distribution (in unaltered form):  

· Trademark Daily Application Image 24 Hour Box (XML/TIFF/JPEG) (2010 Calendar Year Subscription) EIP-5909T-OL TIFF and JPG cropped images are available in the supplemental file each day. The cropped images in the supplemental file would be the front file. Available to the public daily (Monday-Friday) at 02:00 AM U.S. Eastern Time. This information is available from Data.Gov (Tool Catalog) and the USPTO website for no charge.

· USAMark (2010 Calendar Year (monthly) Subscription) EIP-2138T-DD These multi-page TIFF images would be the front file for full-page Trademark Registrations. Available to the public monthly.

· USAMark (Backfile 1870 through 2009) EIP-2120T-DD These multi-page TIFF images would be the backfile for full-page Trademark Registrations.

· Trademark Daily/XML (TDXF) (Applications, Assignments, and TTAB) (2010 Calendar Year Subscription) EIP-5905T-OL This product is the front file for Trademark text data. Available to the public daily (Monday-Sunday) at 02:00 AM U.S. Eastern Time. This information is available from Data.Gov (Tool Catalog) and the USPTO website for no charge.

· Trademark Retrospective/XML (Applications, Assignments, and TTAB)  EIP-5901T-DD This product is the backfile for the Trademark Daily/XML (Applications, Assignments, and TTAB) (TDXF) files (it is the same format as the TDXF files). It is created each year in January.

C.3.10  Contractor shall analyze existing USPTO AISs and shall deploy architectural and design changes in the pertinent legacy USPTO AISs to facilitate the extraction of required data (for dissemination purposes).  The deployed AISs shall transfer extracted data to an infrastructure hosted at the USPTO campus as described in the next paragraph. That infrastructure will house the authoritative source of dissemination data.


C.3.11  Contractor shall build infrastructure at the USPTO to facilitate the extraction; collation; formatting; compressing; and dissemination of USPTO patent and trademark bulk data. Contractor shall define and document all formats used for the creation of data sets designated for dissemination.

C.3.12  Contractor shall build infrastructure, hosted externally, to provide free public access to USPTO data as stored in the authoritative infrastructure hosted internally at the USPTO campus.

C.3.13  Contractor shall turnover the infrastructure, hosted at the USPTO, to the USPTO at the end of the performance period.

C.3.14  Contractor shall provide all documentation and training to the USPTO OCIO thereby providing USPTO with the ability to operate the internal infrastructure.

C.3.15  Contractor shall provide all public USPTO patent and trademark bulk information (in essentially unaltered form) to the USPTO and to the public at no cost.

C.3.16  Contractor shall put all public USPTO patent and trademark data sets (as described in section C.3) on an appropriate Contractor controlled infrastructure. That infrastructure shall be hosted outside of the USPTO campus and shall maintain data integrity (should match data stored on the authoritative USPTO  infrastructure – hosted at the USPTO campus.)

C.3.17  Contractor shall publicize the location of all data sets made available by this agreement.

C.3.18  Contractor shall make all public USPTO patent and trademark bulk information available to the USPTO and the public 24 hours daily.


C.3.19  Contractor shall make all public USPTO patent and trademark bulk information available to the USPTO and the public according to each products current distribution schedule.
C.3.20  Contractor shall make all Public PAIR bulk information available to the USPTO and the public on an agreed upon distribution schedule (e.g., Monday – Sunday @ 06:00AM U.S. Eastern Time)

C.3.21
The USPTO and the public shall be able to download all public USPTO patent and trademark bulk information at a minimum to be determined by USPTO.

C.3.22  Contractor shall have an error correction process for the patent and trademark bulk information.

C.3.23  Contractor shall have a patent grant and published patent application withdrawal process.

C.3.24  Contractor shall provide a “date of last update” indicator for all public USPTO patent and trademark bulk information available, so the public can determine how current the data is. An example of a “date of last update” indicator is the file creation date on the server distributing the bulk information.

C.3.25  Contractor shall provide where applicable the date range, document range, or contents list of any given patent and trademark bulk dataset or database.
C.3.26  Contractor shall make Public PAIR information available as often as the Contractor site is available (24 hours daily).

C.3.27  Contractor shall protect the integrity of all public USPTO patent and trademark bulk data (i.e., the protection of information from unauthorized access or revision, to ensure that the information is not compromised through corruption or falsification).

C.3.28  Contractor shall provide quarterly reports to the USPTO with aggregate usage statistics of any bulk data sets served through Contractor’s servers.

C.3.29  Contractor shall notify the USPTO within two hours of any problems or potential problems (risks), and possible solutions or mitigation strategies with the extraction and/or distribution of data.

C.3.30  Contractor shall provide the USPTO with a method of validating the integrity of the data sets (destined for public dissemination) stored on their external infrastructure.

C.3.31  Contractor shall follow USPTO Software Development Lifecycle (SDLC) to perform all development efforts as defined in this RFP.

C.3.32  Contractor shall follow USPTO standards, process and procedures.
C.3.33  Contractor shall use technology as defined in Exhibit A.

C.4
SECURITY, SURVEILLANCE, AND INSPECTIONS

C.4.1
DATA SECURITY
Control and Security of USPTO data is a primary responsibility of the Contractor. Contractor must assure the integrity of the USPTO patent and trademark data and take no action that will cause or give the perception of a breach of USPTO data integrity. No USPTO data shall be withheld from the USPTO unless otherwise provided by contract, or without written permission.

Exhibit A
USPTO deploys AISs and COTS products to the following standardized environments: 

 

Server Operating Systems : 
Red Hat Enterprise Linux 5 

    Capable of running as a virtualized client ane on native hardware

    Secured to a PTO OS Baseline that is based on the current CIS Benchmarks recommendations. 

 

Windows 2008  

    Capable of running as a virtualized client and on native hardware

    Secured to a PTO OS Baseline that is based on the current CIS Benchmarks recommendations. 

 

Infrastructure Components: 

Oracle 11g 

    Running on Red Hat Enterprise Linux. 

    Secured to a PTO Baseline that is based on the current CIS Benchmarks recommendations. 

 

Enterprise SQL 2005 

    Running on Windows

    Secured to a PTO Baseline that is based on the current CIS Benchmarks recommendations 

 

Single Sign On using the user's existing Windows login credentials, through Kerberos. 

 

MicroSoft Exchange 2007  
 

Documentum 6.0 sp1   running on Red Hat Enterprise Linux with databases on Oracle. 

 

WebSphere 6.1.x running on Red Hat Enterprise Linux

 

Red Hat Enterprise Linux Apache Web Server running on RHEL.

 

All network and data encryption must be FIPS 140-2 compliant. 

 

Desktops: 
Windows version TBD
    Capable of running as a virtualized client and on native hardware

    Secured to a PTO OS Baseline that is based on ......TBD.......
Internet Explorer version TBD 
MicroSoft Outlook version TBD

USPTO requires that COTS vendors provide ongoing support for current versions of Operating Systems and Infrastructure Components. This list includes versions in use as of 1Q2010.    USPTO strives to migrate OS's and Infrastructure Components to the current version within a year of the vendor's General Availability Release.  
 

�	 Unrestricted delivery is defined as delivery of the data in bulk and/or machine readable format in a manner that does not have any impact on or degrade the internal patent search efforts by USPTO employees that also need access to the data.
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