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 TC "Qualification Statement" \l 1 QUALIFICATION STATEMENT

All product names and services identified throughout this document are trademarks or registered trademarks of their respective companies.

1 SCOPE

1.1 System Overview

[Replace this line with one short paragraph of text that briefly describes the project.]

The [project acronym] Project Manager represents the users.  The System Development Lead (SDL) is from the System Development and Maintenance Group. The development contract support is provided through the System Development Infrastructure (SDI) contract.  The Test Manager is from the Enterprise Systems Services Group (ESSG)/Pre-Production Services Division (PPSD)/Information Technology Testing Branch (ITTB). The testing site is the Carlyle campus in Alexandria, Virginia of the United States Patent and Trademark Office (USPTO). 

1.2 Document Overview

This document customizes the approach, staffing, tasks, features to be tested, and risks associated with testing [project acronym].  The Test Plan is a living document and, therefore, does not have a version number.  When there are changes in an automated information system’s (AIS’) architecture (hardware and software), the changes will be documented in Appendix A, Updates.  This document addresses the following types of testing: Unit Testing, System Integration Testing, Functional Qualification Testing (FQT), User Acceptance Testing, Software Compatibility Testing (SCT), Performance Testing, and Certification and Accreditation (C&A) Security Testing and Evaluation (ST&E).

Appendix B contains a list of acronyms and abbreviations used in this document.

Appendix C contains a glossary of terms used in this document.

2 REFERENCED DOCUMENTS

The following documents are either referenced in or were used in preparation of this document:

In Section 2.3, you do not need to write the full real name of the document and you do not need to include the date that a document was written.  This is because this Test Plan is a “living” document and the list of references is assumed to be whatever is current.

Delete Section 2.4 if you do not have any Commercial Document references.

2.1 Regulatory References

Section 508 of the Rehabilitation Act (29 U.S.C. 794d), as amended by the Military Construction Appropriations Act for Fiscal Year 2001 (P.L. 106‑246), July 2000.

2.2 United States Patent and Trademark Office Document References

Testing Technical Standard and Guideline, USPTO IT‑212.3‑01, October 2001.

Systems Development Life Cycle, Version 1.00, June 5, 2007
Technical Reference Model, Version 7.0, February 2003.

2.3 Project Specific Document References

Project Plan for [project name].

Quality Assurance Plan for [project name].    

Configuration Management Plan for [project name].    

Requirements Specification for [project name].    

RTMx Report for [project name].   

Detailed Design Document for [project name]. 

High Level Architecture for [project name].  

Operational Support Plan for [project name].
2.4 Commercial Document References

3 UNIT TESTING

The information in this section of the Test Plan is provided by the SDL.
3.1 Introduction

3.2 Approach

3.3 Responsibilities

4 SYSTEM INTEGRATION TESTING

The information in this section of the Test Plan is provided by the SDL.

4.1 Introduction

4.2 Approach

4.3 Responsibilities

4.4 Redlining of Test Procedures

5 FUNCTIONAL QUALIFICATION TESTING
When you have finished testing and are writing the final TS&P, change the sentence tense in Sections 5.2 - 5.9, 5.11, 5.13 (and anywhere else you think) from future to past, where appropriate. 

e.g., change “During the Planning Phase, the Test Manager will begin to review all relevant documentation.” 
to
“During the Planning Phase, the Test Manager began to review all relevant documentation.”

5.1 Introduction

The purpose of FQT is to certify that the automated information system (AIS) satisfies system requirements documented in the [RTMx Report (RTMx) or Use Cases].

5.2 Approach

During the Planning Phase, the Test Manager will begin to review all relevant documentation.  During the Requirements Phase the Test Manager will continue to review documentation, assess and obtain clarification on requirements, analyze the traceability of the requirements, and enter the requirements into HP/Mercury Interactive’s Quality Center. The Test Manager will also begin writing the Test Plan and may attend the Requirements Review.

During the Design Phase the Test Manager will complete and formally (hardcopy) deliver the Test Plan to the SDL. The Test Manager may or may not deliver an electronic copy of the Test Plan to the SDL at this time. The Test Manager will develop [test case specifications or scenarios] and begin writing the Functional Qualification Testing [Specifications or Scenarios] and Procedures in Quality Center.  The Test Manager may attend the Design Review.  

During the Development Phase the Test Manager is expected to perform many activities beginning with completing and formally (hardcopy) delivering the Functional Qualification Testing [Specifications or Scenarios] and Procedures to the SDL.  The Test Manager may or may not deliver an electronic copy of the Functional Qualification Testing [Specifications or Scenarios] and Procedures to the SDL at this time.  The SDL will then edit (redline) the Functional Qualification Testing [Specifications or Scenarios] and Procedures and return them to the Test Manager.  

The Test Manager will update the Functional Qualification Testing [Specifications or Scenarios] and Procedures as needed in Quality Center and use the redlined version as a basis for conducting FQT; this updated version is not formally delivered again before FQT begins.  The Test Manager will attach any required documentation to Quality Center and link the requirements to the test cases in Quality Center.  The Test Manager may attend the Code Review/Development Review.  

During either the Development Phase or at the beginning of the Functional Qualification Testing Phase, the Test Manager will request that the SDL provide test data and account logins and passwords.  The SDL and the Test Manager will also determine testing completion criteria and FQT suspension criteria at this time.  The SDL will provide a system demonstration to testing staff and the Test Manager.
The PPSD/Configuration Management Services Branch (CMSB) has designated the location of testing to be the CIO Lab in the Madison West Building.  During the FQT Phase the CMSB will supply the client test environment while the SDL will establish server hardware and software configurations.  CMSB will document the hardware and software configurations and the Test Manager will validate them.  The SDL will document any differences between the FQT and production environments and will also approve the test environment for the commencement 
of FQT. 

The Test Manager will monitor FQT, submit daily status reports to relevant stakeholders during testing, document testing results, and enter Discrepancy Reports (DRs) and Test Observation Reports (TORs) into Quality Center and the Configuration Management (CM) system. At the conclusion of FQT the Test Manager will submit a Testing Completion Notice to relevant stakeholders.
At the conclusion of the FQT Phase, the Test Manager will deliver the required documentation, finalize data in Quality Center, and may present FQT results at an Operational Readiness 
Review (ORR).  

5.3 Test Items

The specific test items associated with [project acronym] will be identified in the Functional Qualification Testing [Specifications or Scenarios] and Procedures document.
5.4 Features/Requirements to be Tested

The features/requirements to be tested in FQT are functional requirements, external interfaces with other AISs, and accessibility (Section 508):

a) List high level requirement.

b) List high level requirement.

c) Performance requirement.

d) Accessibility requirement.

e) List as many requirements as are appropriate

5.5 Features Not to be Tested

The FQT will not specifically or directly test features of the system hardware, system software and network connectivity environments that are not specifically exercised by or defined in the [RTMx or Use Cases] for [project acronym].

FQT will not include User Acceptance Testing, SCT, Performance Testing, and C&A ST&E.  These additional types of testing are addressed, respectively, in Sections 6, 7, 8, and 9 of 
this document.

5.6 Item Pass/Fail Criteria

When a DR is identified, the Project Manager will categorize its severity. The SDL will be responsible for DR disposition, which may require Regression Testing.  The Project Manager will accept the system when all DRs have been corrected or otherwise approved for disposition. All identified DRs will be classified as one of three types as defined in Table 5-1.  

Table 5-1
Severity Rankings for Discrepancies

	Severity
	Description

	Critical
	Discrepancies that halt further program execution.  
Example:  run-time errors or actions that cause the system to lock up in an unexplained or unexpected manner.

	Major
	Discrepancies that cause the application not to perform as functionally required.  
Example:  inability to print a report.

	Minor
	Discrepancies that are not considered critical or major.
Examples:  misspellings on a screen, ambiguous Help messages.


A TOR is an observation that affects the end-user experience or optimal system performance, but is not linked to a specific requirement; therefore, it is not required to be acted upon.  If an SDL decides to implement changes in order to address a TOR, the SDL needs to review the [Requirements Specification or Use Cases] for the project and coordinate with the Project Management Office (PMO)/Requirements Management Branch (RMB) to update the document.  Test Observation Reports alone will not preclude system deployment.
5.7 Suspension Criteria and Resumption Requirements

The Test Manager and SDL will determine specific suspension criteria at the outset of FQT.  Inability to test a significant number of cases or critical requirements is a common justification for suspension.

A discrepancy found during FQT will be evaluated for severity at the time of occurrence.  As 
a discrepancy’s severity and resolution are documented, FQT participants will make the determination for further suspension.  If Regression Testing is performed, it will be performed on a new software build that has been obtained from the CM system.

5.8 Test Deliverables

The required test deliverables to be completed are the Project Test Plan, Functional Qualification Testing [Specifications or Scenarios] and Procedures, and the Testing Completion Notice.  The testing staff may be requested to create an ORR Report, which is presented at the project’s Operational Readiness Review.

5.9 Environmental Needs

CMSB will supply the client test environment and the SDL is responsible for building 
the test database and the server test environment.  It is expected that FQT will be held in the CIO Lab in the Madison West Building.

5.9.1 Hardware

5.9.1.1 Workstation Hardware

Table 5-2
Workstation Hardware

	Workstation 1
	Component A

Component B

	Workstation 2
	Component A

Component B


5.9.1.2 Server Hardware

Table 5-3
Server Hardware

	Server 1
	Component A

Component B

	Server 2
	Component A

Component B


5.9.2 Software

5.9.2.1 Workstation Software

Table 5-4
Workstation Software

	Workstation 1
	Component A

Component B

	Workstation 2
	Component A

Component B


5.9.2.2 Server Software

Table 5-5
Server Software

	Server 1
	Component A

Component B

	Server 2
	Component A

Component B


5.9.3 Other Needs

f) User accounts with user identifications (IDs) and passwords authorized for required functions.

g) PTOnet.

h) [Interface System name; these can be found in Rochade].

i) [Interface System name; these can be found in Rochade].

5.10 Responsibilities

The FQT roles and responsibilities are defined in Table 5-6.

Table 5-6
FQT Roles and Responsibilities

	Position/Function
	Responsibilities

	Project Manager
	Assist in the implementation of test environment.

Witness FQT on a not-to-interfere basis.

Assign level of severity to a DR.

Accept system for production.

	SDL
	Clarify requirements.

Build test database.

Supply and prepare the server test environment and establish hardware and software configurations.

Update version of the software in CM system or library.

Edit (redline) the Functional Qualification Testing [Specifications or Scenarios] and Procedures.

Provide system logins and passwords, test data, and other information needed to conduct FQT.

Provide system demonstration to testing staff and the Test Manager.

Together with the Test Manager, determine FQT suspension criteria.

Together with the Test Manager, determine testing completion criteria.

Coordinate updating the [Requirements Specification or Use Cases] with PMO/RMB.
Witness FQT on a not-to-interfere basis.

Monitor testing process.

Resolve deficiencies.

Review the test results.

	Test Manager
	Verify the hardware and software in CM-documented configurations.

Attend Reviews as required.

Review requirements.

Prepare test documentation:  Project Test Plan, Functional Qualification Testing [Specifications or Scenarios] and Procedures, Testing Completion Notice, and, if required, ORR Report.
Support and conduct FQT.

Review DRs and TORs.

Document results and provide DRs and TORs to CMSB, SDL, Project Manager, and PMO/RMB.

Authorize the closing of DRs in the CM system.

	PPSD/CMSB
	Create CM builds.

Prepare the client test environment.

Maintain the current version of the software provided.

Enter DRs and TORs supplied by the testing staff into the CM system.

	PMO/RMB
	Maintain [RTMx or Use Cases].

Coordinate updating the [Requirements Specification or Use Cases] with the SDL.

	PMO/Program Control Division (PCD)
	Prepare Quality Assurance Plan.


5.11 Resources Needed

All FQT participants will have application knowledge and knowledge of the system architecture, design, and interfaces.  USPTO will provide operational support and special staffing, such as UNIX-trained and Oracle-trained personnel, as necessary.  

5.12 Schedule

The current schedule of project activities is maintained in the Control Analysis Tool (CAT) and in Rochade’s Project Agenda Review. 

5.13 Testing Risk Analysis

5.13.1 Production Database Impacts

The following suggests that there is no impact to the Production Database:

j) FQT will be executed on a test bed simulator.

k) FQT will use [a full copy of the production database/a partial copy of the production database].

l) FQT will use [a full production copy/a partial production copy of the [System name] interface.

m) FQT will use [a full production copy/a partial production copy of the [System name] interface.

n) The PTOnet [will/will not] be used.  [If not, say what will be used, e.g., standalone].

o) FQT will be executed on a CM Build.

5.13.2 Environment Impacts

 [Address any project specific issues here or state that there are none.]

5.13.3 Scheduling Concerns

There may be risk to the testing start date if:

p) Documentation needed to complete the Functional Qualification Testing Specifications or Scenarios] and Procedures is not delivered on time.

q) The required system functionality, hardware, software, and/or network connectivity is either unavailable or non-operative for both editing (redlining) the Functional Qualification Testing [Specifications or Scenarios] and Procedures and performing FQT.

There may be risk to the duration of testing if:

r) System requirements are not clearly defined. 

s) Documentation needed to complete the Functional Qualification Testing [Specifications or Scenarios] and Procedures is not delivered on time.

t) Changes (including business rules and functionality) affecting the system or subsystems necessitate additional use cases or requirements and/or test specifications.

There may be risk to the level of effort if:

u) Length of the testing period cannot be increased.

v) Changes (including business rules and functionality) affecting the system or subsystems necessitate additional use cases, requirements and/or test specifications.

5.14 System Enhancements

5.14.1 Full Life Cycle Enhancement

A full life cycle enhancement delivers new functionality to an AIS that is already in production 
at USPTO.  New requirements or use cases are generated for this type of enhancement.  A Project Plan and Quality Assurance (QA) Plan or QA Assessment are developed for Life Cycle Enhancements.  The approach to testing life cycle enhancements is the same as was discussed in Section 5.2, Approach, with the following exceptions.  The Functional Qualification Testing [Specifications or Scenarios] and Procedures document is updated to include the new functionality and formally (hardcopy) delivered.  Testing is performed on a USPTO-approved CM Build using the updated Functional Qualification Testing [Specifications or Scenarios] and Procedures.  After testing finishes, the Test Manager formally (hardcopy) will deliver the final version of the Functional Qualification Testing [Specifications or Scenarios] and Procedures and, if requested, will prepare an ORR Report. The SDL will prepare an Operational Readiness Review form. 
5.14.2 Non-Life Cycle Enhancement

A non-life cycle enhancement delivers minor new functionality, which is not expected to have a significant impact on the capabilities of a system already in production.  A full life cycle is not required for this type of enhancement. A QA Plan or QA Assessment are generated for this enhancement.  The [Functional Qualification Testing [Specifications or Scenarios] and Procedures document is updated and formally (hardcopy) delivered.  The SDL will redline the updated [Functional Qualification Testing[ Specifications or Scenarios] and Procedures. Testing will be performed on a USPTO-approved CM Build using the redlined Functional Qualification Testing [Specifications or Scenarios] and Procedures.  After testing finishes, the Test Manager formally (hardcopy) will deliver the final version of the Functional Qualification Testing [Specifications or Scenarios] and Procedures and, if requested, will prepare an ORR Report for presentation at the ORR. The SDL will prepare an Operational Readiness Review form. 

5.15   System Maintenance Releases

Maintenance of a system requires the generation of a QA Assessment and Operational Readiness Review form.  There is no additional functionality included in a maintenance release.  Testing is performed on a USPTO-approved CM Build using the most current Functional Qualification Testing [Specifications or Scenarios] and Procedures.  If needed, changes are incorporated into the Functional Qualification Testing [Specifications or Scenarios] and Procedures, but the document is not formally (hardcopy) delivered.
5.16 System Server Upgrades

Server upgrades to a system requires the generation of a QA Assessment.  There is NO additional functionality included in a Server upgrade release.  Testing is performed using the most current Functional Qualification Testing [Specifications or Scenarios] and Procedures.  If needed, changes are incorporated into the Functional Qualification Testing [Specifications or Scenarios] and Procedures, but the document is not formally (hardcopy) delivered.
5.17 System Ad Hoc Testing

The SDL will make a formal request to the Manager of PPSD for any additional testing that has not been described within this document.

6 USER ACCEPTANCE TESTING

In accordance with the [project acronym] Quality Assurance Plan, User Acceptance Testing will [will not] be conducted for this project.

[If User Acceptance Testing is expected to be held, complete Sections 6.1 and 6.2.]

6.1 Introduction

The Project Manager is responsible for User Acceptance Testing.

6.2 Approach

The Project Manager will define the approach to be used in User Acceptance Testing.

7 SOFTWARE COMPATIBILITY TESTING

7.1 Introduction

Independent SCT shall be performed on all software that is distributed via deployment package to the desktop at USPTO.  The method of deployment is usually a Systems Management Server (SMS) package or an Altiris package, although the SCT process shall also apply to other mechanisms used for software distribution such as:

w) Software pulled from the network drive (P: drive).

x) Scripts that run when a person logs onto the network.

y) Shortcuts that install upgrades that are sent via e-mail.

z) Software that is added to the desktop as a result of running a server application.

7.2 Approach

SCT is performed to ensure that a newly installed application is compatible with the other applications on the baseline on which it will be installed.  The SCT process consists of both manual test procedures and automated scripts.  Automated scripts, using tools such as Mercury Interactive’s QuickTest Professional and WinRunner, are used whenever possible to produce a consistent testing environment and to enable a larger degree of testing in the shortest amount of time.  During SCT, a finite subset of the available functions are verified using minimal testing.  SCT is performed after FQT is completed using the final build tested in FQT.

7.3 Test Items

The SCT process tests all applications on each designated baseline.  The baselines are defined by the Technology Architecture & Engineering Services Division/Hardware (TAESD)/Software Test & Evaluation (TEF) (aka T&E Software) and are updated on a regular basis.

7.4 Item Pass/Fail Criteria

SCT is considered successful and approved if all applications on the designated baselines function after the new application is installed.  Failure of any application during SCT would be criteria to fail or disapprove the distribution package being tested.

7.5 Test Deliverables

SCT deliverables consist of an approval/disapproval letter, including a checklist of all the applications tested, which is sent to key project personnel.

Responsibilities

Table 7-1 
SCT Roles and Responsibilities

	Position/Function
	Responsibilities

	TAESD/TEF
	Develop distribution packages for a remote installation of software.

Maintain cost center baselines at USPTO.

Provide the SCT Manager with instructions detailing testing procedures for each distribution package sent to SCT by the SDL.

Post SCT approval/disapproval documents on the TEF Web site.

	SDL

	Provide necessary test accounts and passwords for SCT.

Provide any special peripherals needed to test the distribution package.

Provide special setups to allow SCT machines to access the application being tested.

Provide support to ITTB regarding any problems or issues.

	SCT Manager


	Ensure that testing procedures are followed, testing contributes value, and is completed in a timely manner.

Assign SCT tasks to SCT staff.

Write and distribute SCT approval/disapproval documents to interested parties within USPTO.

	SMS Administrator


	Install the software distribution package on the workstations for testing.

Support ITTB for load process issues.

	SCT Technician
	Ensure that the test hardware is functional.

Ensure that the most current baseline from T&E Software is loaded on the test machines.

Ensure that the automated scripting tool is loaded on the test machines so that automated test scripts can be run.

Ensure that the required prerequisite software for testing the current distribution package is loaded on the test machines.

Load other applications that use the identified “helper” application if the prerequisite has been identified as a commonly used “helper.”
Notify the testing staff when the application is ready for SCT.

Test other applications that use the “helper” application to ensure that the install of the new software does not conflict with other applications using the common “helper” application.

	SCT Tester
	Provide independent SCT on the designated baselines to ensure that the new distribution package is compatible with other software on the baselines on which the new software will be deployed.

E-mail approval/disapproval letters to the SCT Manager.

	SCT Script Author
	Ensure that the automated SCT scripts are current and test the compatibility of components within the identified baselines.


7.6 Schedule

SCT is performed immediately following FQT completion.

8 PERFORMANCE TESTING

8.1 Introduction

Performance Testing is conducted During the Functional Qualification Testing Phase to verify that the AIS will produce satisfactory results when subjected to the load expected in production.  The expected load will be defined in the Workload Characterization Matrix and the performance requirements will be documented in the [RTMx or Use Cases].
8.2 Approach

The first phase of Performance Testing will consist of gathering information:

aa) Requirements.

ab) Workload characterization.

ac) Architectural components and configuration.

ad) Expected number of users and acceptable response times.

ae) Expected number of normal and peak load concurrent and simultaneous users.

af) Other volume indicators.

Because many of the final software and hardware components and configurations may not be known until the end of the development cycle, refinement of the above information may continue through ORR.  

After analyzing information gathered during the first phase, the Performance Testing Strategy (Strategy) will be developed during the second phase of Performance Testing.  The Strategy will identify test harness designs, choice of tools to be used, initial characterizations, and preliminary test environment.  The Strategy will be a working document and the Workload Characterization Matrix and Test Environment Matrix will continue to evolve until final Performance Testing.

Test scenario development using an automated performance tool will begin as soon a working system is available.  The test scenarios will then be executed with the automated test scripts developed using the performance tool.  Test script development will usually occur in the development environment.  The test scenarios and test scripts will be updated as the characterizations and test environment are completed.

Once the test scenarios and test scripts are completed and the test environment is finalized, performance monitoring tools will be installed at appropriate points in the architecture.  A preliminary test will be run to assure that components are running, the proper monitors are installed, and monitoring can be adequately accomplished. The reporting and resolution of any performance or configuration errors or problems that are observed during this or subsequent preliminary performance testing will be coordinated by key project personnel.

The ITTB Performance Testing Manager will coordinate the schedule of Performance Testing with the SDL.

After completing preliminary performance testing and the formal Performance Testing, the Test Manager will prepare appropriate Performance Test Analysis Reports.  The Performance Test Analysis Reports will document the environment in which Performance Testing occurred, the characterization used, the test scenarios used, test scripts run, and the test results observed.  The Performance Test Analysis Reports will also include input from the monitoring and performance tools and system development personnel about the nature of errors observed, recommended actions to be taken, and expected results from the actions taken.  When errors occur, another test run(s), using the same characterizations and test scenarios, will usually be conducted to ensure that the actions taken actually address the errors.

8.3 Item Pass/Fail Criteria

Performance Testing runs many transactions and may observe hundreds of errors and discrepancies.  Each error or discrepancy is caused by performance-related issues (e.g., timeout, cannot connect to server).  For each error or discrepancy, a return error code is captured and reported in a test report and the test is considered to have errors.  Depending on the objective, a test may be considered a failure or a success even though there are errors and/or discrepancies.  Performance Testing does not test the functionality of an AIS; rather, it tests an AIS’s performance.  Key project personnel will use errors and discrepancies and other observations to determine if actions need to be taken on software or hardware components. Any system problems found will be documented through the standard DR process and entered into Quality Center.

8.4 Test Deliverables

Performance Testing deliverables consist of the following documents:

ag) Performance Test Strategy.

ah) Workload Characterization Matrix.

ai) Test Environment Matrix.

aj)  Performance Test Analysis Reports.

ak)  Test tools’ reports.

al)  Monitoring tool reports.

am)  Error analysis.

an)  Recommended actions.

ao)  Expected results.

ap)  Performance Testing results may be provided at an ORR presentation.

Environmental Needs

The System Infrastructure Coordinator, Office of Architecture, Engineering and Technical Services Group, will identify the architectural components and configuration to support the documented performance requirements and may present them at the Design Review or Code Review.  These architectural components and configuration will be documented in the Test Environment Matrix. The SDL will provide the test environment to conduct Performance Testing. The Systems Performance Branch (SPB) will install performance monitoring tools in the performance test environment.  The Test Manager will install performance testing tools.

[If the architectural components and configuration to be used during Performance Testing is expected to be the same as that used during FQT, state so.  If not, list the components using the same format as Section 5.9, Environmental Needs.]

8.5 Responsibilities

Table 8-1
Performance Testing Roles and Responsibilities

	Position/Function
	Responsibilities

	SDL/System Maintenance Manager (SMM)
	Consult SPB to predict normal and peak load concurrent and simultaneous users and other volume indicators.

Determine the expected number of users and acceptable response times for the AIS.

Determine the acceptable AIS performance level.

Ensure that the performance level is documented in the Requirements Specification (RS).

Ensure that the Workload Characterization Matrix is completed.

Ensure that the Test Environment Matrix is completed and updated during AIS development or enhancement.

Provide the test environment to conduct Performance Testing.

Ensure that required performance is retained for any AIS maintenance changes.

	 SPB
	Install performance monitoring tools in the test environment.

Tailor the performance monitors to the specific performance test.

Provide loading measures on existing systems to assist in predicting load on the AIS in development.

Complete the Workload Characterization Matrix.

Monitor Performance Testing.

Assist Test Manager with the evaluation of results.

	System Infrastructure Coordinator/ Architecture, Engineering and Technical Services Group (AETSG)
	May identify the architectural components and configuration. Present architecture at ORR for review.

Assure that the test environment is appropriate for performance testing.

Assist and provide information to complete the Test Environment Matrix.

	Test Manager
	Assist SDL and SPB in determining performance requirements.

Assist PMO/RMB in determining testability of stated performance requirements.

Document the performance testing strategy in the Test Plan.

Assess the proposed test environment for performance testing.

Coordinate activities for the completion of the Workload Characterization Matrix and Test Environment Matrix.

Conduct preliminary Performance Testing during AIS development.

Coordinate dissemination of test results by key project personnel. 

Prepare test scripts based on the Functional Qualification Testing [Specifications or Scenarios] and Procedures.

Install performance testing tools.

Conduct final Performance Testing. 

Report Performance Testing results at ORR.

Document Performance Testing results in a Performance Test Analysis Report(s).

	PMO/RMB
	Ensure that the SDL addresses performance requirements in the RS.

Provide guidance for the development and documentation of performance requirements. 

Review the RS to ensure that performance requirements are addressed and compliant with standards.

	PMO/RMB
	Provide guidance to the SDL on the development and documentation of performance requirements while tailoring the life cycle for the AIS development project.


8.6 Schedule

The SDL will coordinate the scheduling of the formal Performance Testing. 

[This section will vary considerably by project and, therefore, no additional standard wording is provided.]

9 CERTIFICATION AND ACCREDITATION SECURITY TESTING AND 
      EVALUATION

The Enterprise IT and Security Management Group (EITSMG)/IT Security Policy Division (ITSPD) will determine whether or not a C&A Security Test and Evaluation ST&E will be conducted for this project.  

[If C&A ST&E is expected to be held, add the following:]

The detailed planning for C&A Security Testing and Evaluation will be addressed in a separate ST&E Test Plan.  [Also, if the testing start date is known, state it.]

APPENDIX A UPDATES

If you are writing the first Test Plan for a system, use the following wording (or something very close to it) in this Appendix:

“This is the initial version.  No updates have been recorded yet.”                                                                                                                    

When there are changes in an automated information system’s (AIS’) architecture, enter the changes in Appendix A.                                                 

Document version number in Footers:

When you update the Test Plan, you will be adding information to Appendix A.               In the footer of each page in Appendix A, you will increment the version number; e.g., if the document version had been “v.2” you would change it to “v.3;.” e.g., if this is the first time you are updating the Test Plan and there is no document version number in the footer on the pages in Appendix A, you will state “v.2” [see bottom of this page].
Note, there is not a document version number in the footer on any other page (non-updated) in the document. 
Date in Footers:

When you update the Test Plan, you will be adding information to Appendix A.               In the footer of each page in Appendix A, you will delete the date that was there just before you began updating the Test Plan and then state the date on which you are delivering the updated Test Plan.

See the example on the next page.
EXAMPLE APPENDIX A            UPDATES

A1
Hardware

Table A-1
Workstation Hardware

	Workstation 1
	Component A

Component B

	Workstation 2
	Component A

Component B


Table A-2
Server Hardware

	Server 1
	Component A

Component B

	Server 2
	Component A

Component B


A2
Software

Table A-3
Workstation Software

	Workstation 1
	Component A

Component B

	Workstation 2
	Component A

Component B


Table A-4
Server Software

	Server 1
	Component A

Component B

	Server 2
	Component A

Component B


A3
Interfaces

aq) [Interface System name; these can be found in Rochade].

ar) [Interface System name; these can be found in Rochade].

APPENDIX B ACRONYMS AND ABBREVIATIONS

	AETSG
	Architecture, Engineering & Technical Services Group

	AIS
	Automated Information System

	C&A
	Certification and Accreditation

	CAT
	Control Analysis Tool

	CM
	Configuration Management

	CMSB
	Configuration Management Services Bureau

	DR
	Discrepancy Report

	EITSMG
	Enterprise IT and Security Management Group

	ESSG
	Enterprise Systems Services Group

	FQT
	Functional Qualification Testing

	HP
	Hewlett-Packard

	ID
	Identification

	ITSPD
	IT Security Policy Division

	ITTB
	Information Technology Testing Branch

	Oracle
	A relational database

	ORR
	Operational Readiness Review

	PCD
	Program Control Division

	PPSD
	Pre-Production Services Division

	PMO
	Project Management Office

	PTONet
	USPTO’s campus-wide network 

	QA
	Quality Assurance

	RMB
	Requirements Management Branch

	RTMx
	RTMx Report

	SCT
	System Compatibility Testing

	SDI
	System Development Infrastructure

	SDL
	System Development Lead

	SMM
	System Maintenance Manager

	SMS
	Systems Management Server

	SPB
	Systems Performance Branch

	Strategy
	Performance Testing Strategy

	ST&E
	Security Test and Evaluation

	TAESD
	Technology Architecture & Engineering Services Division

	TEF
	Hardware/Software Test & Evaluation 

	TOR
	Test Observation Report

	USPTO
	United States Patent and Trademark Office

	UNIX
	Single-user version (UNIX) of MultIX


APPENDIX C GLOSSARY

	Workload Characterization 
	Workload measurements that involve the collection of transaction information from a point within a network, e.g., data collected by an independent device passively monitoring transactions as they traverse a network link.  Workload characterization makes assumptions about the number of users, location of users, and types, numbers, and frequency of transactions.
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