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Executive Summary

This Phase and Activity Description Document is designed to provide the reader with a thorough outline of the steps involved with taking a project from being a customer’s general idea to a full-fledged system that is ready to be released and used to the system’s eventual retirement and dismantling.  Within this document are the descriptions of what occurs (or should occur) in each of the phases of the SDLC 3.0.  Not only are the phases broken down, but each individual step that makes up the phases is also described in detail.  By using and following this document, the reader should be able to successfully lead or assist a project throughout its life cycle.
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1 Introduction
1.1 Purpose

The purpose of this document is to provide an overview of the phases and activities that make up the SDLC 3.0.  This includes the phases’ and activities’ inputs, controls, participants, and outputs.  Also described within this document are the responsibilities of each individual who is involved with the SDLC 3.0.
1.2 Scope

This document refers to and affects the entire SDLC 3.0 process.  All phases and activities and their respective controls, participants and steps are listed within this document.
1.3 Audience

This document’s audience is all individuals who have a role or stake in the SDLC 3.0.
1.4 Helpful Hints

When reading the Activity Descriptions contained in this document, note that the activities’ controls will be underlined and use blue font.  The supporting roles involved in the activities are denoted by being in bold while the lead roles for each activity are italicized and bold, in addition to using green font.

2 Concept Phase

2.1 Concept Phase Description
	Phase:  A1. Concept

	Phase Stakeholders:  Business PM’s Senior Management; Business Project Manager (Business PM); OCIO Senior Management; OCIO Project Manager (OCIO PM); Project Team; OCIO Customer Liaison; Roadmap Advisory Committee (RAC); Quality Assurance Team (QA Team); Budget Advisor

	Description:  The Concept Phase provides the structure for defining, prioritizing, and accepting all types of projects (non-development, development, enhancement, or maintenance).  High-level functional and technical requirements and high-level architectural approach are defined and documented along with a Project Plan and a cost estimate for any needed support for activities through the Definition Phase.  All activities in the Concept Phase that follow the submission of a complete Work Request Form are conducted jointly by the customer and OCIO representatives (jointly known as the Project Team) for the Go/No Go decision to advance the project to the Definition Phase.

	Entry Criteria/Inputs:
· Customer Idea(s)

	Exit Gate Criteria (see the activity descriptions for specific quality criteria and standards):
· High Level Functional and Technical Requirements and high level architectural approach are documented according to standards and accepted as complete by stakeholders (documented in the Project Charter).
· Detailed project plan for tasks through the Definition Phase is approved by stakeholders.
· Cost estimate for tasks through the Definition Phase if applicable is approved by stakeholders.

· Decision by stakeholders to proceed is documented.

	Roles:

· Business PM’s Senior Management – This is the business area IT Liaison or the IT Liaison’s management.  Provides oversight of customer resources and oversees the Business PM’s actions.  Evaluates, approves, and prioritizes the customer’s work request.  May be brought in to assist with the Concept Phase Go/No Go Decision Meeting if needed.
· Business Project Manager (Business PM) – Identified and inserts the appropriate PPA Code on the initial customer’s Work Request.  Participates in all Concept Phase activities including: determining which subject matter expert representatives need to participate on the project team; building consensus within the business unit and with OCIO on priority, identifying funding, high level functional and technical requirements and high level architectural approach; determining the project’s size and tailoring the SDLC Activity and Artifact Checklist, developing the Project Plan and cost estimate, if applicable, for work through the Definition Phase, and the Go/No Go decision.
· OCIO Senior Management – Ensures project compliance with existing standards and policies and identifies any non-compliance issues; develops alternatives to achieve compliance.  Provides guidance and oversight of OCIO resources.  Assists in evaluating and prioritizing the project and in finalizing the high-level functional, technical and architectural requirements, Project Plan, and cost estimate for contracted support for the Definition Phase.  Also assists with assigning an OCIO PM and SDL to the project.  Recommends acceptance or rejection of the project to the Business Project Manager and the Business PM’s Senior Management.  May be brought in to assist with the Concept Phase Go/No Go Decision Meeting if needed.
· OCIO Project Manager (OCIO PM) – For projects with a stakeholder agreement to continue, develops the Project Plan that defines the activities from project inception through the Definition Phase at the level of detail necessary to support successful implementation as defined by the SDLC.  Completed plans include task start and end dates and the names of persons who are assigned to each task.  Resources assignments and task durations are approved by the assignee’s management.  Facilitates approval of the plan by the project stakeholders and execution of the plan by the task resources.  Records the plan into the Enterprise Program Management System and produces weekly status reports for project stakeholders including definition of all outstanding issues and risks to successful completion of future tasks.  Responsible for compiling the information needed to create an acceptable Project Charter and cost estimate, if applicable for support in the Definition Phase.  Facilitates the final review and approval of Concept Phase documentation by the Go/No Go decision makers (Project Team).  Provides approved documents to QA Team for independent review.
· Project Team (Concept Phase) – OCIO Customer Liaison, Business PM, and subject matter expert representatives identified by the OCIO Customer Liaison to support Concept Phase activities.  All team members fully participate in completing all Concept Phase activities and artifacts and in making the Concept Phase Go/No Go decision.
· OCIO Customer Liaison – Assists customers, as requested, in creating/revising the Work Request.  Determines, with the business PM which additional subject matter expert representatives (e.g., development, security, architecture, network, operation, help desk, portfolio, configuration management, etc.) have a stake in the successful completion of the project (these persons along with the Business PM become the Project Team (Concept Phase).  Assembles the Project Team to jointly complete the activities of the Concept Phase. 
· Roadmap Advisory Committee (RAC) – Prioritizes and reviews the Work Request (for major projects defined in the Road Map CIDP and new projects) among OCIO projects.
· Quality Assurance Team (QA Team) – Performs independent analysis of Concept Phase artifacts and activities and provides results to Project Team for reconciliation, if necessary.
· Budget Advisor – Works with Business PM to identify the appropriate PPA code for the project at the project’s inception.  Verifies that funding is available for the project to proceed.

	Controls:
a. Change Management Standards and Guidelines
b. Office of Finance Accounting Policy
c. Federal, Departmental and Agency IT Policies and Standards 
d. OCIO Portfolio Priorities
e. Project Charter Guidelines
f. Configuration Management Standards and Guidelines
g. Cost Estimate Guidelines
h. Project Plan Guidelines
i. Project Size Classification Guidelines
j. CPIC Standards and Guidelines
k. USPTO Enterprise Architecture Standards and Guidelines
l. Work Request Standards and Guidelines
	Other Resources:

Funding

	Artifacts (all artifacts must be approved by the Project Team):

PPA Code

Work Request Form

Project Name
Project Size Classification Score Sheet

SDLC Activity and Artifact Checklist
Project Charter (includes high level functional and technical requirements and high level architectural approach)
Detailed Project Plan through Definition Phase
Definition Task  Cost Estimate, if applicable
Concept Phase Go/No Go Decision Form

	Activities:
A11. Create/Update, Evaluate, Prioritize and Authorize Work Request 

A12. Evaluate, Accept, and Prioritize Project 

A13. Define High Level Project Scope and Approach

A14. Obtain Concept Phase Go/No Go Decision


	Measures:
Actual Staff hours expended and calendar schedule


2.2 Concept Phase Activity Descriptions

2.2.1 A11 — Create/Revise, Evaluate, Prioritize, and Authorize Work Request
	Phase  A1 — Concept

	Activity: A11 – Create/Revise, Evaluate, Prioritize and Authorize Work Request

	What Happens:
The customer identifies documents, and prioritizes a need for IT project support, identifies the correct PPA code, and submits a Work Request to OCIO.

	Who Does What?
The Budget Advisor assists the Business Project Manager (Business PM) identify an existing or facilitates establishing a new PPA Code and the Business PM inserts the code on the Work Request Form.
NOTE: The Budget Advisor selects the PPA Code consistent the instructions in the Office of Finance Accounting Policy.
The Business PM creates a Work Request that documents their needs.  The Business PM ensures that the Work Request is consistent with the Change Management Standards and Guidelines, Work Request Standards and Guidelines and the Federal, Departmental, and Agency’s IT Policies and Standards.  The Business PM prepares justifications for any deviations from the established policies and standards and includes them with the Work Request.
NOTE: The Business PM only has to complete the areas marked as mandatory in the electronic Work Request.  If the Business PM is able to accurately fill in additional sections of the Work Request, the Business PM is encouraged to do so, although it is not required.

The Business PM’s Senior Management (the business area IT Liaison or the IT Liaison’s management), along with the Business PM, reviews the draft Work Request and:
· evaluates it for compliance with established standards and policies;
· define the priority of this request relative to all other requests and existing IT projects from the business unit;
· identifies the funding amount and source for the project; and
· approves the Work Request for the business area.
If the Work Request is for major projects defined in the Road Map CIDP or a new project (including enhancements to existing AISs), the Roadmap Advisory Committee (RAC) reviews the Work Request and provides the Work Request to the Business PM’s Senior Management for review and approval.
The RAC prioritizes the Work Request relative to all other projects being supported across the agency, and analyzes the Work Request for compliance with the standards set forth in the Federal, Departmental, and Agency’s IT Policies and Standards and in the Work Request Standards and Guidelines.
Approved, Work Requests continues on to activity A12.  Rejected Work Requests are terminated.

	What Comes in:
Customer Idea(s)

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Change Management Standards and Guidelines

Office of Finance Accounting Policy

Federal, Departmental and Agency’s IT Policies and Standards

Work Request Standards and Guidelines

	What is Produced:

PPA Code Identified
Complete, Prioritized, and Authorized Work Request

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	A111 Obtain PPA Code – The Budget Advisor assists the Business PM identify an existing or facilitates establishing a new PPA code for the project based on the customer’s request and consistent with the Office of Finance Accounting Policy.
A112 Create/Update Draft of Work Request – The Business PM uses the Change Management Guidelines and the Federal, Departmental and Agency’s IT Policies and Standards to create and/or revise a draft of the Work Request before sending it to be evaluated.  The Business PM needs to only complete the first section of the Work Request Form at this point, although the more accurate information that can be included in the Work Request Form, the better.
A113 Evaluate Draft of Work Request – The Business Project Manger’s Senior Management, with the assistance of the Business PM, reviews and completes the Work Request.  Rejected requests are sent back to Activity A112 for further revision.

A114 Prioritize and Authorize Work Request (Major Projects Defined in the Road Map CIDP and New Projects) – The Business PM’s Senior Management and Business PM assist the RAC in authorizing any new project or major project defined in the Road Map CIDP and determining the project’s place among the other active projects they are involved with.  If rejected, the Work Requests are terminated.

	Helpful Hints:
In this activity, the IT Liaison(s) will be represented by the Business PM’s Senior Management role.  The Program Manager will be represented by the OCIO Customer Liaison role in this activity.
The Business PM in this activity represents any user that has been authorized by the project’s Business PM to submit a new Work Request via the online Work Request Tool.

Work Requests are now completed electronically via the link on the OCIO SDLC web page.  While this does not change the steps involved in submitting and approving the Work Request, the use of the online Work Request tool will be mandatory after April 20, 2009.  The online version of the Work Request is stored in Clearcase.

	The Roles marked in Green and Italicized are the Lead Roles for that activity.


2.2.2 A12 — Evaluate, Accept, and Prioritize Project
	Phase  A1 — Concept

	Activity: A12 — Evaluate, Accept and Prioritize Project

	What Happens:
The Work Request is reviewed, analyzed, prioritized among the overall OCIO Project Portfolio and formally accepted or rejected by OCIO.  OCIO assigned resources to accept projects.

	Who Does What?
The OCIO Customer Liaison
 requests the Budget Advisor to verify that the business unit has funding available for the project.  The Budget Advisor reviews the business unit’s funding source and provides verification to OCIO Customer Liaison of funding availability.
The OCIO Customer Liaison and the Business Project Manager (Business PM):
· determine which additional subject matter expert representatives (e.g., development, security, architecture, network, operation, help desk, portfolio, configuration management, etc.) have a stake in the successful completion of the project (these persons along with the Business PM become the Project Team (Concept Phase).
· assemble the Project Team (Concept Phase) to jointly complete the remaining activities of the Concept Phase;
· provide the completed, prioritized and authorized Work Request to Project Team for review;  and 
· schedule the meetings with the  Project Team to jointly complete the remaining activities of the Concept Phase;
NOTE: The OCIO personnel needed on the Project Team will vary from project to project.  The Business PM, OCIO Customer Liaison and the selected Project Team must ensure that the right skills are participating in this activity to ensure that the correct information is considered when making classification and artifact requirement decisions and complete the other activities in this phase.
The OCIO Customer Liaison, the Business PM  and the Project Team for this project:
· validate the proposed project’s compliance with policies and standards,
· determine the name of the proposed project,
· establish the project’s size using the Project Size Classification Guidelines and complete the Project Size Classification Score Sheet,
· review and complete the SDLC Activity/Artifact Tailoring Checklist through at least the Definition Phase to determine the information needed for this project to be successfully implemented,
NOTE: Project Team must complete the tailoring of SDLC Activity and Artifact Checklist through the Definition Phase section only.  An exception may be employed at the team’s discretion for simple, well understood projects that lend themselves to completing the entire checklist during this activity.

· review the CPIC Standards and Guidelines to determine if the project is subject to review by the CRB and ITIRB
· determine, to the extent possible with the information that is available, if the needed time and resources are likely to be available for the project to be successfully completed,
· define the project priority relative to the overall OCIO Project Portfolio, and either:
a. reject the project, which will be sent back to activity A11 or terminated; or
b. accept the project to move forward.  Accepted projects may have a delayed start to accommodate resource availability issues.

The OCIO Customer Liaison obtains and documents the concurrence of the Project Team members on the outcome of the initial evaluation.

NOTE: Approval is only required from the Project Team members assigned to the project.

For accepted projects, the OCIO Customer Liaison requests assignment of persons to fill the role of OCIO Project Manager (OCIO PM) and System Development Lead (SDL), if applicable, to the project.  Requests for these resources are provided to the appropriate OCIO Senior Management or Business PM’s Senior Management representatives for action.
The OCIO Customer Liaison provides the approved documents from the initial evaluation to the OCIO PM.
The OCIO PM provides the results of the initial evaluation to the Quality Assurance Team (QA Team) for review.
The QA Team reviews the results of the initial evaluation for deviations from the SDLC and compliance with the SDLC and documents their findings.  The QA Team provides a copy of their review results to the OCIO PM and works with the OCIO PM and Project Team for this project to address any concerns in the review report.
The OCIO PM provides the QA Team’s report to the Project Team for review and action, if any.  The OCIO PM escalates issues that cannot be resolved by the QA Team and the Project Team to the next management level for resolution.  The next management level is the managers that the Project Team and QA Team report to.
For CPIC level projects, the Business PM, OCIO PM, and the Project Team for this project present the initial evaluation results that were reviewed by the QA Team to the OCIO Senior Management for approval.  The OCIO Senior Management uses the Project Size Classification Guidelines and the CPIC Standards and Guidelines as references when reviewing the documents and in making determinations of concurrence with the CPIC level decision.

	What Comes in:

PPA Code Identified

Complete, Prioritized and Authorized Work Request

	What Controls Do I Need to Use?
(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Change Management Standards and Guidelines

Federal, Departmental, and Agency’s IT Policies and Standards

OCIO Portfolio Priorities

Office of Finance Accounting Policy

Project Size Classification Guidelines

CPIC Standards and Guidelines

	What is Produced:
Project Size Classification Score Sheet

Tailored SDLC Activity and Artifact Checklist through at least the Definition Phase

Assigned OCIO PM and SDL, as appropriate

Project Named

	Quality Control Criteria:
The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

Determinations of compliance with policies and standards

Determination of applicability for review by the CRB and ITIRB

Determination of availability of time and resources to successfully complete the project

Determination of project priority relative to the overall OCIO Project Portfolio

Determination of project acceptance or rejection

	Measures: N/A

	Detailed Tasks:

	A121 Log Work Request and Confirm Funding Feasibility – The Budget Advisor and OCIO Customer Liaison use the complete, prioritized and authorized Work Request, along with the Office of Finance Accounting Policy, Change Management Standards and Guidelines, and Federal, Departmental and Agency’s IT Policies and Standards to determine if the needed funds are available for the project and if said funds will be diverted for the project.
A122 Identify Team Members – The OCIO Customer Liaison and Business PM identify the team members that will be required to successfully continue the project.  This is done according to the Federal, Departmental, and Agency’s IT Policies and Standards and the Change Management Standards and Guidelines.  The Project Team is assembled.
A123 Classify and Prioritize Requested Project –The OCIO Customer Liaison, Business PM and the Project Team validate the proposed project’s compliance with policies and standards.  The project is sized according to the Project Size Classification Guidelines and the tailored SDLC Activity and Artifact Checklist is completed, through the Definition Phase, according to the results of the sizing.  The participants also determine if the project is subject to review by the CRB and ITIRB and if the resources needed to complete the project are available.  The project is prioritized amongst the other projects in the OCIO project portfolio according to the Project Size Classification Guidelines, OCIO Portfolio Priorities, and the CPIC Standards and Guidelines.  The Project Team also names the project and then either rejects or accepts the project.  If rejected, the project is sent back to Activity A11 or terminated; if accepted, the project is allowed to move forward.  The result of this decision is recorded by the OCIO Customer Liaison.

A124 Assign OCIO PM and SDL – The OCIO Customer Liaison submits a request to OCIO Senior Management or Business PM’s Senior Management to assign a persons to the roles of OCIO PM and SDL to the project according to the instructions in the Federal, Departmental and Agency’s IT Policies and Standards and the Change Management Standards and Guidelines.  The OCIO Customer Liaison provides the project’s accumulated documentation to the OCIO PM.
A125 Review Project Size and SDLC Artifacts Tailoring and Determine CPIC Applicability – The QA Team, assisted by the OCIO PM and the Project Team, review the results of the project sizing and the artifact tailoring against the Project Size Classification Guidelines.  

A126 Resolve Project Size and Tailor SDLC Artifacts Disputes – If any disputes arise during the review of the project size and artifact tailoring, the OCIO PM and QA Team take the information to the Project Team for discussion and resolution.  If disputes arise during this process, the issues can be raised to the next level of management of the Project Team and QA Team report to.  Once approved, the Project Size Classification Score Sheet and the tailored SDLC Activity and Artifact Checklist continue to the next activity.  If the project is CPIC-level, the Business PM, OCIO PM and Project Team present the evaluation results that have already been reviewed by the QA Team to the OCIO Senior Management for approval.

	Helpful Hints:
All requests for maintenance projects are provided by the Business PM’s Senior Management to the appropriate tool, who will coordinate with the Senior Management of SDL who supports the responsibilities of the OCIO Customer Liaison for the work in this Activity.

Requests for OCIO Transformation Road Map projects are provided to each respective Program Manager who supports the responsibilities of the OCIO Customer Liaison for the work in this Activity.

Requests for all other projects are provided by the Business PM’s Senior Management to the appropriate tool. 
The electronic Work Requests are stored in Clearcase.

	The Roles marked in Green and Italicized are the Lead Roles for that activity.


2.2.3 A13 – Define High Level Project Scope and Approach

	Phase  A1 — Concept

	Activity: A13 – Define High Level Project Scope and Approach

	What Happens:
A Project Charter, detailed Project Schedule (through the Definition Phase) and cost estimate, if applicable, are created for accepted project and approved by the project stakeholders.

	Who Does What?
The OCIO PM documents the approved information from the initial evaluation in Activity A12 and leads the Project Team
 in developing the Project Charter.  The Project Charter defines the complete high level functional and technical requirements and high level architectural approach and related project information and is created using the Work Request, project name, agreed Project Size Classification Score Sheet and agreed, tailored SDLC Activity and Artifact Checklist and following the USPTO Enterprise Architecture Standards and Guidelines, CPIC Standards and Guidelines and the Project Charter Guidelines.
The OCIO PM, and the Project Team develop a project plan that defines the activities from project inception through the Definition Phase at the level of detail necessary to support successful implementation. The plan is developed using the tailored SDLC Activity and Artifact Checklist and following the Project Plan Guidelines. The OCIO PM and Project Team also create a cost estimate for any needed support for activities through the Definition Phase.

The OCIO PM and Project Team review the Project Charter, Project Plan, and cost estimate(s) for compliance with the SDLC, the CPIC Standards and Guidelines, the Project Plan Guidelines, the USPTO Enterprise Architecture Standards and Guidelines, the Cost Estimate Guidelines, and the Project Charter Guidelines to determine acceptability of the information and to provide approval.  The OCIO PM and Project Team members must document their approval of the documents.
NOTE: The OCIO PM must determine if the project is of sufficient size, scope, or importance to the Agency to warrant review and approval by higher level Agency management (all CPIC level projects require this higher level review).  If this higher review is warranted, the OCIO PM must invite the OCIO Senior Management to participate in Activity A14.
If successfully reviewed and approved by the Project Team, the finalized Project Charter, Project Plan (through Definition Phase), and finalized Definition Task Cost Estimate are sent to the next activity (A14).
If the artifacts are not approved, they are sent back to the appropriate activity for revision.
The OCIO PM posts the documents and provides them to the QA Team for independent review.

	What Comes in:
Completed, Prioritized and Authorized Work Request
Assigned OCIO PM

Assigned SDL

Accepted and Prioritized Project and its naming
Agreed Project Size Classification Score Sheet

Agreed tailored SDLC Activity and Artifact Checklist
Decision on CPIC applicability

	What Controls Do I Need to Use?
(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Project Charter Guidelines

CPIC Standards and Guidelines

Configuration Management Standards and Guidelines

Project Plan Guidelines

Cost Estimate Guidelines

USPTO Enterprise Architecture Standards and Guidelines

	What is Produced:

Project Charter

Project Plan (at least through Definition Phase)

Definition Task Cost Estimate 

	Quality Control Criteria:
The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	A131 Create/Review Project Charter – A Project Charter is created using the Work Request, Project Size Classification Score Sheet and tailored SDLC Activity and Artifact Checklist following the CPIC Standards and Guidelines, Project Charter Guidelines and the USPTO Enterprise Architecture Standards and Guidelines by the OCIO PM and Project Team members.

A132 Create/Update Project Plan (at Least Through Definition Phase) - The OCIO PM and the Project Team create a Project Plan (at least through Definition Phase) using the Project Charter, Project Name, the Project Size Classification Score Sheet and the tailored SDLC Activity and Artifact Checklist following the Project Plan Guidelines.

A133 Create/Update Cost Estimate for Definition Tasks – The OCIO PM and the Project Team create the estimated cost using the Project Plan (at least through Definition Phase), and Project Charter, in conjunction with the Cost Estimate Guidelines.

A134 Review and Approve High Level Project Scope and Approach – The OCIO PM and Project Team review the cost estimate, Project Charter, and Project Plan (at least through Definition Phase) against the CPIC Standards and Guidelines, Project Plan Guidelines, USPTO Enterprise Architecture Standards and Guidelines, Cost Estimate Guidelines, and Project Charter Guidelines.  If the Project Team approves the project, it is allowed to move onto the next activity (Activity A14).  If the artifacts are not approved, they are sent back to the appropriate activity for revision.

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity.


2.2.4 A14 – Obtain Concept Phase Go/No Go Decision
	Phase  A1 — Concept

	Activity: A14 – Obtain Concept Phase Go/No Go Decision

	What Happens:
The project’s documents created by the Project Team are reviewed for approval.  A Go/No Go Decision is made before moving onto the Definition Phase.

	Who Does What?
The OCIO PM provides the Project Charter, Project Plan (at least through Definition Phase), and the Definition Task Cost Estimate to the Project Team for approval and Go/No Go Decision.

NOTE: ALL CPIC level projects must be reviewed and approved by higher level Agency management (OCIO Senior Management and Business PM’s Senior Management).  If higher review is warranted because of the project’s size, scope or importance to the agency, the OCIO PM must invite the higher-level management to participate in the Go/No Go Decision.

If any disputes or issues arise that the Project Team is unable to address, then the OCIO Senior Management, OCIO Customer Liaison, Business Project Manager and the Business PM’s Senior Management may be brought in to resolve the issues.  

The Project Team, and, if needed, the OCIO Senior Management, OCIO Project Manager, OCIO Customer Liaison, Business Project Manager and the Business PM’s Senior Management, review the documents using the Project Charter Guidelines, Cost Estimate Guidelines, Project Plan Guidelines and the CPIC Standards and Guidelines as references.  If the project is approved, the Project Plan (at least through Definition Phase), Definition Task Cost Estimate, and Project Charter are sent to the next phase of the SDLC.

	What Comes in:
Project Charter
Project Plan (at least through Definition Phase)
Definition Task Cost Estimate 

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Cost Estimate Guidelines

Project Charter Guidelines

Project Plan Guidelines

CPIC Standards and Guidelines

	What is Produced:

Concept Phase Go/No Go Decision 

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures:
N/A

	Detailed Tasks:

	A141 Obtain Concept Phase Go/No Go Decision (Non-CPIC Projects) – Using the instructions in the Cost Estimate Guidelines, Project Charter Guidelines, Project Plan Guidelines and CPIC Standards and Guidelines, the OCIO PM, assisted by the Project Team, reviews and approves the Project Charter, Project Plan (at least through Definition Phase), and Definition Cost Estimate.  If disputes arise during the approval process, the project proceeds to Activity A142.  If approved, the project is allowed to proceed to the Definition Phase
A142 Resolve Disputes from Go/No Go Decision – If the participants of Activity A141 are unable to reach an agreement regarding the status of the project, the OCIO Senior Management, Business PM, OCIO Customer Liaison, and Business PM’s Senior Management are brought in.  These participants review the project’s documentation and either approve or reject the project.  If approved, the project is allowed to move into the Definition Phase.  If rejected, the project is either sent back to Activity A141 for revision(s) or is terminated.
A143 Obtain Concept Phase Go/No Go Decision (CPIC Projects) - If the project has been determined to be a CPIC level project, its documentation (Project Charter, Project Plan (at least through Definition Phase), and Definition Cost Estimate) is reviewed by the Project team and, if needed the OCIO Senior Management, Business PM, Business PM’s Senior Management, and OCIO Customer Liaison and approved.  The participants will use the Cost Estimate Guidelines, Project Charter Guidelines, Project Plan Guidelines and CPIC Standards and Guidelines as references during the review.

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity.


3 Definition Phase

3.1 Definition Phase Description
	Phase:  A2. Definition

	Phase Stakeholders:  Business PM’s Senior Management; Business Project Manager (Business PM); Chief Information Officer (CIO); OCIO Senior Management; OCIO Project Manager (OCIO PM); Project Team; CPIC Review Board; Requirements Lead; Chief Technology Officer (CTO); System Development Lead (SDL); Lead Solution Architect; Contracting Officer Technical Representative (COTR); Database Administrator (DBA); Server Manager;  Configuration Manager; Records Manager; Telecommunications Manager; Network Manager; Customer Support; Chief Information System Security Officer; Information System Security Officer (IS Security Officer); Information Technology Security Facilitator (IT Security Facilitator); IT Investment Review Board; QA Team; Section 508 Coordinator; Budget Advisor; Contractors.

	Description:  The Definition Phase thoroughly maps out the project’s requirements, architecture, and overall plan in a structured manner in order to prevent any unforeseen circumstances from derailing the project at some point during its life cycle.  During the course of the Definition Phase, a Project Version Number will be assigned, the project team will be assembled, requirements will be clearly defined and documented, the technical architecture for the solution will be documented, the Quality Assurance Plan will be created, detailed project planning through the Deployment Phase will be completed, costs will be calculated and the project will go through the Definition Phase Go/No Go Decision process.

	Entry Criteria/Inputs: 

· Definition Task Cost Estimate 
· Project Plan (at least through Definition Phase)
· Approved Project Charter
· Agreed Project Size Classification Score Sheet
· Agreed SDLC Activity/Artifact Checklist

	Exit Gate Criteria (see the activity descriptions for specific quality criteria and standards):

· Project Definition Phase Documentation (Project Charter, QA plan, full Project Plan, Project Resource Estimate Worksheet with total cost, Communications Plan, initial version of Risk Management Plan, Configuration Management Plan) is approved by the OCIO and Business PM’s Senior Management and the CPIC Capital Review Board/CPIC IT Investment Review Board (if needed).
· Definition Phase Approval Form has been signed by the OCIO Business PM’s Senior Management.
· If needed, the Definition Phase Approval Form CRB and Definition Phase Approval Form ITIRB are reviewed and approved by the OCIO Senior Management, Business PM’s Senior Management and the CPIC Review Board.
· If the project needs to be reviewed by the CPIC Review Board, the Capital Investment Decision Paper, Expenditure Plan and Financial Obligation Plan are reviewed and approved by the CPIC Review Board.
· Decision to proceed is documented.

	Roles:

· Business PM’s Senior Management – Signs off on the gathered requirements and logical architecture.  May be brought in to assist with the Definition Phase Go/No Go Decision Meeting if needed.
· Business Project Manager (Business PM) – Manages the business unit’s staff participation in defining the detailed requirements/use cases, solution architecture, and participates in the Go/No Go decision.  Participates in developing project plans.  Is a part of the Security Controls Assessment Determination sign-off.
· Chief Information Officer (CIO) – Head of the OCIO.  Oversees the entirety of the SDLC process and controls all OCIO resources and assets.  Specifically involved with creating, reviewing and approving the project’s security by reviewing and signing off on the Privacy Threshold Analysis/Privacy Impact Assessment.
· OCIO Senior Management – Provides guidance and oversight of OCIO resources.  Assists in defining the requirements, approving solution architecture, overseeing the creation/update of the project plan, capital investment decision paper (if needed), expenditure plan and financial obligation plan. If needed, will serve as the mediator and ultimate decision maker regarding any project size and SDLC tailoring disputes.  May be brought in to assist with the Definition Phase Go/No Go Decision Meeting if needed.
· OCIO Project Manager (OCIO PM) – Executes the project plan for the Definition Phase; assembles the project team for the Definition Phase; updates the activity/artifact list; modifies the project plan to define the activities from the Design Phase through the remaining phases of the project at the level of detail necessary to support successful implementation as defined by the SDLC.  Also creates and updates the communication and risk management plans.  Helps organize the gathering of the functional and non-functional requirements by attending the facilitation meeting, providing support to the Requirements Lead in creating or updating and peer reviewing the requirements document and organizes the customer’s sign off of said requirements documents.  Completed plans include task start and end dates and the names of persons who are assigned to each task.  Resources assignments and task durations are approved by the assignee’s management. Facilitates approval of the plan by the project stakeholders and execution of the plan by the task resources.  Posts the updated plan in the Enterprise Project Management System and produces weekly status reports for project stakeholders including designation of all outstanding issues and risks to successful completion of future tasks in this phase.  Works with internal resources to coordinate the assembly of the Definition Phase Documentation and facilitates the final review of documentation by the OCIO control board and Go/No Go decision makers.
· Project Team – The Project Team is made up of individuals that are not explicitly defined in the project plan that may be needed to assist in supporting tasks or decisions and/or have a stake in the success of the project. Participates in securing resources and assembling the team, creating/updating requirements, creating/updating, reviewing and approving the solution architecture, refining the SDLC activities/artifacts and creating the quality assurance plan and creating the project plan. Serves as the approval authority during the Definition Phase Go/No Go Decision Meeting.
· OCIO Customer Liaison – Helps the Requirements Lead by acting as a mediator between the Business PM and the Project Team, if needed, during the facilitation of the functional and non-functional requirements. 
· CPIC Review Board – Serves as the approval authority for the project if it meets the CRB approval thresholds.
· Requirements Lead – Facilitates the definition of detailed business and technical requirements with the business representatives and technical staff.  Oversees and assists in creating/updating the Requirements Specification or (Use Cases and Supplemental Specifications) and in developing prototypes in the form of screen mockups and screen flows, if needed.  The information gained via developing screen mockups and screen flows will be stored in the UI Design Document.  
· Chief Technology Officer (CTO) – Oversees the technical aspects of the OCIO and is a key participant in the sign off on the Logical Architecture.
· System Development Lead (SDL) – Participates in defining: solution architectures; requirements traceability matrix; and tasks through the remaining phases of the project. Participates in developing project plans.  Also helps facilitate the functional and non-functional requirements by ensuring that the requirements can be properly addressed and supported by the system. Assists with the creation, review and sign-off on the Security Controls Assessment Determination.
· Lead Solution Architect – Designs the technical (logical data structure, hardware, middleware, software, and network) architecture that the product will be deployed upon, procures resources and assembles team members. Attends the meeting in which the functional and non-functional requirements are gathered to ensure the system architecture will properly support the users’ requirements. Participates in generating the Requirements Traceability Matrix (RTMx) and in developing project plans and in designing the resource estimate worksheet.
· Contracting Officer Technical Representative (COTR) – Issues task order(s) for contracted support through the Definition Phase; provides support for and acts as a liaison between the contractors and OCIO staff.  Participates in developing project plans.
· Database Administrator (DBA) - Participates in developing the solution architecture document
· Server Manager - Helps create the logical software architecture, hardware/network/middleware architecture and security architecture.
· Configuration Manager – Assigns final project version number to the project and creates/updates the configuration management plan to prepare for the project’s Definition Phase go/no go decision meeting.
· Records Manager – Assists in the creation and review of the Solution Architecture by helping to define the records management functions in the logical architecture.   
· Telecommunications Manager - Helps create/update the project plan, solicit the resource estimate and create, review and approve the approved solution architecture.
· Network Manager – Defines the network connections/systems that the system will use throughout its life cycle and assist in the creation and approval of the solution architecture. 
· Customer Support - Participates in creating/updating, reviewing, and approving solution architecture.  
· Chief Information System Security Officer – Oversees the creation, review and approval of the project’s security system to ensure that it follows the regulations set out in both the USPTO IT Security Standards and Guidelines and the Federal IT Security Standards and Guidelines.
· Information System Security Officer (IS Security Officer) – Helps facilitate the functional and non-functional requirements by ensuring the user’s requirements will be properly supported and protected by the system’s security.  Defines the security requirements for the system and participates in creating the Solution Architecture and in preparing the Project Definition Phase Documentation. Oversees the creation/updating of the Security Controls Assessment Determination.  Is also the key participant in the sign-off on the Security Controls Assessment Determination. 
· IT Security Facilitator – Assists with the creation and updating of the system security.  Specifically involved with obtaining the sign-off on the FIPS 199 Security Categorization, the Electronic-Authentication Assessment, the System Security Accreditation Boundary and the Privacy Threshold Analysis/Privacy Impact Assessment. Helps define the high level project scope and approach.  Assists the Information System Security Officer in creating/updating the Security Controls Assessment Determination and then helps obtain the Information System Security Officer’s sign-off on said document.
· IT Investment Review Board- Serves as an approval authority of the Definition Phase Go/No Go decision.
· QA Team – Creates the Quality Assurance Plan and helps prepare the Project Definition Phase Documentation.  Will also revalidate the project size and the project’s required activities/artifacts.  
· Section 508 Coordinator – Participates in creating the logical software architecture by defining requirements for making applicable systems compliant with the accessibility statutes and policies. 
· Budget Advisor – Assists in defining the project budget and project plan, executes approved funding, and helps create the capital investment decision paper, expenditure plan, and financial obligation plan.  
· Contractors – Develop proposals in response to task orders; execute accepted proposals.  Participates in completing the project plan.  

	Controls: 

a. Communication Standards and Guidelines  
b. Configuration Management Standards and Guidelines
c. CPIC Standards and Guidelines
d. Federal Contracting Guidelines

e. Federal IT Security Standards and Guidelines.
f. Federal Record Management Guidelines

g. Federal Section 508 Standards and Guidelines

h. Project Definition Phase Go/No Go Decision Meeting Guidelines
i. Project Plan Guidelines
j. Project Size Classification Guidelines
k. Quality Assurance Standards and Guidelines  
l. Requirements Document Standards and Guidelines

m. Resource Estimate Guidelines  
n. Risk Management Standards and Guidelines  
o. Standardized Costs Guidelines 
p. Task Order Guidelines
q. USPTO Enterprise Architecture Standards and Guidelines  
r. USPTO IT Security Standards and Guidelines
s. USPTO Reference Architecture Standards and Guidelines
t. Requirements Traceability Standards and Guidelines
	Other Resources:

Funding

	Artifacts:

Potential Artifacts Needed to Exit the Definition Phase:

· Requirements Specification or (Use Cases and Supplemental Specifications) 
· Requirement Traceability Matrix

· Solution Architecture Document

· QA Plan

· Project Plan

· Project Resource Estimate Worksheet with Total Cost

· Communications Plan

· Risk Management Plan 

· Configuration Management Plan
· Security Documents (System Electronic-Authentication Assessment, System Privacy Threshold Analysis/Privacy Impact Assessment)

· Capital Investment Decision Paper (CPIC) (if needed)

· Expenditure Plan (CPIC) (if needed)

· Financial Obligation Plan (CPIC) (if needed)

· System Security Plan

· FIPS 199 Security Categorization
· System Security Accreditation Boundary

· Interconnection Security Agreement

· Security Controls Assessment Determination

· Contingency Plan (draft)
UI Design Document
Negotiated Cost of Task Order(s)

Negotiated Statement(s) of Work
Signed Definition Phase Approval Form

Signed Definition Phase Approval Form CRB (if needed)

Signed Definition Phase Approval Form ITIRB (if needed)
EA Checklist

Data Architecture Questionnaire

	Activities: 

A21. Assign Final Project Version Number

A22. Procure Resources and Assemble Team

A23. Create/Update, Review, and Accept Requirements

A24. Create/Update, Review, and Approve Solution Architecture

A25. Refine SDLC Artifacts and Create Quality Assurance Plan

A26. Create/Update, Review, and Approve Security  

A27. Create/Update and Review Full Project Schedule and Cost, Capital Investment Decision Paper, Expenditure Plan, and Financial Obligation Plan
A28. Prepare Project Definition Phase Documentation
A29. Obtain Definition Phase Go/No Go Decision


	Measures: 

Actual Staff hours expended, and calendar schedule


Definition Phase Activity Descriptions

3.1.1 A21 – Assign Final Project Version Number

	Phase  A2 – Definition

	Activity: A21 – Assign Final Project Version Number

	What Happens:  

The project’s Preliminary CM Version Number is reviewed and a final CM version number is assigned to the project.

	Who Does What?  

The Configuration Manager, using the Configuration Management Standards and Guidelines as a reference, takes the preliminary CM version number and replaces it with a final CM version number.

	What Comes in: 

Assigned Preliminary CM Version Number

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Configuration Management Standards and Guidelines

	What is Produced:

Assigned Final CM Version Number

	Quality Control Criteria:
The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	N/A

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


3.1.2 A22 – Procure Resources and Assemble Team
	Phase  A2 - Definition

	Activity: A22 – Procure Resources and Assemble Team

	What Happens:  

The personnel needed to complete the tasks in the Definition Phase are assembled along with the necessary templates and guidelines that will be used during this phase.

	Who Does What?  

The OCIO Project Manager (OCIO PM), Requirements Lead, System Development Lead (SDL), Lead Solution Architect and the Project Team
 draft the task order or statement of work for the work to be completed through the Definition Phase in this activity.  The participants use the information in the approved Definition Task Cost Estimate , the preliminary Project Plan, the agreed Project Size Classification Score Sheet, the agreed SDLC Activity/Artifact Checklist, and the approved Project Charter to create the Statement(s) of Work and Independent Cost Estimate  in addition to identifying the Contractor Team Skills needed for the project.  The Federal Contracting Guidelines and the Task Order Guidelines are referenced by the participants in this step.

The Completed Statements of Work, ICE and Identified Contractor Team Skills are passed onto the Contracting Officer Technical Representative (COTR), Requirements Lead, SDL, Budget Advisor, Lead Solution Architect, Contractors and the Project Team.  These individuals then negotiate and approve the contractor proposals following the steps in the Federal Contracting Guidelines and Task Order Guidelines.  

NOTE: If the proposal is not accepted, it is reviewed again and renegotiated.  

When the proposal is accepted, it is sent to the Budget Advisor, COTR and the Contractors to be signed.  Once signed, the Budget Advisor, COTR and Contractors use the instructions found in the Federal Contracting Guidelines to issue the Task Order(s).

The SDL, Lead Solution Architect, OCIO PM and Requirements Lead review the completed project document and use the Project Plan Guidelines to determine which groups/individuals are needed for the project.  When the required team members are identified, the team members are assigned and notified by the OCIO PM.

	What Comes in: 

Approved Definition Task Cost Estimate 

Approved Preliminary Project Plan

Approved Project Charter

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Task Order Guidelines

Project Plan Guidelines 

Federal Contracting Guidelines

	What is Produced:

Assigned Team Members

Issued Task Order(s)

Completed Statement(s) of Work

	Quality Control Criteria:
The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	A221 Draft Task Order Statement and Independent Cost Estimate  – SDL, Lead Solution Architect, Requirements Lead, OCIO PM and the Project Team draft the Statement(s) of Work, the Independent Cost Estimate  and identify the required team skills using the information in the preliminary Project Plan, Project Size Classification Score Sheet, SDLC Activity/Artifact Checklist, ICE, and Project Charter.  The products comply with the Federal Contracting Guidelines and Task Order Guidelines.  The created Task Order Statement(s) deal with the work to be completed through the Definition Phase.

A222 Negotiate and Approve Contractor Resource Proposals – The COTR, Requirements Lead, SDL, Budget Advisor, Lead Solution Architect, Contractors and the Project Team use the Statement(s) of Work, ICE and identified team skills to negotiate and approve the Contract Resource Proposals and develop an accepted Contractor Resource Proposal.  The Federal Contracting Guidelines and Task Order Guidelines are used as references during this activity.

A223 Contracts Signed/Task Order Issued – Contractor Resource Proposal is passed onto the COTR, Budget Advisor, Contractors and the Project Team who create Task Orders following the steps in the Federal Contracting Guidelines.

A224 Assemble Project Team – The SDL, Solution Architecture Lead, OCIO PM, Requirements Lead and the Project Team assign team members to the project using the Project Plan Template as a guide.

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


3.1.3 A23 – Create/Update, Review, and Accept Requirements
	Phase  A2 – Definition

	Activity: A23 – Create/Update, Review, and Accept Requirements

	What Happens:  

The project’s requirements are created, reviewed and accepted.

	Who Does What? 

The Requirements Lead, Business Project Manager (Business PM), OCIO Project Manager (OCIO PM), OCIO Customer Liaison, Lead Solution Architect, Information System Security Officer (IS Security Officer), System Development Lead (SDL) and the Project Team
 determine the project’s functional and non-functional requirements.  The participants use the information in the issued Task Orders, Statement(s) of Work, and the approved Project Charter to determine the requirements using the instructions in the Requirements Documents Standards and Guidelines.  
If needed, the SDL, Requirements Lead and Project Team take the Functional and Non-Functional Requirements and develop Screen Mockups and Screen Flows in order to obtain a more accurate cost estimate for the project.  The participants will follow the instructions in the UI Design Document Standards and Guidelines during this activity.  The information regarding Screen Mockups and Screen Flows will be stored in the UI Design Document.
The OCIO PM assists the Requirements Lead who uses the UI Design Document, Functional/Non-Functional Requirements and the CM Version Number to create/update the Requirements Documents (Drafted Requirements Specification or (Use Cases and Supplemental Specifications)) using the framework in the Requirements Document Standards and Guidelines. The Requirements Lead, Business PM, OCIO PM, along with the Project Team, use the procedures set forth in the Requirements Document Standards and Guidelines to review the drafted Requirements Specification or (Use Cases and Supplemental Specifications).  The reviewed Requirements Specification or (Use Cases and Supplemental Specifications) are produced from this review.  

NOTE: If the Requirements Specification or (Use Cases and Supplemental Specifications) needs to be changed, it is sent back to the previous step to be updated by the Requirements Lead.

Once successfully reviewed and approved, the Reviewed Requirements Specification or (Use Cases and Supplemental Specifications) is sent to the OCIO PM and OCIO Senior Management. The OCIO PM and OCIO Senior Management present the artifact to the Business PM and the Business PM’s Senior Management.  The Business PM and the Business PM’s Senior Management will use the Requirements Document Standards and Guidelines to determine whether or not to approve the Reviewed Requirements Specification or (Use Cases and Supplemental Specifications).  If the documents are approved and accepted they move onto the next activity.

	What Comes in: 

Assigned Final CM Version Number

Assigned Team Members

Issued Task Order(s)

Statement(s) of Work

Approved Project Charter

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Requirements Document Standards and Guidelines
UI Design Document Standards and Guidelines

	What is Produced:

Accepted Requirements Specification or (Use Cases and Supplemental Specifications)
UI Design Document 

	Quality Control Criteria:
The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	A231 Facilitate Functional and Non-Functional Requirements – The Requirements Lead, Business PM, OCIO PM, OCIO Customer Liaison, Lead Solution Architect, IS Security Officer, SDL and the Project Team define the project's functional and non-functional requirements using issued task order(s), statement(s) of work, and approved Project Charter.  The requirements are documented in compliance with the Requirements Document Standards and Guidelines.  
A232 Develop Screen Mockups and Screen Flows (if needed) -  If prototyping is needed to determine a more accurate cost estimate, the Screen Mockups and Screen Flows are created by the SDL, Requirements Lead and Project Team using the Requirements Document Standards and Guidelines and the information in the Functional and Non-Functional Requirements.  The information gained in creating the Screen Mockups and Screen Flows will be stored in the UI Design Document.
A233 Create/Update Requirements Documents – The OCIO PM and Requirements Lead create the Drafted Requirements Specification or (Use Cases and Supplemental Specifications) from the UI Design Document, Functional and Non-Functional Requirements and assigned Final CM Version Number. The document complies with the Requirements Document Standards and Guidelines. 

A234 Conduct Peer Review – The Requirements Lead, Business PM, OCIO PM, and the Project Team review the Drafted Requirements Specification or (Use Cases and Supplemental Specifications) following the Requirements Document Standards and Guidelines.  Approved requirements are moved to activity A234.  Rejected requirements are sent back to activity A232 for updating.

A235 Obtain Customer Sign-Off on Requirements – The OCIO PM and OCIO Senior Management present the Reviewed Requirements Specification or (Use Cases and Supplemental Specifications) to the Business PM and the Business PM’s Senior Management.  The Business PM and the Business PM’s Senior Management will review the artifact against the standards  set forth in the Requirements Document Standards and Guidelines.  If approved, the Accepted Requirements Specification or (Use Cases and Supplemental Specifications) are sent to activity A24.

	Helpful Hints:
Prototyping in the forms of Screen Mockups and Screen Flows can be used to obtain a more accurate cost estimate.  While not required for all projects, the creation of Screen Mockups and Screen Flows is required for all new projects that are sized as “Large” or “Very Large.”  Be certain to make clear to the customer that completing Screen Mockups and Screen Flows does not mean that the project is complete.  The information regarding Screen Mockups and Screen Flows will be stored in the UI Design Document.  For all projects, ensure that the project’s architecture will properly and successfully integrate with existing system architecture.
When creating requirements, the team members have to load the gathered information into the Requisite Pro tool.

	The Roles marked in Green and Italicized are the Lead Roles for that activity


3.1.4 A24 – Create/Update, Review, and Approve Solution Architecture
	Phase  A2 - Definition

	Activity: A24 – Create/Update, Review, and Approve Solution Architecture

	What Happens:  

The project’s Solution Architecture is created, updated, reviewed, and approved.

	Who Does What?  
The Lead Solution Architect and System Development Lead (SDL) create/update the EA Checklist using the information in the accepted Requirements Specification or (Use Cases and Supplemental Specifications) and approved Project Charter and following the instructions in the USPTO Enterprise Architecture Guidelines.
The Lead Solution Architect, System Development Lead (SDL), Database Administrator (DBA) and Records Manager define the logical data architecture and create the Conceptual/Logical Data Model and the Records Management Models (Paper and Electronic) and create/update the Data Architecture Questionnaire.  The participants use the information in the accepted Requirements Specification or (Use Cases and Supplemental Specifications) and the approved Project Charter. The products comply with the instructions in the USPTO Reference Architecture Standards and Guidelines and the Federal Record Management Guidelines.

The Lead Solution Architect, SDL, Server Manager, and Section 508 Coordinator create the Application Layers (COTS Selection, COTS Testing/Evaluation, Section 508 Compliance), Component/Service Models and System Models.  The Application Layers and Models are created using the information in the accepted Requirements Specification or (Use Cases and Supplemental Specifications), and the high level architecture in the approved Project Charter. The products comply with the instructions in the USPTO Reference Architecture Standards and Guidelines and Federal Section 508 Guidelines.

The Network Manager, Lead Solution Architect, Customer Support, Telecommunication Manager, Server Manager and SDL create the Server Models (Capacity and Storage), Network Models (Router, Switch, Fax) and Middleware Models (Content Manager, Application Server, Portal Server).  The participants use the accepted Requirements Specification or (Use Cases and Supplemental Specifications), and the approved Project Charter to create the aforementioned models. The models comply with the USPTO Reference Architecture Standards and Guidelines and the USPTO Enterprise Architecture Guidelines.  
The Lead Solution Architect, Server Manager, SDL, Network Manager, and Information System Security Officer create the Security Models (Software, Network, System Boundary). The participants use the information in the accepted Requirements Specification or (Use Cases and Supplemental Specifications) and the approved Project Charter. The products comply with the USPTO Reference Architecture Standards and Guidelines and the Federal IT Security Standards and Guidelines. 

The Lead Solution Architect creates the drafted Solution Architecture Document which outlines the Architecture the project will use. The architecture document complies with the Federal Section 508 Guidelines, Federal IT Security Standards and Guidelines, Federal Record Management Guidelines, USPTO Reference Architecture Standards and Guidelines and the USPTO Enterprise Architecture Guidelines and the information in the Final CM Version Number, Conceptual/Logical Data Model, Record Management Models (Paper and Electronic), Data Architecture Questionnaire, Application Layers (COTS Selection, COTS Testing/Evaluation, Section 508 Compliance), Component/Service Models, System Models, Server Models (Capacity/Storage), Network Models (Router, Switch, Fax), Middleware Models (Content Manager, Application Server, Portal Server) and the Security Models (Software, Network, System Boundary).

The drafted Solution Architecture Document is reviewed by the SDL, Lead Solution Architect, and the Project Team
.  These groups follow the procedures in the Federal Section 508 Guidelines, Federal IT Security Standards and Guidelines, Federal Record Management Guidelines, USPTO Reference Architecture Standards and Guidelines and the USPTO Enterprise Architecture Guidelines to determine if the proposed architecture in the drafted Solution Architecture Document meets the needs of the project and complies with USPTO standards and policies.  

NOTE: If the groups involved in the review determine that the drafted Solution Architecture Document needs to be changed because it does not meet the project’s estimated architectural needs, the document is sent to the previous step to be updated.  

If the review is successful, the reviewed Solution Architecture Document is presented to the Chief Technology Officer (CTO), Business PM and the Business PM’s Senior Management by the OCIO PM, OCIO Senior Management and Lead Solution Architect for approval.  The CTO, Business PM and the Business PM’s Senior Management use the USPTO Enterprise Architecture Guidelines, Federal Section 508 Guidelines, Federal Record Management Guidelines, USPTO Reference Architecture Standards and Guidelines and the Federal IT Security Standards and Guidelines as references in determining whether to sign off on the document or not.

If the Solution Architecture Document is approved, the Requirements Lead, Lead Solution Architect, OCIO PM and SDL use it, along with the accepted Requirements Specification or (Use Cases and Supplemental Specifications) and the approved Project Charter to create the Requirements Traceability Matrix complying with the Requirements Traceability Standards and Guidelines.  The RTMx has to map to the Solution Architecture Document.

	What Comes in: 

Requirements Specification or (Use Cases and Supplemental Specifications) 
Assigned Final CM Version Number

Approved Project Charter

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Federal Record Management Guidelines

Federal Section 508 Guidelines

Federal IT Security Standards and Guidelines

USPTO Reference Architecture Standards and Guidelines

USPTO Enterprise Architecture Guidelines

Requirements Traceability Standards and Guidelines

	What is Produced:
EA Checklist

Mapped Requirement Traceability Matrix

Approved Solution Architecture Document
Data Architecture Questionnaire

	Quality Control Criteria:
The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	A241 Create/Update EA Checklist – The Lead Solution Architect and SDL use the information in the Requirements Specification or (Use Cases and Supplemental Specifications) and Project Charter to create/update the EA Checklist while following the instructions laid out in the USPTO Enterprise Architecture Guidelines.

A242 Define Logical Data Architecture – The Lead Solution Architect Lead, SDL, DBA, and Records Manager define the Data Architecture (Conceptual/Logical Data Model, Record Management Models (paper/electronic)) and create/update the Data Architecture Questionnaire using the accepted Requirements Specification or (Use Cases and Supplemental Specifications), and the approved Project Charter.  The products comply with the USPTO Reference Architecture Standards and Guidelines and Federal Record Management Guidelines.
A243 Create/Update Logical Software Architecture – The Lead Solution Architect, SDL, Server Manager, and Section 508 Coordinator create the project’s Software Architecture (Application Layers (COTS Selection, COTS Testing/Evaluation, Section 508 Compliance), Component/Service Models, System Models) using the accepted Requirements Specification or (Use Cases and Supplemental Specifications) and the approved Project Charter.  The products comply with the USPTO Reference Architecture Standards and Guidelines and the Federal Section 508 Guidelines.

A244 Create/Update Logical Hardware/Network/Middleware Architecture – The Lead Solution Architect, Network Manager, Customer Support, Server Manager, Telecommunication Manager and the SDL create the project’s Hardware/Network/Middleware Architecture (Server Models (Capacity, Storage), Network Models (router, switch, fax), Middleware Models (content manager, application server, portal server)) using the accepted Requirements Specification or (Use Cases and Supplemental Specifications), and the approved Project Charter. The products comply with the USPTO Reference Architecture Standards and Guidelines and the USPTO Enterprise Architecture Guidelines.  

A245 Create/Update Security Architecture – The Lead Solution Architect, Server Manager, SDL, Network Manager, and the Information System Security Officer develop the project’s Security Architecture (Security Models (software, network, system boundary)) using the accepted Requirements Specification or (Use Cases and Supplemental Specifications) and the approved Project Charter. The security architecture complies with the USPTO Reference Architecture Standards and Guidelines and Federal IT Security Standards and Guidelines.

A246 Create/Update Solution Architecture Document – The Lead Solution Architect creates a drafted Solution Architecture Document using the Assigned Final CM Version Number, the Conceptual/Logical Data Model, the paper and electronic Record Management Models, the Data Architecture Questionnaire, the Application Layers (COTS Selection, COTS Testing/Evaluation, and Section 508 Compliance), the Component/Service Models, the System Models, the Server Models (Capacity and Storage), the Network Models (Router, Switch and Fax), the Middleware Models (Content Manager, Application Server, and Portal Server), and the Security Models (Software, Network, and System Boundary).  The document complies with the instructions in the Federal Section 508 Guidelines, Federal Record Management Guidelines, Federal IT Security Standards and Guidelines, USPTO Reference Architecture Standards and Guidelines, and USPTO Enterprise Architecture Guidelines. 

A247 Conduct Peer Review – The Lead Solution Architect and the SDL, along with the Project Team, review the drafted Solution Architecture Document following the Federal Section 508 Guidelines, Federal Record Management Guidelines, Federal IT Security Standards and Guidelines, USPTO Reference Architecture Standards and Guidelines, and USPTO Enterprise Architecture Guidelines.  If the Peer Review determines that changes need to be made, the Solution Architecture Document is sent back to Activity A246 to be updated.  If accepted, the Solution Architecture Document continues to Activity A248.

A248 Obtain Sign-Off on Logical Architecture – The OCIO PM, OCIO Senior Management, and Lead Solution Architect present the reviewed Solution Architecture Document to the Chief Technology Officer (CTO), the Business PM’s Senior Management and the Business PM.  The CTO, Business PM and the Business PM’s Senior Management review the Solution Architecture Document using the USPTO Enterprise Architecture Guidelines, Federal Section 508 Guidelines, Federal Record Management Guidelines, USPTO Reference Architecture Standards and Guidelines, and Federal IT Security Standards and Guidelines as references.  If approved, the Solution Architecture Document continues onto activity A249.

A249 Generate/Update Requirements Traceability Matrix – The Requirements Lead, Lead Solution Architect, OCIO PM and SDL take the approved Solution Architecture Document, the accepted Requirements Specification or (Use Cases and Supplemental Specifications), and the approved Project Charter and either generate or update the Requirements Traceability Matrix. The RTMx complies with the Requirements Traceability Standards and Guidelines.  The RTMx also has to map to the Solution Architecture Document.

	Helpful Hints:
Please note that if this is a new project or if new major changes are being introduced, the Project Team is required to create/update the Solution Architecture Document and Solution Design Document accordingly.  If done properly, all information that would be included in the Programmer’s Maintenance Manual will be covered in these two architecture documents.  However, if the project is a maintenance release or if the changes made to the system are minor, the Project Team has the option of simply updating the Programmer’s Maintenance Manual if they so decide.

The Project Team has to create/update the High Level Architecture or the Solution Architecture Document in this activity; the team members do not have to create both.

	The Roles marked in Green and Italicized are the Lead Roles for that activity


3.1.5 A25 – Refine SDLC Artifacts and Create Quality Assurance Plan
	Phase  A2 – Definition

	Activity: A25 – Refine SDLC Artifacts and Create Quality Assurance Plan

	What Happens:

The SDLC Activity/Artifact Checklist is refined, dependant on the size of the project, and the Quality Assurance Plan is created.

	Who Does What:

The SDL and OCIO PM reassess the project size and, if applicable, re-tailor the SDLC by reviewing the information in the approved SDLC Activity/Artifact Checklist, Project Size Classification Score Sheet, and approved Solution Architecture Document.  
NOTE: Project teams must either complete the SDLC Activity/Artifact Tailoring Checklist through the Deployment Phase section (if it was not completed in Activity A12), or refine the checklist to reflect new information discovered earlier activities in the Definition Phase.
Changes are based on the new information provided by these documents and in compliance with the Project Size Classification Guidelines and CPIC Standards and Guidelines.

The Quality Assurance Team (QA Team), SDL, and OCIO PM reviews the revised SDLC Activity/Artifact Checklist and revised Project Size Classification Score Sheet for concurrence.  These groups use the Project Size Classification Guidelines and CPIC Standards and Guidelines as references in determining that the project’s size has been properly estimated and that the artifacts and activities listed in the SDLC Activity/Artifact Checklist will be sufficient for the project, given its size/complexity. 

NOTE: If disputes arise during the revision process, the SDL, QA Team and OCIO PM will present the SDLC Activity/Artifact Checklist and Project Size Classification Score Sheet to the OCIO Senior Management, who will look at the documents against the standards laid out in the Project Size Classification Guidelines and CPIC Standards and Guidelines to resolve any issues/comments.

The QA Team and OCIO PM use the Quality Assurance Standards and Guidelines to create/update the draft QA Plan once the OCIO Senior Management approves the SDLC Activity/Artifact Checklist and Project Size Classification Score Sheet, 

The SDL and QA Team review the draft QA Plan with the OCIO PM using the steps laid out in the Quality Assurance Standards and Guidelines.  If the QA Plan requires changes, it is sent back to the previous step to be updated/corrected.  

Once the QA Plan is completed, the QA Team and the Project Team
 distribute it to the appropriate Project Team according to the instructions stated in the Quality Assurance Standards and Guidelines.

	What Comes in: 

Approved Solution Architecture Document

Agreed Project Size Classification Score Sheet

Agreed SDLC Activity/Artifact Checklist
Assigned Final CM Version Number

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

CPIC Standards and Guidelines

Quality Assurance Standards and Guidelines

Project Size Classification Guidelines

	What is Produced:

Complete QA Plan

	Quality Control Criteria:
The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	A251 Reassess Project Size and Tailor SDLC – The SDL and OCIO PM determine the formal size of the project based on its project cost, complexity and impact following the instructions in the Project Size Classification Guidelines and CPIC Standards and Guidelines and the information in the SDLC Activity/Artifact Checklist, Project Size Classification Score Sheet, and Solution Architecture Document. The SDL and OCIO PM tailor the SDLC Activity/Artifact Checklist (through the Deployment Phase) and the SDLC Process to match the project’s size.

A252 Review Project Size and Tailor SDLC Artifacts – The SDL, QA Team and the OCIO PM review the project size and the tailored activity/artifact list using the revised SDLC Activity/Artifact Checklist and the revised Project Size Classification Score Sheet.  The Project Size Classification Guidelines and the CPIC Standards and Guidelines are used as references during this activity.

A253 Resolve Project Size and Tailor SDLC Disputes – If disputes arise during the review of the Project Size and the Tailored Activity/Artifact List results, the Reviewed Project Size Classification Score Sheet and the Reviewed SDLC Activity/Artifact Checklist are sent for further revision.  The SDL, QA Team, OCIO PM and the OCIO Senior Management review the documents and, using the Project Size Classification Guidelines and CPIC Standards and Guidelines as references, resolve any disputes.

A254 Create/Update Quality Assurance Plan – The QA Team and the OCIO PM create/update the Quality Assurance Plan, following the instructions found in the Quality Assurance Standards and Guidelines and using the approved Project Size Classification Score Sheet and the approved SDLC Activity/Artifact Checklist. 

A255 Conduct Peer Review – The SDL, the QA Team, and the OCIO PM review the draft QA Plan, produced in Activity A264, following the Quality Assurance Standards and Guidelines.  If the QA Plan needs revision, it is sent back to Activity A264 for review.  If the QA Plan is approved, it moves onto Activity A266 for distribution.

A256 Distribute QA Plan – The QA Team and the Project Team distribute the completed QA Plan to the appropriate parties within the OCIO as per the instructions in the Quality Assurance Standards and Guidelines.

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


3.1.6 A26 – Create/Update, Review, and Approve Security

	Phase  A2 – Definition

	Activity: A26 – Create/Update, Review, and Approve Security

	What Happens:  

The project’s security measures are created/updated, reviewed and approved.

	Who Does What?  

The Information System Security Officer (IS Security Officer), Business PM, IT Security Facilitator, and SDL create or update the Security Documents (Electronic-Authentication Assessment, FIPS 199 Security Categorization, Privacy Threshold Analysis/Privacy Impact Assessment, System Security Accreditation Boundary, Interconnection Security Agreement, Contingency Plan, System Security Plan).  The updates are created using the approved Solution Architecture Document, complete QA Plan, assigned final CM version number, and accepted Requirements Specification or (Use Cases and Supplemental Specifications) and comply with the instructions in the Federal IT Security Guidelines and the USPTO IT Security Standards and Guidelines.  

The IS Security Officer provides the drafted Security Documents to the OCIO PM, SDL and Lead Solution Architect.  This group conducts a peer review following the steps in the Federal IT Security Guidelines and the USPTO IT Security Standards and Guidelines.  If the Security Documents are approved, they are sent to the next step.

NOTE: If the peer review determines that the Security Documents do not adequately address the security requirements and need further changes/revisions, they are sent to the previous step for updates/changes.

The reviewed Security Documents are given to the SDL, IT Security Facilitator, OCIO PM, Information System Security Officer, and Business PM.  These participants will review and sign off on the FIPS 199 Security Categorization using the USPTO IT Security Standards and Guidelines and the Federal IT Security Standards and Guidelines as references.

The reviewed Security Documents are given to the SDL, IT Security Facilitator, OCIO PM, Information System Security Officer and Business PM.  These participants will review and sign off on the Electronic-Authentication Assessment using the USPTO IT Security Standards and Guidelines and the Federal IT Security Standards and Guidelines as references.

The reviewed Security Documents are given to the SDL, IT Security Facilitator, OCIO PM, and Information System Security Officer.  These participants will review and sign off on the System Security Accreditation Boundary using the USPTO IT Security Standards and Guidelines and the Federal IT Security Standards and Guidelines as references.

The reviewed Security Documents are given to the SDL, Chief Information System Security Officer, OCIO PM, Information System Security Officer, Chief Information Officer, IT Security Facilitator, and Business PM.  These participants will review and sign off on the Privacy Threshold Analysis/Privacy Impact Assessment using the USPTO IT Security Standards and Guidelines and the Federal IT Security Standards and Guidelines as references.
If the Project Charter is not for a new system, the project continues to A133 and A134.  In this activity, the SDL, Information System Security Officer and IT Security Facilitator take the information in the Project Charter and use it to create or update the Security Controls Assessment Determination while following the instructions set forth in the USPTO IT Security Standards and Guidelines and Federal IT Security Standards and Guidelines.

The Security Controls Assessment Determination is then take by the SDL, IT Security Facilitator and Information System Security Officer who have the OCIO PM and Business PM review and sign off on it.  While reviewing and approving the Security Controls Assessment Determination, the OCIO PM and Business PM will follow the standards set forth in the USPTO IT Security Standards and Guidelines and in the Federal IT Security Standards and Guidelines.  The approved Security Controls Assessment Determination is sent to the next activity.

The Information System Security Officer, assisted by the SDL and IT Security Facilitator, takes the information in the Solution Architecture Document and the Requirements Specification or (Use Cases and Supplemental Specifications) to develop the Security Controls Assessment Determination while following the instructions and standards in the USPTO IT Security Standards and Guidelines and Federal IT Security Standards and Guidelines.

The IS Security Officer takes the Security Controls Assessment Determination to the SDL, IT Security Facilitator, OCIO PM, and Business PM to obtain the needed sign-off.  The participants will follow the USPTO IT Security Standards and Guidelines and Federal IT Security Standards and Guidelines during this activity.  When approved, the Security Controls Assessment Determination is sent to the next activity

	What Comes in: 

Complete QA Plan

Approved Solution Architecture Document 

Accepted Requirements Specification or (Use Cases and Supplemental Specifications) 

Assigned Final CM Version Number

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

USPTO IT Security Standards and Guidelines

Federal IT Security Standards and Guidelines

	What is Produced:

Approved Security Documents:

· System Security Accreditation Boundary
· Security Controls Assessment Determination
· Electronic-Authentication Assessment 
· FIPS 199 Security Categorization
· Privacy Threshold Analysis/Privacy Impact Assessment
· Reviewed System Security Plan
· Drafted Security Documents:
· Interconnection Security Agreement
· Contingency Plan

	Quality Control Criteria:
The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	A261 Create/Update Security Documents – The Information System Security Officer, SDL, IT Security Facilitator, and Business PM create/update the project’s Security Documents using the information in the Solution Architecture Document, QA Plan, and the Requirements Specification or (Use Cases and Supplemental Specifications).  The Security Documents include the Electronic-Authentication Assessment, FIPS 199 Security Categorization, System Security Accreditation Boundary, Interconnection Security Agreement, Contingency Plan, the Privacy Threshold Analysis/Privacy Impact Assessment, and the System Security Plan. The documents are created to comply with the instructions in the Federal IT Security Guidelines and USPTO IT Security Standards and Guidelines. 

A262 Conduct Peer Review – The Information System Security Officer, OCIO PM, SDL, and the Lead Solution Architect conduct a Peer Review following instructions in the Federal IT Security Guidelines and USPTO IT Security Standards and Guidelines.  If the Security Documents require corrections/alterations, they are sent back to activity A261 for revision/updating.

A263 Obtain Sign-Off on FIPS 199 Security Categorization – The SDL, OCIO PM, Business PM, IT Facilitator, and the Information System Security Officer review and sign off on the FIPS 199 Security Categorization.  The participants will refer to the standards set out in the USPTO IT Security Standards and Guidelines and Federal IT Security Standards and Guidelines during this process.

A264 Obtain Sign-Off on Electronic-Authentication Assessment – The SDL, OCIO PM, Business PM, IT Facilitator, and the Information System Security Officer review and sign off on the Electronic-Authentication Assessment.  The participants will refer to the standards set out in the USPTO IT Security Standards and Guidelines and Federal IT Security Standards and Guidelines during this process.

A265 Obtain Sign-Off on System Accreditation Boundary – The SDL, OCIO PM, IT Facilitator, and the Information System Security Officer review and sign off on the System Accreditation Boundary.  The participants will refer to the standards set out in the USPTO IT Security Standards and Guidelines and Federal IT Security Standards and Guidelines during this process.

A266 Obtain Sign-Off on Preliminary Privacy Threshold Analysis/Privacy Impact Assessment – The SDL, Chief Information System Security Officer, OCIO PM, Business PM, Chief Information Officer, IT Security Facilitator, and the Information System Security Officer review and sign off on the Privacy Threshold Analysis/Privacy Impact Assessment.  The participants will refer to the standards set out in the USPTO IT Security Standards and Guidelines and Federal IT Security Standards and Guidelines during this process.
A267 Create/Update Security Controls Assessment Determination – The SDL, Information System Security Officer and IT Security Facilitator use the information in the Solution Architecture Document and Requirements Specification or (Use Cases and Supplemental Specifications) to create/update the Security Controls Assessment Determination according to the guidelines set forth in the USPTO IT Security Standards and Guidelines and in the Federal IT Security Standards and Guidelines.

A268 Obtain Sign-Off on Security Controls Assessment Determination – The updated Security Controls Assessment Determination is presented to the OCIO PM and the Business PM by the SDL, IT Security Facilitator and the Information System Security Officer for review and approval.  Using the USPTO IT Security Standards and Guidelines and the Federal IT Security Standards and Guidelines, the OCIO PM and the Business PM will determine if the Security Controls Assessment Determination meets all necessary security standards and guidelines and if it is prepared to be sent to the next activity.  If approved and signed-off on, the Security Controls Assessment Determination goes onto the next activity.

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


3.1.7 A27 – Create/Update and Review Full Project Schedule and Cost, Capital Investment Decision Paper, Expenditure Plan, and Financial Obligation Plan

	Phase  A2 – Definition

	Activity: A27 – Create/Update and Review Full Project Schedule and Cost, Capital Investment Decision Paper, Expenditure Plan, and Financial Obligation Plan

	What Happens:  

The Project Schedule, Cost, Capital Investment Decision Paper, Expenditure Plan and Financial Obligation Plan are created/updated and reviewed by various members of the OCIO who are in turn overseen by the OCIO Senior Management.

	Who Does What?  

The OCIO PM and SDL create/update the Project Plan for tasks through the Deployment Phase using the information in the complete QA Plan, approved Preliminary Project Plan and the steps in the Project Plan Guidelines.

The OCIO PM and SDL gather comments and questions from the Project Team
 and review/update the Draft Project Plan using the steps laid out in the Project Plan Guidelines.

NOTE: If changes need to be made to the Project Plan, it is sent back to the previous step to be updated by the OCIO PM and SDL.

Once approved and completed, the Project Plan, the approved Solution Architecture Document, and the approved Security Controls Assessment Determination are given to the Budget Advisor, OCIO PM, SDL, and the Project Team; they will use the Resource Estimate Guidelines to develop a resource estimate for the project.

The SDL, OCIO PM and the Project Team use the information in the Draft Project Resource Estimate Worksheet along with the steps/rules in the Federal Contracting Guidelines and Task Order Guidelines to create/update the Drafted Statement(s) of Work.

The SDL, COTR, OCIO PM, and the Project Team use the Drafted Statement(s) of Work to negotiate the contract resource proposals with the Contractors.  During the negotiations, the Federal Contracting Guidelines and Task Order Guidelines will be followed.

NOTE:  The SDL, COTR, OCIO PM, Project Team, and the Contractors will renegotiate the Contractor Resource Proposal if it is rejected after the first round of negotiations.

The SDL and OCIO PM gather comments and suggestions from the Project Team and review/update the negotiated Statement(s) of Work and negotiated Cost of Task Order(s), using the Federal Contracting Guidelines and Task Order Guidelines as a reference.  

NOTE: If the reviewing parties determine that the documents need to be changed, the documents are sent back to A273 to have the resource estimate calculated again.

The complete Project Resource Estimate Worksheet with Staff Month and negotiated Cost of Task Order(s) are passed onto the SDL, OCIO PM and Budget Advisor.  These groups use the Standardized Costs Guidelines to calculate the Project Total Cost.

NOTE: If the project needs to be reviewed by the CRB and IRB, the OCIO PM and SDL create/update the CPIC Capital Investment Decision Paper using the steps outlined in the CPIC Standards and Guidelines and the information in the CPIC Expenditure Plan, CPIC Reviewed Financial Obligation Plan and complete Project Plan and Approved Solution Architecture Document. 

The OCIO PM, SDL and the OCIO Senior Management  gather the complete Project Plan, Project Charter, complete Project Resource Estimate Worksheet With Total Cost, and, if the project needs to be reviewed by the CRB and IRB, the Drafted Capital Investment Decision Paper, Expenditure Plan and Reviewed Financial Obligation Plan.  These groups conduct a Pre Definition Phase Go/No Go Decision Meeting with these artifacts and using the Project Plan Guidelines, Standardized Costs Guidelines, CPIC Standards and Guidelines and Resource Estimate Guidelines as references.  After the successful completion of the Pre Definition Phase Go/No Go Decision Meeting, the Reviewed Project Resource Estimate Worksheet with Full Cost and Reviewed Full Project Plan are sent to the next activity along with the Reviewed Capital Investment Decision Paper, Reviewed Expenditure Plan and Reviewed Financial Obligation Plan if the project is required to be reviewed by the CRB and the IRB.

	What Comes in: 

Complete QA Plan

Approved Solution Architecture Document

Approved Preliminary Project Plan

Approved Security Controls Assessment Determination

Assigned Final CM Version Number

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Project Plan Guidelines

Task Order Guidelines

Standardized Costs Guidelines

CPIC Standards and Guidelines

Resource Estimate Guidelines

Federal Contracting Guidelines

	What is Produced:

Reviewed Capital Investment Decision Paper (CPIC) (if needed)

Reviewed Expenditure Plan (CPIC) (if needed)

Reviewed Financial Obligation Plan (CPIC) (if needed)

Reviewed Full Project Plan

Negotiated Statement(s) of Work
Negotiated Cost of Task Order(s)
Reviewed Project Resource Estimate Worksheet with Full Cost

	Quality Control Criteria:
The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	A271 Create/Update Full Project Plan– The OCIO PM and the SDL create/update the Full Project Plan using the Project Plan Guidelines as a reference and the complete QA Plan and approved Preliminary Project Plan as source documents.

A272 Conduct Peer Review – The Draft Full Project Plan from Activity A271 is reviewed by Project Team.  The Project Team gather their respective comments/questions/suggestions for the project plan and send them to the SDL and OCIO PM who will update the project plan using the guidelines set forth in the Project Plan Guidelines.  If the project plan is rejected, it is sent back to Activity A271 for updates.

A273 Solicit Resource Estimate – The Budget Advisor, OCIO PM, SDL, and the Project Team take the approved Solution Architecture Document, the complete Project Plan, and the approved Security Controls Assessment Determination, and, using the Resource Estimate Guidelines as a reference, create the Draft Project Resource Estimate Worksheet.

A274 Create/Update Task Order Statement – The Draft Project Resource Estimate Worksheet is taken by the SDL, OCIO PM and the Project Team, who create or update the Task Order Statement using the Federal Contracting Guidelines and the Task Order Guidelines as references.

A275 Negotiate Contract Resource Proposals – The SDL, COTR, OCIO PM, Contractors and the Project Team look at the Drafted Statement(s) of Work from the previous activity and negotiate the contract resource proposals using the Federal Contracting Guidelines and the Task Order Guidelines as references.   

A276 Conduct Peer Review – The SDL, OCIO PM and the Project Team review the negotiated Statement(s) of Work and negotiated Cost of Task Order(s) according to the instructions stated in the Federal Contracting Guidelines and the Task Order Guidelines.  If the documents are approved, they move onto Activity A277, but if revisions and/or corrections need to be made, the documents are sent back to Activity A273.

A277 Calculate Project Total Cost – The SDL, OCIO PM and the Budget Advisor review the negotiated Cost of Task Order(s) and the complete Project Resource Estimate Worksheet with Staff Month.  The participants will use the Standardized Costs Guidelines to calculate the total cost of the project from the information in the aforementioned artifact.  If the project has to be reviewed by the CRB and the IRB, it moves onto Activity A278.  If the project does not have to be reviewed by these groups, it moves onto Activity A279.

A278 Create/Update Capital Investment Decision Paper (if needed) – The OCIO PM and SDL review the complete Project Plan, Approved Solution Architecture Document, Expenditure Plan (CPIC), and the Financial Obligation Plan (CPIC) using the CPIC Standards and Guidelines as references to create or update the Capital Investment Decision Paper.

A279 Conduct OCIO Pre Definition Phase Go/No Go Decision Meeting – The OCIO PM, SDL and the OCIO Senior Management review the Drafted Capital Investment Decision Paper (CPIC) (if needed), complete Project Plan, Reviewed Expenditure Plan (CPIC) (if needed), Reviewed Financial Obligation Plan (CPIC) (if needed), Project Charter, and complete Project Resource Estimate Worksheet with Total Cost at the OCIO Pre Definition Phase Go/No Go Decision Meeting.  These materials are reviewed using the Project Plan Guidelines, Standardized Costs Guidelines, CPIC Standards and Guidelines, and the Resource Estimate Guidelines as references.  If the documents are approved, the project moves onto A28.

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


3.1.8 A28 – Prepare Project Definition Phase Documentation
	Phase  A2 – Definition

	Activity: A28 – Prepare Project Definition Phase Documentation

	What Happens:  

The Configuration Management Plan, Communication Plan and Risk Management Plan are created, the Definition Phase Documentation are reviewed and the Definition Phase Go/No Go Decision is scheduled.

	Who Does What?  

The Configuration Manager and OCIO PM will use the steps laid out in the Configuration Management Standards and Guidelines to create the complete Configuration Management Plan using the reviewed Full Project Plan, reviewed Project Resource Estimate Worksheet(s) with Total Cost, and the complete Quality Assurance Plan (QA Plan).

The OCIO PM takes the reviewed full Project Plan, reviewed Project Resource Estimate Worksheet(s) with Total Cost, and the complete QA Plan to create the project’s complete Communication Plan using the instructions in the Communication Standards and Guidelines.

The OCIO PM and Information System Security Officer gather the reviewed Full Project Plan, reviewed Project Resource Estimate Worksheet(s) with Total Cost, and the complete QA Plan.  The participants use these artifacts to create the complete Risk Management Plan by following the processes in the Risk Management Standards and Guidelines.

The OCIO PM and the QA Team  compile the complete Configuration Management Plan, complete Communication Plan, complete Risk Management Plan, reviewed Full Project Plan, reviewed Project Resource Estimate Worksheet(s) with Total Cost, and the complete QA Plan.  The OCIO PM and the QA Team review the documents using the Communication Standards and Guidelines, Quality Assurance Standards and Guidelines, Configuration Management Standards and Guidelines, Risk Management Standards and Guidelines, Project Plan Guidelines and Resource Estimate Guidelines as references.

Once the QA Plan, Full Project Plan, Project Resource Estimate Worksheet with Total Cost, Communications Plan, Risk Management Plan, and Configuration Management Plan has been reviewed, the System Development Lead and OCIO PM schedule the Definition Phase Go/No Go Decision Meeting and notify the required parties as per the instructions in the Definition Phase Go/No Go Decision Meeting Guidelines.

	What Comes in: 

Complete QA Plan

Reviewed Project Estimate Worksheet(s) with Total Cost

Reviewed Full Project Plan

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Communication Standards and Guidelines

Quality Assurance Standards and Guidelines

Configuration Management Standards and Guidelines

Risk Management Standards and Guidelines

Project Plan Guidelines

Resource Estimate Guidelines

Definition Phase Go/No Go Decision Meeting Guidelines

	What is Produced:

QA Plan

Full Project Plan

Project Resource Estimate Worksheet with Total Cost

Communications Plan

Risk Management Plan

Configuration Management Plan

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	A281 Create/Update Configuration Management Plan – The Configuration Manager and OCIO PM take the reviewed Full Project Plan, reviewed Project Resource Estimate Worksheet(s) with Total Cost, and complete QA Plan and create the complete Configuration Management Plan using the instructions in the Configuration Management Standards and Guidelines.

A282 Create/Update Communication Plan - The OCIO PM takes the reviewed Full Project Plan, reviewed Project Resource Estimate Worksheet(s) with Total Cost, and complete QA Plan and creates the complete Communication Plan via the steps in the Communication Standards and Guidelines.

A283 Create/Update Risk Management Plan - The Information System Security Officer and OCIO PM take the reviewed Full Project Plan, reviewed Project Resource Estimate Worksheet(s) with Total Cost, and complete QA Plan and use the instructions in the Risk Management Standards and Guidelines to create the complete Risk Management Plan.

A284 Review Definition Phase Documentation – The OCIO PM and QA Team review the reviewed Full Project Plan, reviewed Project Resource Estimate Worksheet(s) with Total Cost, complete QA Plan, complete Configuration Management Plan, complete Communication Plan and complete Risk Management Plan.  During this review process, the Communication Standards and Guidelines, Quality Assurance Standards and Guidelines, Configuration Management Standards and Guidelines, Risk Management Standards and Guidelines, Project Plan Guidelines, and Resource Estimate Guidelines are used as references.

A285 Schedule Definition Phase Go/No Go Decision Meeting and Notify Participants – The SDL and OCIO PM take the reviewed Project Definition Phase Documentation and schedule the Definition Phase Go/No Go Decision Meeting and notify the required participants as stated in the Definition Phase Go/No Go Decision Meeting Guidelines.

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


3.1.9 A29 – Obtain Definition Phase Go/No Go Decision
	Phase  A2 – Definition

	Activity: A29 – Obtain Definition Phase Go/No Go Decision

	What Happens:  

The completed and reviewed project documents are presented to the Business Project Manager and the Business Project Manager’s Senior Management in the Definition Phase Go/No Go Decision Meeting.  If approved the project will continue onto the Design Phase.

This is also the step in which, if needed, the project goes before the CPIC Review Board and the IT Investment Review Board for review and approval before being allowed to proceed.

	Who Does What?
The OCIO PM compiles the reviewed Project Charter, Quality Assurance Plan (QA Plan), Full Project Plan, Project Resource Estimate Worksheet with Total Cost, Communications Plan, Risk Management Plan, Configuration Management Plan, mapped Requirement Traceability Matrix, approved Solution Architecture Document, accepted Requirements Specification or (Use Cases and Supplemental Specifications), and the approved Security Documents (Approved FIPS 199 Security Categorization, System Electronic-Authentication Assessment, System Security Accreditation Boundary, System Privacy Threshold Analysis/Privacy Impact Assessment, System Security Plan, Contingency Plan, and Approved Security Controls Assessment Determination).  
NOTE: If the project will be reviewed by the CRB and IRB, the OCIO PM will also collect the reviewed Capital Investment Decision Paper, reviewed Expenditure Plan, and reviewed Financial Obligation Plan.  
The OCIO PM presents these documents to the project team that was assembled at the start of the Concept Phase, as represented by the Project Team role.  If any disputes or issues arise that the project team is unable to address, then the Business Project Manager (Business PM), Business PM’s Senior Management, and the OCIO Senior Management may be brought in to resolve the issues.  These participants will review the documents using the steps in the Project Definition Phase Go/No Go Decision Meeting Guidelines and CPIC Standards and Guidelines.  
NOTE: If part or all of the Definition Phase Documentation are rejected, they are sent back to the appropriate activities (A23 for requirements; A24 for solution architecture; or A27 for project plan and cost, Capital Investment Decision paper, expenditure plan and financial obligation plan) for review and correction.  
If the Definition Phase Documentation is approved and does not require CPIC Review, the project is formally allowed to begin the Design Phase.

If the project requires CRB and IRB review, it, along with the accepted Capital Investment Decision Paper, the accepted Expenditure Plan and the accepted Financial Obligation Plan are sent to the OCIO PM, OCIO Senior Management, Business PM and the Business PM’s Senior Management.  These participants will present it to the CPIC Review Board.  The CPIC Review Board will use the steps laid out in the CPIC Standards and Guidelines to determine if the project should be allowed to move forward.  If the project is rejected, it is sent back to A27 for review.

Once the estimated total cost of the project has been determined via the CPIC Standards and Guidelines, the OCIO PM, OCIO Senior Management, Business PM, and the Business PM’s Senior Management present it to the IT Investment Review Board.  The IT Investment Review Board will review the estimated Total Cost using the steps in the CPIC Standards and Guidelines and determine if the project should be approved.  If it is not approved, the project is sent back to A27 for review.  If approved, the CPIC project will move on to the Design Phase.

	What Comes in: 

The Definition Phase Documentation:

· Project Charter 

· QA Plan

· Full Project Plan

· Project Resource Estimate Worksheet with Total Cost

· Communications Plan

· Risk Management Plan

· Configuration Management Plan

· Mapped Requirement Traceability Matrix

· Approved Solution Architecture Document

· Accepted Requirements Specification or (Use Cases and Supplemental Specifications)
Reviewed Capital Investment Decision Paper (CPIC) (if needed)

Reviewed Expenditure Plan (CPIC) (if needed)

Reviewed Financial Obligation Plan (CPIC) (if needed)

Approved Security Documents:
· Approved FIPS 199 Security Categorization
· System Electronic – Authentication Assessment

· System Security Accreditation Boundary 

· System Privacy Threshold Analysis/Privacy Impact Assessment 

· Approved Security Controls Assessment Determination  
· Interconnection Security Agreement 

· System Security Plan

· Contingency Plan

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Project Definition Phase Go/No Go Decision Meeting Guidelines

CPIC Standards and Guidelines

	What is Produced:

Approved Definition Phase Documentation:
· Project Charter
· QA Plan

· Full Project Plan

· Project Resource Estimate Worksheet with Total Cost

· Communications Plan

· Risk Management Plan

· Configuration Management Plan

Signed Definition Phase Approval Form

Signed Definition Phase Approval Form from CRB (if needed)

Signed Definition Phase Approval Form from ITIRB (if needed)

Approved Capital Investment Decision Paper (CPIC) (if needed)

Approved Expenditure Plan (CPIC) (if needed)

Approved Financial Obligation Plan (CPIC) (if needed)

	Quality Control Criteria:
The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	A291 Obtain Definition Phase Go/No Go Decision from OCIO – The OCIO PM collects the reviewed Definition Phase Documentation, CPIC Documents, mapped Requirement Traceability Matrix, approved Solution Architecture Document, accepted Requirements Specification or (Use Cases and Supplemental Specifications) and approved Security Documents and presents them to the project team for approval.  If needed, the Business PM, the Business PM’s Senior Management and the OCIO Senior Management may be used to resolve any disputes or issues that arise during the approval process.  The instructions in the Project Definition Phase Go/No Go Decision Meeting Guidelines will be used during the approval process.  The CPIC Standards and Guidelines will be used to determine of the project needs to undergo further CPIC review. Once the project is approved and it does not require CPIC review, it proceeds to the next phase.

A292 Obtain Definition Phase Go/No Go Decision from Capital Review Board – If it is determined that the project needs to be reviewed by the CRB and IRB, the OCIO PM, OCIO Senior Management, Business PM and the Business PM’s Senior Management will present the CPIC Project and the CPIC documents to the CPIC Review Board.  The CPIC Review Board will follow the CPIC Standards and Guidelines during the review.  Once the project is approved and the total cost estimate is determined the project and the total cost estimate are sent to the next step.

A293 Obtain Definition Phase Go/No Go Decision from IT Investment Review Board – The total cost estimate is taken by the OCIO PM, OCIO Senior Management, Business PM, and Business PM’s Senior Management and presented to the IT Investment Review Board.  The IT Investment Review Board follows the rules in the CPIC Standards and Guidelines to determine if the project should be allowed to proceed.  Once approved, the CPIC Documents and the signed Definition Phase approval form are sent to the next phase.

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


4 Design Phase

4.1 Design Phase Description

	Phase:  A3. Design

	Phase Stakeholders:  Business PM’s Senior Management; Business Project Manager (Business PM); OCIO Senior Management; OCIO Project Manager (OCIO PM); Project Team; Requirements Lead; System Development Lead (SDL); Lead Solution Architect; Contracting Officer Technical Representative (COTR); Database Administrator (DBA); Server Manager; Release Manager; Change Control Manager; Records Manager; Network Manager; Customer Support, Information System Security Officer (IS Security Officer); IT Security Facilitator; Quality Engineering Team (QE Team); Budget Advisor; Contractors

	Description:  The Design Phase takes as its initial input the requirements identified in the approved requirements document. For each requirement, a set of one or more design elements will be produced as a result of interviews, workshops, and/or prototype efforts. Design elements describe the desired software or service features in detail and may include functional hierarchy diagrams, screen layout diagrams, tables of business rules, business process diagrams, security features, pseudo-code, integration requirements, and a complete entity-relationship diagram with a full data dictionary. These design elements are intended to describe the software/service in sufficient detail that skilled programmers may develop the software/service with minimal additional input. Updates to the project plan, cost estimates, and risk management plan are created in this phase as well.  If any changes are requested or needed, the project team members will refer to the instructions and documents detailing the Project Change Control Process.  This information can be found on the OCIO Projects webpage at the following address: http://ptoweb.uspto.gov/ptointranet/cisd/cio/projects/projects.html.

	Entry Criteria/Inputs: 

· Approved Project Charter

· Approved Quality Assurance Plan

· Approved Full Project Plan

· Approved Project Resource Estimate Worksheet

· Approved Communications Plan

· Approved Risk Management Plan

· Approved Configuration Management Plan

· Approved Solution Architecture Document

· Signed Definition Phase Approval Form

· Signed Definition Phase Approval Form CRB (if needed)

· Signed Definition Phase Approval Form ITIRB (if needed)

· Negotiated Statement(s) of Work

· Negotiated Cost of Task Order(s)

· Approved Capital Investment Decision Paper (CPIC) (if needed)

· Approved Expenditure Plan (CPIC) (if needed)

· Approved Financial Obligation Plan (CPIC) (if needed)

· Mapped Requirements Traceability Matrix

· Accepted Requirements Specification or (Use Cases and Supplemental Specifications)

· UI Design Document

	Exit Gate Criteria (see the activity descriptions for specific quality criteria and standards):

· Approved design documents that conform to USPTO design standards and the technical architecture approved in the Definition Phase.

· Approved requirement traceability matrix that reflects updates from the Definition Phase.  

· Approved System Security Plan that is compliant with the template and guidelines.
· Updated, approved and rebaselined project plan that reflects new information discovered during this phase.  

· Updated and approved project cost that reflects new information discovered during the Design Phase.  

· Approved Risk Management Plan that is developed according to guidelines.

· Decision to proceed is documented.

· The draft Test Plan is created.
· Production and Development Software and Hardware are acquired.  

	Roles:

· Business PM’s Senior Management – Assists with the creation and review of the UI Design and Solution Design.  May also be brought in to assist with the Design Phase Go/No Go Decision Meeting if needed.

· Business Project Manager (Business PM) – Participates in the creation and review of the user interface design and solution design (software/service design), conducting the baseline review (while focusing on ensuring the project’s schedule, cost and requirements are properly updated), and participates in the in the Go/No Go decision.  
· OCIO Senior Management – Provides guidance and oversight of OCIO resources. May be brought in to assist with the Design Phase Go/No Go Decision Meeting if needed.
· OCIO Project Manager (OCIO PM) – Oversees the day-to-day execution of the project plan; proactively informs government resources of upcoming tasks and takes action to remediate resource availability issues with supervisors and group directors; manages the updating of progress by project resources in EPMS; and produces weekly status reports for project stakeholders including designation of all outstanding issues and risks to successful completion of future tasks in this phase.  Helps coordinate the procurement of resources, reassembling the team, and the project’s rebaseline review while focusing on ensuring the project’s schedule, cost and requirements are properly updated.  Involved in reviewing and approving UI Design and Solution Design, as well as participating in the Design Phase Go/No Go Decision Meeting.  
· Project Team – The Project Team is made up of individuals that are not explicitly defined in the project plan that may be needed to assist in supporting tasks or decisions and/or have a stake in the success of the project.  Participates in procuring resources and reassembling the team and developing the UI Design and Solution Design.  Serves as an approval authority during the Design Phase Go/No Go Decision Meeting.
· Requirements Lead – Facilitates the definition of detailed business and technical requirements with the business representatives and technical staff.  Is part of the team that creates, updates and approves the  User Design and Solution Design.  Updates the Requirement Traceability Matrix and helps coordinate the project’s baseline review while focusing on ensuring the project’s schedule, cost and requirements are properly updated.

· System Development Lead (SDL) – Oversees the design effort performed by government or contracted staff. Participates in procuring resources, reassembling the team and in the creation of the UI Design and Solution Design and the system security, as well as setting up the Design Environment and standing up the Development Environment.  Also helps update the requirement traceability matrix and in creating/updating the Test Plan.  Is a part of the Go/No Go decision.

· Lead Solution Architect – Procures Resources.  Ensures that the design is consistent with the approved architecture and participates in updating the RTMx to reflect the design effort.  Participates in the creation and review of the UI Design and Solution Design, as well as setting up the Design Environment and standing up the Development Environment.    

· Contracting Officer Technical Representative (COTR) – Issues task order(s) for contracted support; provides support for and acts as a liaison between the contractors and OCIO staff.  Helps procure resources and reassemble the team.
· Database Administrator (DBA) - Helps create the Physical Data Design for the Solution Design.
· Server Manager – Assists in procuring resources and reassembling the team and in creating, reviewing, and approving UI Design and Solution Design.  Also participates in setting up the Design Environment and standing up the Development Environment.
· Release Manager - Assists with creating or updating the Test Plan. 
· Change Control Manager – Participates in the project’s baseline review while focusing on ensuring the project’s schedule, cost and requirements are properly updated.

· Records Manager - Helps create, review and approve the UI Design and Solution Design.

· Network Manager – Oversees the use and/or development of any networks that may be needed for the UI Design and Solution Design. Participates in reassembling the team.  Also assists in setting up the Design Environment and standing up the Development Environment.
· Customer Support – Helps create, review, and approve the UI Design and the Solution Design.
· Information System Security Officer (IS Security Officer) – Defines and documents the design elements needed to meet software and technical architecture security requirements. Participates in updating the RTMx to ensure that security requirements are met and in creating, reviewing and approving the system security.  Also assists with the creation and review of the UI Design and Solution Design.

· IT Security Facilitator – Creates, reviews, and approves system security.  

· Quality Engineering Team (QE Team) – Focuses on maintaining and ensuring the quality of the documentation and artifacts presented at the Design Phase Go/No Go Decision meeting.
· Budget Advisor – Re-verifies the source and amount of funding for the project.  Participates in the project baseline review and in the Go/No Go decision while focusing on ensuring the project’s schedule, cost and requirements are properly updated.

· Contractors – Assists with the creation of the UI Design Document.

	Controls: 

a. Federal Contracting Guidelines

b. Statement of Work Guidelines

c. UI Design Standards and Guidelines

d. Solution Design Standards and Guidelines

e. Federal IT Security Standards and Guidelines

f. Project Baseline Guidelines

g. Requirements Traceability Standards and Guidelines

h. USPTO Enterprise Architecture Standards and Guidelines

i. USPTO IT Security Standards and Guidelines

j. Project Plan Guidelines
k. Unit Test Procedures and Guidelines

l. Testing Guidelines
	Other Resources:

Funding

	Artifacts:

Issued Task Order(s) 

Statement(s) of Work

Approved Solution Design Document

Approved UI Design Document

Updated Requirements Traceability Matrix

Approved Updated Project Plan

Approved Adjusted Project Resource Estimate Worksheet

Approved Modified Risk Management Plan

Design Phase Go/No Go Decision Form

Draft Test Plan

Hardware Acquired:

· Design

· Development

· Production

Software Acquired:

· Design

· Development

· Production

Development/System Integration Testing

Design Environment Configuration Report
Development Environment Configuration Report
Installation Plan (Development and SIT Sections)
Development/SIT Environment Set Up

Design Environment Set Up

Installation Plan (Development and SIT Sections)
System Security Plan
System Integration Testing Environment Configuration Report

	Activities: 

A31. Procure Resources and Reassemble Team

A32. Create, Review, Approve UI Design and Solution Design

A33. Create, Review, and Approve System Security 
A34. Update Requirements Traceability Matrix

A35. Conduct Project Baseline Review

A36. Create/Update Test Plan
A37. Obtain Design Phase Go/No Go Decision
A38. Set Up Design Environment and Stand Up Development Environment

	Measures: 

Actual staff hours expended, and calendar schedule 


4.2 Design Phase Activity Descriptions

4.2.1 A31 - Procure Resources and Reassemble Team
	Phase  A3 — Design

	Activity: A31 – Procure Resources and Reassemble Team

	What Happens:  

The Project Team is assembled and resources are acquired.

	Who Does What?  

The Contracting Officer Technical Representative (COTR) gathers the artifacts from the previous phase.  These artifacts include: the approved Quality Assurance Plan, approved full Project Plan, approved PREW, approved Communications Plan, approved Risk Management Plan, approved Configuration Management Plan, approved Project Charter, the signed Definition Phase Go/No Go Approval Form(s), negotiated Statement(s) of Work, negotiated Cost of Task Order(s), and, if needed, the CPIC documentation.

The COTR presents these artifacts to the Project Team
.  The COTR and the Project Team from the previous phase review and, if the contracts are approved, sign the contracts, complete the Statement(s) of Work and issue the Task Order(s).  During this process, the participants will use the information in the aforementioned artifacts and the instructions laid out in the Federal Contracting Guidelines and the Statement of Work Guidelines.  

The OCIO Project Manager (OCIO PM) and the System Development Lead (SDL) take the issued Task Order(s) and completed Statement(s) of Work and assemble the Design Phase Project Team using the Project Plan Guidelines as a guide.

The Lead Solution Architect, Server Manager, and Network Manager use the assigned team members and the information in the approved Solution Architecture Document in addition to the steps laid out in the USPTO Enterprise Architecture Standards and Guidelines to identify and acquire any needed hardware.  Please note that this step does not require the purchase of new hardware.  If existing hardware can be used, the participants will ensure that the appropriate hardware is available for the project’s use.  However, if hardware must be purchased, it is done in this step.
The Lead Solution Architect and SDL use the information in the approved Solution Architecture Document to identify and acquire any needed software.  This process is implemented and completed in accordance to the regulations in with the USPTO Enterprise Architecture Standards and Guidelines. Please note that this step does not require the purchase of new software.  If existing software can be used, the participants will ensure that the appropriate software and accompanying licenses are available for the project’s use.  However, if software or licenses must be purchased, it is done in this step.

	What Comes in: 
Approved Quality Assurance Plan

Approved Full Project Plan

Approved Project Resource Estimate Worksheet 

Approved Communications Plan

Approved Risk Management Plan

Approved Configuration Management Plan

Approved Project Charter
Signed Definition Phase Go/No Go Approval Form

Signed Definition Phase Go/No Go Approval Form CRB (if needed)

Signed Definition Phase Go/No Go Approval Form ITIRB (if needed)

Negotiated Statement(s) of Work

Negotiated Cost of Task Order(s)

Approved Capital Investment Decision Paper (CPIC) (if needed)

Approved Expenditure Plan (CPIC) (if needed)

Approved Financial Obligation Plan (CPIC) (if needed)

Approved Solution Architecture Document

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Federal Contracting Guidelines

Statement of Work Guidelines

Project Plan Guidelines
USPTO Enterprise Architecture Standards and Guidelines

	What is Produced:

Completed Statement(s) of Work

Issued Task Order(s)

Assigned Team Members

Production Software and Hardware Acquired
Design Software and Hardware Acquired
Development Software and Hardware Acquired

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	· A311 Contracts Signed/ Task Order Issued – The COTR collects the approved Project Charter, approved Quality Assurance Plan, approved full Project Plan, approved Project Resource Estimate Worksheet, approved Communications Plan, approved Risk Management Plan, approved Configuration Management Plan, signed Definition Phase Go/No Go Approval Form, signed Definition Phase Go/No Go Approval Form CRB (if needed), signed Definition Phase Go/No Go Approval Form ITIRB (if needed), negotiated Statement(s) of Work, negotiated cost of Task Order(s), approved Capital Investment Decision Paper (CPIC) (if needed), approved Expenditure Plan (CPIC) (if needed), and the approved Financial Obligation Plan (CPIC) (if needed).  The COTR and the Project Team take these artifacts and, using the steps aid out in the Federal Contracting Guidelines and the Statement of Work Guidelines, issue the Task Order(s) and the completed Statement(s) of Work.

· A312 Assemble Project Team – The OCIO PM and SDL use the Project Plan Guidelines and the information in the issued Task Order(s) and the completed Statement(s) of Work to assemble the Project Team.
· A313 Acquire Hardware – The Server Manager, Network Manager and Lead Solution Architect use the USPTO Enterprise Architecture Standards and Guidelines to locate and acquire or purchase any needed hardware, while using the assigned team members and the information in the approved Solution Architecture Documents.
· A314 Acquire Software – The Lead Solution Architect and SDL use the approved Solution Architecture Document to locate and acquire or purchase needed software.  The instructions in the USPTO Enterprise Architecture Standards and Guidelines will be referenced and adhered to during this process.

	Helpful Hints:
When the team is obtaining Production Hardware and Software, they are doing so with an eye for potentially using the Hardware and Software for both production and testing purposes

	The Roles marked in Green and Italicized are the Lead Roles for that activity


4.2.2 A32 - Create, Review, Approve UI Design and Solution Design
	Phase  A3 — Design

	Activity: A32 – Create, Review, Approve UI Design and Solution Design

	What Happens:  

The User Interface Design and Solution Design are created, reviewed and approved.

	Who Does What?  

The System Development Lead (SDL), Contractors, and Business Project Manager (Business PM) take the assigned Team Members, the approved Solution Architecture Document, the UI Design Document, the acquired Design Hardware and Software, the issued Task Order(s), the completed Statement(s) of Work, and the accepted Requirements Specification or (Use Cases and Supplemental Specifications) and, using the UI Design Standards and Guidelines as a reference, create/update the drafted UI Design Document.

The Requirements Lead, SDL, Contractors and the Project Team
 use the procedure in the UI Design Standards and Guidelines to review the drafted UI Design Document.  If approved, the reviewed UI Design Document proceeds to the next step.  If rejected, the UI Design Document is sent to the previous step to be updated.

Once reviewed, the UI Design Document is given to the OCIO PM, SDL, Business PM and the Business PM’s Senior Management.  These participants will review the UI Design Document against the examples and standards located in the UI Design Standards and Guidelines.  If approved, the UI Design Document is sent to the next activity.

The Lead Solution Architect, SDL, Server Manager, Network Manager, Customer Support, Database Administrator (DBA) and Records Manager take the approved Solution Architecture Document, the set up Design Environment, the acquired Design Software and Hardware, the issued Task Order(s), the completed Statement(s) of Work, and Assigned Team Members and, using the Solution Design Standards and Guidelines as a reference, create/update the consolidated Solution Design Document.

The Lead Solution Architect, SDL and Information System Security Officer (IS Security Officer) review and approve the consolidated Solution Design Document according to the standards set forth in the Solution Design Standards and Guidelines.  Once approved, the Solution Design Document is sent to the next activity.

	What Comes in: 

Assigned Team Members

Accepted Requirements Specification or (Use Cases and Supplemental Specifications)
Approved Solution Architecture Document

UI Design Document

Design Environment Set Up

Design Software and Hardware Acquired
Issued Task Order(s)

Completed Statement(s) of Work

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

UI Design Standards and Guidelines

Solution Design Standards and Guidelines

	What is Produced:

Approved UI Design Document

Approved Solution Design Document

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	· A321 Create/Update User Interface Design Document – The SDL, Contractors and Business PM take the assigned Team Members, approved Solution Architecture Document, UI Design Document, Design Software and Hardware acquired, Issued Task Order(s), completed Statement(s) of Work and accepted Requirements Specification or (Use Cases and Supplemental Specifications) and create/update the draft User Interface Design Document using the instructions in the UI Design Standards and Guidelines.

· A322 Conduct Peer Review – The drafted UI Design Document is reviewed according to the UI Design Standards and Guidelines by the Requirements Lead, SDL, Contractors and the Project Team.  If approved, the reviewed UI Design Document moves onto Activity A323.  If rejected, the UI Design Document is sent back to Activity A321 for updates.

· A323 Obtain Sign-Off on User Interface Design Document – The OCIO PM, SDL, Business PM and Business PM’s Senior Management take the reviewed UI Design Document and determine if it is acceptable according to the standards in the UI Design Standards and Guidelines.  If it meets all requirements, the Approved UI Design Document continues out of the A32 activity.

· A324 Create/Update Solution Design - The Lead Solution Architect, SDL, Server Manager, Network Manager, DBA, Customer Support, and Records Manager use the information in the approved Solution Architecture Document, as well as the set up Design Environment, the acquired Design Software and Hardware, issued Task Order(s), completed Statement(s) of Work, and the assigned Team Members to create or update the consolidated Solution Design Document.  This is done according to the instructions and examples set forth in the Solution Design Standards and Guidelines.
· A325 Solution Design Review – The consolidated Solution Design Document is reviewed by the Lead Solution Architect, SDL and the IS Security Officer according to the instructions in the Solution Design Standards and Guidelines to produce the approved Solution Design Document.

	Helpful Hints:
In this activity, the IT Liaison(s) will be represented by the Business PM’s Senior Management role.

Prototyping in the forms of Screen Mockups and Screen Flows can be used to obtain a more accurate cost estimate.  While not required for all projects, the creation of Screen Mockups and Screen Flows is required for all new projects that are sized as “Large” or “Very Large.”  Be certain to make clear to the customer that completing Screen Mockups and Screen Flows does not mean that the project is complete.  Any information gained via developing Screen Mockups and Screen Flows will be stored in the UI Design Document.  It is this minimal version of the UI Design Document that enters this activity, if it was decided in the Definition Phase that it was needed to develop a more accurate cost estimate.  For all projects, ensure that the project’s architecture will properly and successfully integrate with existing system architecture.

Please note that if this is a new project or if new major changes are being introduced, the Project Team is required to create/update the Solution Architecture Document and Solution Design Document accordingly.  If done properly, all information that would be included in the Programmer’s Maintenance Manual will be covered in these two architecture documents.  However, if the project is a maintenance release or if the changes made to the system are minor, the Project Team has the option of simply updating the Programmer’s Maintenance Manual if they so decide.

	The Roles marked in Green and Italicized are the Lead Roles for that activity


4.2.3 A33 - Create, Review, and Approve System Security
	Phase  A3 — Design

	Activity: A33 – Create, Review, and Approve System Security

	What Happens:  

The System Security Plan is developed, reviewed and approved to ensure that the project will be adequately protected from external and internal security threats.

	Who Does What?  

The assigned Team Members, issued Task Order(s), completed Statement(s) of Work, and the acquired Production Software and Hardware are gathered by the Information System Security Officer, System Development Lead (SDL), and IT Security Facilitator.  These participants will use the instructions in the Federal IT Security Standards and Guidelines, USPTO Enterprise Architecture Standards and Guidelines and USPTO IT Security Standards and Guidelines to create, review and approve the System Security Plan.

	What Comes in: 

Assigned Team Members

Issued Task Order(s)

Completed Statement(s) of Work
Production Software and Hardware Acquired

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Federal IT Security Standards and Guidelines
USPTO Enterprise Architecture Standards and Guidelines

USPTO IT Security Standards and Guidelines

	What is Produced:

System Security Plan

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


4.2.4 A34 - Update Requirements Traceability Matrix
	Phase  A3 — Design

	Activity: A34 – Update Requirements Traceability Matrix

	What Happens:  

The Requirements Traceability Matrix is updated.

	Who Does What?  

The System Development Lead (SDL), Requirements Lead, Lead Solution Architect, and Information System Security Officer (IS Security Officer) take the approved UI Design and Solution Design documents, mapped Requirements Traceability Matrix, approved Quality Assurance Plan, approved Full Project Plan, approved Project Resource Estimate Worksheet, approved Communications Plan, and Risk Management Plan and update the Requirements Traceability Matrix (RTMx) according to the Requirements Traceability Standards and Guidelines.  The RTMx has to map to the Solution Design Document and UI Design Document.

	What Comes in: 

Approved UI Design and Solution Design Documents

Mapped Requirements Traceability Matrix

Approved Quality Assurance Plan

Approved Full Project Plan

Approved Project Resource Estimate Worksheet

Approved Communications Plan

Approved Risk Management Plan

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Requirements Traceability Standards and Guidelines

	What is Produced:

Updated Requirements Traceability Matrix

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A


	Detailed Tasks:

	

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


4.2.5 A35 - Conduct Project Baseline Review
	Phase  A3 — Design

	Activity: A35 – Conduct Project Baseline Review

	What Happens:  

The Project Baseline is reviewed and approved by the appropriate shareholders.

	Who Does What?  

The Budget Advisor, Requirements Lead, OCIO PM and Change Control Manager conduct a baseline review of the Project Plan using the information in the System Security Plan, approved full Project Plan, approved Project Resource Estimate Worksheet, approved UI Design Document and approved Solution Design Document and the instructions in the Project Baselines Guidelines.

The Budget Advisor, Requirements Lead, OCIO PM and Change Control Manager conduct a baseline review of the Project Resource Estimate Worksheet using the information in the approved full Project Plan and approved Project Resource Estimate Worksheet and the instructions in the Project Baselines Guidelines.

The Requirements Lead, OCIO PM and Change Control Manager conduct a baseline review of the Risk Management Plan using the information in the approved full Project Plan, approved Quality Assurance Plan, approved Communications Plan, approved Project Charter and approved Risk Management Plan and the instructions in the Project Baselines Guidelines.

The Budget Advisor, Requirements Lead, OCIO PM, Business PM and Change Control Manager use the information in the rebaselined Project Plan, readjusted Project Resource Estimate Worksheet and modified Risk Management Plan, along with the instructions in the Project Baseline Guidelines to review and either approve or reject the Project’s rebaseline.  If approved, the rebaselined documents are allowed to proceed to the next activity.  If rejected, the affected document(s) will go back to the appropriate step(s) in this activity for review and adjustment. 

	What Comes in: 

Approved UI Design and Solution Design Documents

Approved Quality Assurance Plan

Approved Full Project Plan

Approved Project Resource Estimate Worksheet

Approved Communications Plan

Approved Risk Management Plan

System Security Plan

Approved Project Charter

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Project Baseline Guidelines

	What is Produced:

Rebaselined Project Plan

Readjusted Project Resource Estimate Worksheet

Modified Risk Management Plan

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	· A 351 Rebaseline Project Plan – Using the information in the System Security Plan, approved UI Design and Solution Design Documents, approved full Project Plan and approved Project Resource Estimate Worksheet and the instructions in the Project Baseline Guidelines, the OCIO PM, Budget Advisor, Requirements Lead, and Change Control Manager rebaseline the Project Plan.

· A 352 Adjust Project Resource Estimate Worksheet – The OCIO PM, Budget Advisor, Requirements Lead and Change Control Manager use the instructions in the Project Baseline Guidelines and the information in the approved full Project Plan and approved Project Resource Estimate Worksheet to adjust the Project Resource Estimate Worksheet.
· A 353 Modify Risk Management Plan – The Requirements Lead, OCIO PM and Change Control Manager use information in the approved full Project Plan, approved QA Plan, approved Communications Plan, Project Charter and Risk Management Plan, along with the instructions in the Project Baseline Guidelines to modify and rebaseline the Risk Management Plan.

·  A 354 Approve Baselines – The Budget Advisor, Requirements Lead, OCIO PM, Business PM and Change Control Manager follow the instructions in the Project Baseline Guidelines while reviewing the rebaselined Project Plan, readjusted PREW and modified Risk Management Plan to determine if the rebaseline should be allowed to proceed to the next activity.  If approved, it can continue onward; if rejected, the affected documents are sent back to the appropriate activity/activities to be revised and updated.

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


4.2.6 A36 - Create/Update Test Plan and Test Specifications and Procedures
	Phase  A3 — Design

	Activity: A36 – Create/Update Test Plan 

	What Happens:  

The Test Plan is created or updated.

	Who Does What?  

The SDL and the Release Manager use the instructions found in the Testing Guidelines and the Unit Test and Procedures Guidelines and the information in the approved UI Design and Solution Design documents to create and/or update the draft Test Plan.

	What Comes in: 

Approved UI Design and Solution Design Documents

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Testing Guidelines
Unit Test and Procedures Guidelines

	What is Produced:

Draft Test Plan

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


4.2.7 A37 - Obtain Design Phase Go/No Go Decision
	Phase  A3 — Design

	Activity: A37 – Obtain Design Phase Go/No Go Decision

	What Happens:  

The artifacts produced in the Design Phase are reviewed by key stakeholders to determine if the project is prepared to move onto the Development Phase.

	Who Does What?  

The project team that was assembled at the beginning of the Design Phase, represented by the Project Team role, led by the OCIO PM, determine if the project should be allowed to continue to the Development Phase by looking at the approved UI Design and Solution Design Documents, System Integration Testing Environment Configuration Report, rebaselined Project Plan, readjusted Project Resource Estimate Worksheet, modified Risk Management Plan, System Security Plan, updated Requirements Traceability Matrix, draft Test Plan, Development/System Integration Testing, Development Environment Configuration Report, Design Environment Configuration Report, Installation Plan (Development and SIT Sections), the Development/SIT Environment set up, and the acquired Production, Development and Design hardware and software, against the standards set forth in the Project Baseline Guidelines.  If needed, the Project Team may direct any issues or disputes to the OCIO Senior Management and the Business PM’s Senior Management, SDL, along with the Business PM, QE Team, and Budget Advisor. 
NOTE: If the participants reject the project’s rebaseline, the project is sent back to A32 to have the UI Design and Solution Design reviewed and updated.  If the project itself is not deemed ready to proceed to the Development Phase, the project is sent back to A11 to complete another Work Request.

	What Comes in: 
Draft Test Plan

Approved UI Design and Solution Design Documents

Rebaselined Project Plan

Readjusted Project Resource Estimate Worksheet

Modified Risk Management Plan

System Security Plan

Updated Requirements Traceability Matrix

Development/System Integration Testing

Design Environment Configuration Report

Development Environment Configuration Report

Installation Plan (Development and SIT Sections)

Production Software Acquired 
Design Software Acquired
Development Software Acquired
Production Hardware Acquired
Design Hardware Acquired
Development Hardware Acquired
Development/SIT Environment Set Up
System Integration Testing Environment Configuration Report

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Project Baseline Guidelines

	What is Produced:

Approved Updated Project Plan

Approved Adjusted Project Resource Estimate Worksheet

Approved Modified Risk Management Plan

Design Phase Go/No Go Decision Form

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


4.2.8 A38 - Set Up Design Environment and Stand Up Development Environment
	Phase  A3 — Design

	Activity: A38 – Set Up Design Environment and Stand Up Development Environment

	What Happens:  

The Project Team sets up the Design Environment and stands up the Development Environment. 

	Who Does What?  

The Lead Solution Architect, Server Manager, Network Manager and the SDL set up the Design Environment and create the Design Environment Configuration Report using the information in the issued Task Order(s), the completed Statement(s) of Work, and the instructions in the USPTO Enterprise Architecture Standards and Guidelines.

The Lead Solution Architect, Server Manager, Network Manager and the SDL conduct the Development/System Integration Testing, set up the Development/SIT Environment, create the Installation Plan (Development and SIT Sections), System Integration Testing Environment Configuration Report, and Development Environment Configuration Report using the acquired Design and Development Software and Hardware and the assigned Team Members.  This activity is completed following the instructions in the USPTO Enterprise Architecture Standards and Guidelines and the participants will use ClearQuest during the course of this activity.

	What Comes in: 
Assigned Team Members

Completed Statement(s) of Work

Issued Task Order(s)

Design Hardware Acquired

Development Hardware Acquired

Design Software Acquired

Development Software Acquired

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

USPTO Enterprise Architecture Standards and Guidelines

	What is Produced:

Design Environment Set Up

Development/System Integration Testing

Development Environment Configuration Report

Design Environment Configuration Report

Installation Plan (Development and SIT Sections)

Development/SIT Environment Set Up

System Integration Testing Environment Configuration Report

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	· A381 Set Up Design Environment – The Lead Solution Architect, Server Manager, Network Manager and SDL use the information in the completed Statement(s) of Work, issued Task Order(s), and the instructions in the USPTO Enterprise Architecture Standards and Guidelines to set up the Design Environment and create the Design Environment Configuration Report.
· A382 Stand Up Development Environment – The Lead Solution Architect, Server Manager, Network Manager and SDL use the acquired Design and Development Hardware and Software and the Team Member names to stand up the Development Environment.  The participants will create the Development Environment Configuration Report and Installation Plan (Development and SIT Sections), System Integration Testing Environment Configuration Report, set up the Development/SIT Environment and conduct Development/System Integration Testing during this activity following the instructions in the USPTO Enterprise Architecture Standards and Guidelines.  The participants in this activity will use ClearQuest.  The team needs to obtain access to ClearQuest for this activity.

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


5 Development Phase

5.1 Development Phase Description

	Phase:  A4. Development

	Phase Stakeholders: Business PM’s Senior Management; Business Project Manager (Business PM); OCIO Senior Management; OCIO Project Manager (OCIO PM); Project Team; OCIO Customer Liaison; Requirements Lead; System Development Lead (SDL); Lead Solution Architect; Database Administrator (DBA); Server Manager; Configuration Manager; Release Manager; Telecommunication Manager; Network Manager; Customer Support; Information System; Security Officer (IS Security Officer); Quality Engineering Team (QE Team); Section 508 Coordinator

	Description:  It is during the Development Phase that the creation of the code and environments that the project will use throughout its lifecycle are conceived, created, tested, and implemented.  If any changes are requested or needed, the project team members will refer to the instructions and documents detailing the Project Change Control Process.  This information can be found on the OCIO Projects webpage at the following address: http://ptoweb.uspto.gov/ptointranet/cisd/cio/projects/projects.html.

	Entry Criteria/Inputs: 

· Approved Solution Design Document

· Updated Requirement Traceability Matrix

· Updated Task Order(s)

· Updated Project Plan
· Updated PREW

· Updated Risk Management Plan

· Development/SIT Environment Set Up

· UI Design Document

· Solution Architecture Document
· Test Plan
· Accepted Requirements Specification or (Use Cases and Supplemental Specifications)

· Production Hardware Acquired
· Production Software Acquired
· Development Hardware Acquired
· Development Software Acquired

	Exit Gate Criteria: (for specific quality criteria and standards, see the activity descriptions) :

· Created and approved Training Environment Configuration Report according to guidelines.
· Created Testing Environment Configuration Report according to specifications.
· Completed CM Build Request Form is accompanied by CM Build Instructions with Version Description Document and is developed according to guidelines and approved by stakeholders.  

· Updated project plan with major activities, milestones and resources according to guidelines that is approved by stakeholders.  

· Updated task order(s).

· Security Test & Evaluation Plan is completed and reviewed according to all appropriate standards and guidelines.
· The Test Specifications and Procedures are developed and Red-Lined.

· The following artifacts are developed: TESW Request Form (if applicable), draft Operational Support Plan, Installation Plan (Testing and Training Sections).
· All developed Software Code is ready for formal testing.

· Updated Requirement Traceability Matrix is approved by stakeholders.

· Complete User Manual is developed to provide support for users new to the project/system.

· User Training Schedule has been created that coordinates all required resources and has been approved by users’ management.
· Contingency Plan created according to guidelines and is approved. 

· Solution Design Document is updated for moving to next phase by stakeholders.
· The necessary stakeholders approve the project and allow it to proceed to the Testing Phase.

· The draft Programmer’s Maintenance Manual has been developed.

· The Training and Testing Environments have been successfully set up and a new Category, Type, and Item has been created in EAMS.

· The Interconnection Security Agreement is developed and completed.

	Roles:

· Business PM’s Senior Management- May be brought in to assist with the Development Phase Go/No Go Decision Meeting if needed.
· Business Project Manager (Business PM)- Helps stand up the environments and leads the User Involvement Testing.  Also assists in developing, creating and reviewing the User Manual and is a part of the Development Phase Go/No Go Decision team.

· OCIO Senior Management- Provides guidance and oversight of OCIO resources.  May be brought in to assist with the Development Phase Go/No Go Decision Meeting if needed.
· OCIO Project Manager (OCIO PM)– Oversees the day-to-day execution of the project plan; proactively informs government resources of upcoming tasks and takes action to remediate resource availability issues with supervisors and group directors; manages the updating of progress by project resources in EPMS; and produces weekly status reports for project stakeholders including designation of all outstanding issues and risks to successful completion of future tasks in this phase.  In the Development Phase, is in charge of securing resources, reassembling the team, standing up the environments, creating the User Manual and organizing the Development Phase Go/No Go Decision.  Also assists with the User Involvement Testing.
· Project Team– The Project Team is made up of individuals that are not explicitly defined in the project plan that may be needed to assist in supporting tasks or decisions and/or have a stake in the success of the project.  Participates in securing resources and reassembling the team and in performing reviews and prioritizing defects/bugs.  Also assists with the creation and review of the Software Code and with the User Involvement Testing.  Serves as an approval authority during the Development Phase Go/No Go Decision Meeting.
· OCIO Customer Liaison – Assists with the development and approval of the Software Code and the Programmer’s Maintenance Manual and in conducting the User Involvement Testing.
· Requirements Lead- Helps update the Requirement Traceability Matrix.

· System Development Lead (SDL)- Supervises the technical aspects of the project’s life cycle.  Specifically assists with standing up the environments, creating and reviewing the Security Test & Evaluation Plan and with the User Involvement Testing.  Also is a lead on developing the software code, conducting the Feature Complete Configuration Management Build, and in conducting the Developer's Regression Test and Red-Line Test Specifications and Procedures.

·  Lead Solution Architect– Helps develop and build the software code.
· Database Administrator (DBA)- Helps stand up the environments.
· Server Manager- Is one of the lead participants in standing up the environments.
· Configuration Manager- Helps stand up the environments and conduct the Feature Complete Configuration Management Build.  Also assists with the developer’s regression tests and in Red-Lining the Test Specifications and Procedures.

· Release Manager- Assists in conducting the Feature Complete Configuration Management Build and the Developer’s Regression Test and in Red-Lining the Test Specifications and Procedures.
· Telecommunication Manager- Assists in standing up the environments.

· Network Manager- Is a lead participant in helping stand up the environments.
· Customer Support- Assists with standing up the environments and in developing and building the software code. 
· Information System Security Officer (IS Security Officer)- Ensures the security integrity of the system.  Creates, updates and reviews the Security Test & Evaluation Plan and helps stand up the environments.  Also assists in the development and review of the Software Code.
· Quality Engineering Team (QE Team)- Focuses on maintaining and ensuring the quality of the documentation and artifacts presented at the Development Phase Go/No Go Decision meeting.

· Section 508 Coordinator- Conducts the Section 508 Compliance Testing.


	Controls: 

a. Federal IT Security Standards and Guidelines
b. Testing Environment Guidelines
c. Software Development Standards and Guidelines
d. Integration Test Procedures and Guidelines
e. Requirements Traceability Matrix Guidelines
f. Defects/Bugs Prioritization Guidelines
g. GUI Testing Guidelines
h. Testing Guidelines
i. Change Management Standards and Guidelines
j. Configuration Management Build Guidelines
k. Developer’s Regression Test Guidelines
l. EAMS Guidelines

m. Programmer’s Maintenance Manual Standards and Guidelines
n. Operational Support Plan Guidelines

o. Installation Plan Guidelines

p. Help Desk Training Manual Standards and Guidelines

q. User Manual Standards and Guidelines

r. Solution Design Standards and Guidelines

s. Project Plan Guidelines

t. Software Quality Assessment Standards and Guidelines

u. Federal Section 508 Compliance Guidelines
v. User Involvement Testing Standards and Guidelines
w. Environment Guidelines
	Other Resources:

Funding

	Artifacts:

Complete Software Code

Testing Environment Configuration Report

Training Environment Configuration Report

Updated Requirement Traceability Matrix

Updated Project Plan

Updated Task Order(s)

Updated User Manual

User Training Schedule

Complete TESW Request Form (if applicable)

Approved Solution Design Document

Create new Category, Type, and Item in EAMS

Draft Operational Support Plan

Complete Security Test & Evaluation Plan

Installation Plan (Testing and Training Sections)

Contingency Plan
Compete Interconnection Security Agreement
Development Go/No Go Decision Form

Training and Testing Environments Set Up

Red-Lined Test Specifications and Procedures
Draft Programmer’s Maintenance Manual

User Involvement Test Result

	Activities:

A41. Secure Resources and Reassemble Team

A42. Create/Update, Review Security Test & Evaluation Plan and Interconnection Security Agreement
A43. Stand Up Environments
A44. Develop, Build, Review, Test, and Approve Software Code and Create User Manual
A45. Conduct User Involvement Testing

A46. Conduct Feature Complete Configuration Management Build 

A47. Conduct Developer’s Regression Test and Red-Line Test Specifications and Procedures
A48. Obtain Development Phase Go/No Go Decision

A49. Daily Review and Prioritize Defects/Bugs

	Measures: 

Actual staff hours expended and calendar schedule 


5.2 Development Phase Activity Descriptions

5.2.1 A41 - Secure Resources and Reassemble Team

	Phase  A4 — Development

	Activity: A41 – Secure Resources and Reassemble Team

	What Happens:  

The project’s needed resources are gathered and the project team is reassembled. 

	Who Does What?  

The OCIO PM and the Project Team
 take the approved Solution Design Document, updated Requirement Traceability Matrix, updated Task Order(s) and updated Project Plan, updated Project Resource Estimate Worksheet, updated Risk Management Plan, Solution Architecture Document, and UI Design Document and the instructions in the Project Plan Guidelines to identify team needs and skills.

The OCIO PM and the Project Team use the identified Team Needs and Team Skills and the instructions in the Project Plan Guidelines to identify the needed team members’ names and to reassemble the Project Team.

	What Comes in: 

Approved Solution Design Document

Updated Requirements Traceability Matrix

Updated Task Order(s)

Updated Project Plan
Updated Project Resource Estimate Worksheet

Updated Risk Management Plan

Solution Architecture Document

UI Design Document

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Project Plan Guidelines

	What is Produced:

Assigned Development Team Names

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	· A411 Identify Team Needs and Skills – The OCIO PM and Project Team use the information in the updated Project Plan, the updated Task Order(s), the updated Requirements Traceability Matrix, the approved Solution Design Document, the updated PREW, the updated Risk Management Plan, the Solution Architecture Document and the UI Design Document, along with the instructions in the Project Plan Guidelines to identify the team skills and team needs.
· A412 Reassemble Project Team – The OCIO PM and Project Team use the identified team skills and team needs and the Project Plan Guidelines to assign the Development Team names.

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


5.2.2 A42 - Create/Update, Review Security Test & Evaluation Plan and Interconnection Security Agreement
	Phase  A4 — Development

	Activity: A42 – Create/Update, Review Security Test & Evaluation Plan and Interconnection Security Agreement

	What Happens:  

The complete Security Test & Evaluation Plan, complete Interconnection Security Agreement and Contingency Plan are created, reviewed and approved before being sent to the Testing Phase.

	Who Does What?  

The Information System Security Officer, assisted by the System Development Lead (SDL) use the information in the Solution Architecture Document and approved Solution Design Document and the instructions in the Federal IT Security Standards and Guidelines to create (or update) and review the Security Test & Evaluation Plan, Interconnection Security Agreement and Contingency Plan.  Once approved, the Security Test & Evaluation Plan, Interconnection Security Agreement and Contingency Plan will be sent to the next phase.

	What Comes in: 

Solution Architecture Document
Approved Solution Design Document

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Federal IT Security Standards and Guidelines

	What is Produced:

Complete Security Test & Evaluation Plan

Contingency Plan
Complete Interconnection Security Agreement

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


5.2.3 A43 - Stand Up Environments
	Phase  A4 — Development

	Activity: A43 – Stand Up Environments

	What Happens:  

The project team stands up the environments.  

	Who Does What?  

The Telecommunication Manager, Server Manager, Network Manager, and Database Administrator (DBA) gather the approved Solution Design Document, the User Approved Software Code and the updated User Manual.  Using the information in these artifacts and the instructions laid out in the Environment Guidelines, the participants set up the Training and Testing Environments.

The OCIO PM, SDL, Server Manager, Business Project Manager (Business PM) and Configuration Manager use the set up Training and Testing Environments, along with the steps in the Environment Guidelines to draft the Operational Support Plan.

The Telecommunication Manager, DBA, Server Manager, Network Manager and Information System Security Officer take the draft Operational Support Plan and the acquired Production Hardware and Software and set up the production environment according to the standards set forth in the Environment Guidelines.

Once the production environment has been set up, the SDL, Business PM, Customer Support and OCIO PM use the information gathered after the Production Environment has been set up, along with the instructions in the Environment Guidelines and Help Desk Training Manual Standards and Guidelines to create and/or update the User Training Schedule.  If any updates or revisions are needed, the participants in this activity will alter the document(s) as needed.
Using the information in the set up Training and Testing Environments, approved Solution Design Document and User Approved Software Code, the Network Manager, Telecommunication Manager, OCIO PM, Server Manager, Configuration Manager, SDL and DBA create the complete Testing Environment Configuration Report and the complete Training Environment Configuration Report.  The participants will follow the rules set forth in the Environment Guidelines in this activity.

The Information System Security Officer (ISSO), Server Manager, Business PM, OCIO PM, SDL and Customer Support create a new category, type and item in EAMS using the instructions in the EAMS Guidelines and the information in the approved Solution Design Document and User Approved Software Code.

The Information System Security Officer (ISSO), Network Manager, Business PM, OCIO PM, SDL, Server Manager and Customer Support complete the TESW Request Form (if applicable) using the instructions in the Testing Environment Guidelines and the information in the approved Solution Design Document and User Approved Software Code.

The Server Manager, Business PM, ISSO, Telecommunication Manager, OCIO PM, SDL, DBA, and Customer Support create or update the draft Operational Support Plan following the instructions in the Operational Support Plan Guidelines and using the information in the approved Solution Design Document and User Approved Software Code.
The Server Manager, Business PM, ISSO, Telecommunication Manager, Network Manager, Configuration Manager, OCIO PM, SDL, DBA, and Customer Support create or update the Installation Plan (Testing and Training Sections) following the instructions in the Installation Plan Guidelines and, once the Hardware and Operational Requirements have been fulfilled, using the information in the approved Solution Design Document and User Approved Software Code.

	What Comes in: 
Approved Solution Design Document
User Approved Software Code

Production Hardware Acquired

Production Software Acquired

Updated User Manual

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Environment Guidelines
Help Desk Training Manual Standards and Guidelines
EAMS Guidelines

Operational Support Plan Guidelines

Testing Environment Guidelines

Installation Plan Guidelines

	What is Produced:
Training and Testing Environments Set Up
Complete User Training Schedule

Create new Category, Type, and Item in EAMS

Complete TESW Request Form (if applicable)

Draft Operational Support Plan

Complete Training Environment Configuration Report

Complete Testing Environment Configuration Report

Installation Plan (Testing and Training Sections)

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	· A431 Set Up Training and Testing Environments – The Telecommunication Manger, Network Manager, Server Manager and DBA use the information in the approved Solution Design Document, updated User Manual and User Approved Software Code and the instructions in the Environment Guidelines to set up the Training and Testing Environments.

· A432 Draft Operational Support Plan – The OCIO PM, SDL, Server Manager, Business PM, and Configuration Manager draft the Operational Support Plan using the steps in the Environment Guidelines and the information in the set up Training and Testing Environments.

· A433 Stand Up Hardware and Software – The Telecommunication Manger, DBA, Server Manager, Network Manager, and Information System Security Officer (ISSO) use the draft Operational Support Plan, acquired Production Hardware and acquired Production Software and the steps found in the Environment Guidelines to set up the Production Environment for the project.

· A434 Create/Update Training Schedule – The SDL, Business PM, Customer Support and OCIO PM take the set up Production Environment and create the complete User Training Schedule while following the standards in the Environment Guidelines and the Help Desk Training Manual Standards and Guidelines.
· A435 Create Environment Configuration Reports – The Network Manager, Telecommunication Manager, OCIO PM, Server Manager, Configuration Manager, SDL and DBA use the information in the approved Solution Design Document, set up Training and Testing Environments, and User Approved Software Code and the instructions in the Environment Guidelines to create the complete Environment Configuration Reports for Testing and Training.
· A436 Create New Category, Type, and Item in EAMS – The ISSO, Server Manager, Business PM, OCIO PM, SDL and Customer Support use the information in the approved Solution Design Document and User Approved Software Code and the instructions in the EAMS Guidelines to create new Category, Type, and Item in EAMS.
· A437 Create/Update TESW Request Form (if applicable) – The ISSO, Network Manager, OCIO PM, SDL, Customer Support, Server Manager, and Business PM use the information in the approved Solution Design Document and User Approved Software Code and the instructions in the Testing Environment Guidelines to create or update the TESW Request Form (if applicable). 
· A438 Create/Update Draft Operational Support Plan – The Server Manager, Business PM, ISSO, Telecommunication Manager, OCIO PM, SDL, DBA, and Customer Support use the information in the approved Solution Design Document and User Approved Software Code and the instructions in the Operational Support Plan Guidelines to create or update the draft Operational Support Plan.
· A439 Create/Update Installation Plan (Testing and Training Sections) – The Server Manager, Business PM, ISSO, Telecommunication Manager, Network Manager, Configuration Manager, OCIO PM, SDL, DBA, and Customer Support use the information in the approved Solution Design Document and User Approved Software Code, once the Hardware and Operational Requirements are fulfilled,  and the instructions in the Installation Plan Guidelines to create or update the Installation Plan for the Testing and Training Sections.

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


5.2.4 A44 - Develop, Build, Review, Test, and Approve Software Code and Create User Manual
	Phase  A4 — Development

	Activity: A44 – Develop, Build, Review, Test, and Approve Software Code and Create User Manual

	What Happens:  

The project’s Software Code is created, reviewed, tested and approved.  The User Manual is created as well.

	Who Does What?  

The System Development Lead (SDL) and the Project Team
 gather the approved Solution Design Document, set up Development/SIT Environment, UI Design Document, Solution Architecture Document, acquired Development Hardware, acquired Development Software and the assigned Development Team Names and develop and build the Software Code using the Software Development Standards and Guidelines as a reference.

The Software Code, approved Solution Design Document, set up Development/SIT Environment, UI Design Document, acquired Development Hardware, acquired Development Software, Solution Architecture Document and the assigned Development Team Names are sent to the SDL, who is assisted by the Project Team.  The SDL conducts Unit Testing and produces the updated Solution Design Document (Unit Test Sections Only) and Developer Tested Software Codes using these artifacts and activities and the steps/standards contained in the Solution Design Standards and Guidelines.  If a discrepancy report is filed during this activity, the project falls back to the previous activity to have its Software Codes redeveloped.  If the Unit Testing is successful, the Developer Tested Software Codes and updated Solution Design Document (Unit Test Section Only) are sent to the next activity.

The SDL and Lead Solution Architect conduct a peer review of the updated Solution Design Document (Unit Test Section Only) and the Developer Tested Software Codes using the Software Development Standards and Guidelines and the Software Quality Assessment Standards and Guidelines as references.  If the Software Code is not approved, it is sent back to the beginning of the activity (A441) for redevelopment and if a Discrepancy Report is found, it is sent to Activity A49 for review.  If approved, the Development Team Approved Software Code goes on to the next activities.

The SDL, Lead Solution Architect, Information System Security Officer and Requirements Lead use the Development Team Approved Software Code and the Requirement Traceability Matrix updated in the Design Phase, along with the instructions in the Requirements Traceability Matrix Guidelines to update the Requirements Traceability Matrix.  The RTMx has to map to the Development Team Approved Software Code.
The SDL, the Project Team and OCIO Customer Liaison use the Development Team Approved Software Code to conduct the Integration Testing while following the standards set forth in the Integration Test Procedures and Guidelines.  If a Discrepancy Report is found, it is sent to Activity A49 for review.  If the testing is successfully completed, the Development Team Approved Software Code is sent to the next activity.
Using the information in the Development Team Approved Software Code, the Section 508 Coordinator and SDL conduct the Section 508 Compliance Testing.  The Federal Section 508 Compliance Testing Guidelines are followed during this activity.  Any Discrepancy Reports found are sent to Activity A49 for review.  If the testing is successfully completed, the Development Team Approved Software Code is sent to the next activity.
The SDL, Business Project Manager, OCIO PM and Customer Support use the information in the Development Team Approved Software Code and the instructions in the User Manual Standards and Guidelines to create the complete User Manual.
The SDL, Project Team and Lead Solution Architect create and/or update the draft Programmer’s Maintenance Manual using the information in the Development Team Approved Software Code.  The draft Programmer’s Maintenance Manual is created/updated flowing the instructions and examples in the Programmer’s Maintenance Manual Standards and Guidelines.

	What Comes in: 

Approved Solution Design Document
Solution Architecture Document

Assigned Development Team Names

Updated Requirements Traceability Matrix
UI Design Document
Development/SIT Environment Set Up
Development Hardware Acquired
Development Software Acquired

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Software Development Standards and Guidelines

Integration Test Procedures and Guidelines

Software Quality Assessment Standards and Guidelines
Requirements Traceability Matrix Guidelines
Federal Section 508 Compliance Guidelines

Solution Design Standards and Guidelines

Programmer’s Maintenance Manual Standards and Guidelines

User Manual Standards and Guidelines

	What is Produced:

Updated Requirement Traceability Matrix

Development Team Approved Software Code
DR Found
Complete User Manual
Draft Programmer’s Maintenance Manual

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	· A441 Develop and Build Software Code – The SDL and the Project Team use the information in the approved Solution Design Document, UI Design Document, Solution Architecture Document, acquired  Development Hardware, acquired Development Software, along with the assigned Development Team Names and set up Development/SIT Environment, to develop and build the Software Code while following the instructions in the Software Development Standards and Guidelines.
· A442 Conduct Unit Testing – The SDL and the Project Team use the Software Code, UI Design Document, Solution Design Document, assigned Development Team Names, Solution Architecture Document, acquired Development Hardware, acquired Development Software and set up Development/SIT Environment to conduct the Unit Testing and produce the updated Solution Design Document (Unit Test Section Only) and Developer Tested Software Codes while following the instructions in the Solution Design Standards and Guidelines.  If the testing results in the creation of a Discrepancy Report, the codes are sent back to A441 for revisions.

· A443 Conduct Peer Review and Approve Software Code – The SDL and Lead Solution Architect conduct a peer review of the Developer Tested Software Codes and updated Solution Design Document (Unit Test Section Only) using the directions in the Software Development Standards and Guidelines and Software Quality Assessment Standards and Guidelines.  If these artifacts successfully pass the peer review, they move onto later activities, and if not, they are sent to A441 for revision.  If a Discrepancy Report is found, it is sent to Activity A49 for review.
· A444 Update Requirements Traceability Matrix – The SDL, Lead Solution Architect, ISSO and Requirements Lead update the Requirements Traceability Matrix using the information in the Development Team Approved Software Code and in the Requirement Traceability Matrix updated in the Design Phase while following the instructions in the Requirements Traceability Matrix Guidelines.  The RTMx has to map to the Development Team Approved Software Code.
· A 445 Conduct Integration Testing – The SDL, Project Team and OCIO Customer Liaison use the information in the Development Team Approved Software Codes to conduct the Integration Testing while following the instructions in the Integration Test Procedures and Guidelines.  If a Discrepancy Report is found, it is sent to Activity A49 for review.
· A446 Conduct Section 508 Compliance Testing – The Section 508 Coordinator and SDL use the information in the Development Team Approved Software Code and the instructions in the Federal Section 508 Compliance Guidelines to conduct the Section 508 Compliance Guidelines.  Any Discrepancy Reports found during this testing are sent to A49.
· A447 Create User Manual – The SDL, Business PM, OCIO PM and Customer Support use the information in the Development Team Approved Software Code and the instructions in the User Manual Standards and Guidelines to create the User Manual.
· A448 Create/Update Programmer’s Maintenance Manual – The SDL, Project Team and Lead Solution Architect use the information in the Development Team Approved Software Code to create and/or update the draft Programmer’s Maintenance Manual according to the instructions in the Programmer’s Maintenance Manual Standards and Guidelines.

	Helpful Hints:
The UI Design Document contains, at the minimum, any information collected via prototyping in the form of Screen Mockups and Screen Flows.  For all projects, ensure that the project’s architecture will properly and successfully integrate with existing system architecture.

	The Roles marked in Green and Italicized are the Lead Roles for that activity


5.2.5 A45 - Conduct User Involvement Testing
	Phase  A4 — Development

	Activity: A45 – Conduct User Involvement Testing

	What Happens:  

The User Involvement Testing is conducted.

	Who Does What?  

The System Development Lead (SDL), OCIO Customer Liaison, Project Team, and OCIO Project Manager (OCIO PM) present the updated Requirement Traceability Matrix, UI Design Document, Solution Design Document, draft Programmer’s Maintenance Manual, Requirements Specification or (Use Cases and Supplemental Specifications), complete User Manual and Development Team Approved Software Code to the Business Project Manager (Business PM).  The Business PM then performs User Involvement Testing on the GUI and either approves or rejects the Software Code.  If any new requirements are discovered, the project will follow the Project Change Control Process to assess, analyze and either reject or accept the proposed changes.  The User Manual is also updated during this activity and the User Involvement Test Result is produced.  The GUI Testing Guidelines, User Involvement Testing Standards and Guidelines and Change Management Standards and Guidelines are following during this activity.  If accepted and approved, the User Approved Software Code is sent to the next activity.  If a Discrepancy Report is found, it is sent to activity A49 for review and prioritization.

	What Comes in: 

Updated Requirement Traceability Matrix
Solution Design Document

Requirements Specification or (Use Cases and Supplemental Specifications)

Complete User Manual
Development Team Approved Software Code
UI Design Document

Draft Programmer’s Maintenance Manual

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

GUI Testing Guidelines

Change Management Standards and Guidelines
User Involvement Testing Standards and Guidelines

	What is Produced:

User Approved Software Code
Updated User Manual

User Involvement Test Result

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	

	Helpful Hints:
The UI Design Document contains, at the minimum, any information collected via prototyping in the form of Screen Mockups and Screen Flows.  For all projects, ensure that the project’s architecture will properly and successfully integrate with existing system architecture.
Please note that if this is a new project or if new major changes are being introduced, the Project Team is required to create/update the Solution Architecture Document and Solution Design Document accordingly.  If done properly, all information that would be included in the Programmer’s Maintenance Manual will be covered in these two architecture documents.  However, if the project is a maintenance release or if the changes made to the system are minor, the Project Team has the option of simply updating the Programmer’s Maintenance Manual if they so decide.

	The Roles marked in Green and Italicized are the Lead Roles for that activity


5.2.6  A46 - Conduct Feature Complete Configuration Management Build

	Phase  A4 — Development

	Activity: A46 – Conduct Feature Complete Configuration Management Build

	What Happens:  

The User Approved Software Code, Test Plan and Accepted Requirements Specification or (Use Cases and Supplemental Specifications) are used to conduct the Feature Complete Configuration Management Build.

	Who Does What?  

The Release Manager, System Development Lead (SDL), and Configuration Manager use the User Approved Software Code, the Test Plan and the accepted Requirements Specification or (Use Cases and Supplemental Specifications) and the instructions in the Configuration Management Build Guidelines and Developer’s Regression Test Guidelines to create the CM Build Instructions with Version Description Document.

The SDL, Release Manager and Configuration Manager use the information in the CM Build Instructions with Version Description Document and the instructions in the Configuration Management Build Guidelines and Developer's Regression Test Guidelines to create and approve the CM Build Request Form.

The SDL, Release Manager and Configuration Manager use the information in the CM Build Request Form and the instructions in the Configuration Management Build Guidelines and Developer’s Regression Test Guidelines to create, review and approve the Feature Complete Configuration Management Build.

The Release Manager, SDL, and Configuration Manager use the information in the Test Plan, accepted Requirements Specification or (Use Cases and Supplemental Specifications and User Approved Software Code and the instructions in the Configuration Management Build Guidelines and Developer’s Regression Test Guidelines to create the complete Test Specifications and Procedures.

	What Comes in: 

User Approved Software Code

Test Plan

Accepted Requirements Specification or (Use Cases and Supplemental Specifications)

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Configuration Management Build Guidelines

Developer’s Regression Test Guidelines

	What is Produced:

CM Build Instructions with Version Description Document
CM Build Request Form

Feature Complete Configuration Management Build

Complete Test Specifications and Procedures

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	· A461 Create, Review and Approve CM Build Instructions – The Release Manager, SDL and Configuration Manager use the information in the Test Plan, Accepted Requirements Specification or (Use Cases and Supplemental Specifications) and User Approved Software Code and the instructions in the Configuration Management Build Guidelines and Developer’s Regression Test Guidelines to create, review and approve the CM Build Instructions with Version Description Document.
· A462 Complete and Approve CM Build Request Form – The Release Manager, SDL and Configuration Manager use the information in the CM Build Instructions with Version Description Document and the instructions in the Configuration Management Build Guidelines and Developer’s Regression Test Guidelines to complete and approve the CM Build Request Form.
· A463 Create, Review and Approve Feature Complete CM Build – The Release Manager, SDL and Configuration Manager use the information in the CM Build Request Form and the instructions in the Configuration Management Build Guidelines and Developer’s Regression Test Guidelines to create, review and approve the Feature Complete CM Build.

· A464 Create, Review and Approve Complete Test Specifications and Procedures – The Release Manager, SDL and Configuration Manager use the information in the Test Plan, Accepted Requirements Specification or (Use Cases and Supplemental Specifications) and User Approved Software Code and the instructions in the Configuration Management Build Guidelines and Developer’s Regression Test Guidelines to create, review and approve the Complete Test Specifications and Procedures.

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


5.2.7   A47 - Conduct Developer’s Regression Test and Red-Line Test Specifications and Procedures
	Phase  A4 — Development

	Activity: A47 – Conduct Developer’s Regression Test and Red-Line Test Specifications and Procedures

	What Happens:  

The Release Manager, System Development Lead (SDL) and Configuration Manager conduct the Developer’s Regression Test and Red-Line the Test Specifications and Procedures.

	Who Does What?  

The Release Manager, SDL, and Configuration Manager use the information in the updated Requirements Traceability Matrix, Feature Complete Configuration Management Build, the complete Test Specifications and Procedures, the CM Build Instructions with Version Description Document and the CM Build Request Form, along with the instructions in the Configuration Management Build Guidelines and Developer’s Regression Test Guidelines, to develop the complete Software Code.  If a Discrepancy Report is found, it is sent to either activity A46 or A49 for resolution.  
The participants also Red-Line the Test Specifications and Procedures and update the Requirements Traceability Matrix using the aforementioned artifacts in addition to the complete Test Specifications and Procedures.  The RTMx has to map to the Test Specifications and Procedures.  The instructions in the Configuration Management Build Guidelines and Developer’s Regression Test Guidelines will be followed during this process.

	What Comes in: 

Feature Complete Configuration Management Build
CM Build Instructions with Version Description Document

CM Build Request Form
Updated Requirements Traceability Matrix

Complete Test Specifications and Procedures

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Configuration Management Build Guidelines

Developer’s Regression Test Guidelines

	What is Produced:

Complete Software Code
Red-Lined Test Specifications and Procedures

Updated Requirements Traceability Matrix

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


5.2.8 A48 - Obtain Development Phase Go/No Go Decision

	Phase  A4 — Development

	Activity: A48 – Obtain Development Phase Go/No Go Decision

	What Happens:  

The artifacts produced in the Development Phase are reviewed and approved by the Project Team who will determine if all the criteria for a successful Development Phase have been met.  If all goals have been met and all appropriate documents have been completed, the project will be allowed to continue to the Testing Phase.

	Who Does What?
The OCIO Project Manager (OCIO PM) and Business Project Manager (Business PM) present the complete Testing Environment Configuration Report, complete Training Environment Configuration Report, complete User Training Schedule, created new Category, Type and Item in EAMS, complete TESW Request Form (if applicable), draft Operational Support Plan, Installation Plan (Testing and Training Sections), Red-Lined Test Specifications and Procedures, updated Project Resource Estimate Worksheet, updated Risk Management Plan, updated Project Plan, set up Training and Testing Environments and complete Software Code to the Project Team that was assembled at the beginning of the Development Phase, represented by the Project Team
 role, and the Quality Engineering Team (QE Team) for approval.  If any disputes or issues arise during the approval process, the project team may ask the OCIO Senior Management and the Business PM’s Senior Management for assistance.  The project team will review the artifacts against the standards and examples in the Testing Guidelines, Software Development Standards and Guidelines, and GUI Testing Guidelines to ensure that the project has completed all required artifacts and activities and gathered all needed information for the project to be safely allowed to enter the Testing Phase.  Once approved, the project team completes the Development Phase Go/No Go Decision Form.
The Project Plan and Task Order(s) are also updated during this phase by the OCIO PM and the Business PM.

	What Comes in: 

Complete Testing Environment Configuration Report
Complete Training Environment Configuration Report

Complete User Training Schedule

Training and Testing Environments Set Up

Create new Category, Type and Item in EAMS

Complete TESW Request Form (if applicable)

Draft Operational Support Plan

Installation Plan (Testing and Training Sections) 

Red-Lined Test Specifications and Procedures

 Updated Project Resource Estimate Worksheet 

Updated Risk Management Plan

Complete Software Code

Updated Project Plan

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Testing Guidelines

Software Development Standards and Guidelines

GUI Testing Guidelines

	What is Produced:

Updated Project Plan

Updated Task Order(s)
Development Phase Go/No Go Decision Form

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


5.2.9 A49 – Daily Review and Prioritize Defects/Bugs

	Phase  A4 — Development

	Activity: A49 – Daily Review and Prioritize Defects/Bugs

	What Happens:  

Any discovered defects or bugs are reviewed and prioritized for action by members of the Project Team.

	Who Does What?  

The Project Team
 reviews and prioritizes the bugs and/or defects listed in any Discrepancy Report(s) created during the Development Phase according to the instructions set forth in the Defects/Bugs Prioritization Guidelines.

	What Comes in: 

Discrepancy Reports

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Defects/Bugs Prioritization Guidelines

	What is Produced:

Do not Fix DR(s)
DR(s) with cost and schedule impact

Fix DR(s) in this release (no impact cost and schedule)

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


6 Testing Phase

6.1 Testing Phase Description

	Phase: A5. Testing

	Phase Stakeholders: 
Business Project Manager (Business PM); OCIO Senior Management; OCIO Project Manager (OCIO PM); Project Team; Requirements Lead; System Development Lead (SDL); Lead Solution Architect; Database Administrator (DBA); Server Manager; Configuration Manager; Release Manager; Test Team; Operations Manager; Telecommunication Manager; Network Manager; Customer Support; Information System Security Officer (IS Security Officer); Information Technology Security facilitator (IT Security Facilitator); Quality Engineering Team (QE Team); Section 508 Coordinator; Trainer

	Description:  The Testing Phase provides the steps and necessary approach to examine the network(s) and environment(s) that the project will be using, along with the project code itself, for faults or bugs that may inhibit the projects ability to perform its intended function.  Any discovered bugs will be examined and corrected.  If any changes are requested or needed, the project team members will refer to the instructions and documents detailing the Project Change Control Process.  This information can be found on the OCIO Projects webpage at the following address: http://ptoweb.uspto.gov/ptointranet/cisd/cio/projects/projects.html.

	Entry Criteria/Inputs: 

· Complete Testing Environment Configuration Report

· Approved Solution Design Document

· Updated Project Plan

· Updated Task Order(s)

· Updated Requirement Traceability Matrix

· Complete Test Plan

· CM Build Instructions with Version Description Document

· CM Build Request Form

· Complete Software Code

· Deployment Forms

· Complete Red-Lined Test Specifications and Procedures
· Complete User Manual

· Complete User Training Schedule

· Complete Training Environment Configuration Report
· User Test Result

· Draft Programmer’s Maintenance Manual

· Complete Security Test & Evaluation Plan
· Contingency Plan

	Exit Gate Criteria:

· Approved Operation Readiness Review Summary to confirm that the project is sufficiently prepared and able to be advanced toward the Deployment Phase without major incident.  

· Updated Requirement Traceability Matrix to track the project’s requirements.  

· Trained system users and help desk.

· Completed Installation Plan (Production Section) is reviewed to provide a clear set of instructions on how to properly take the system to production and has been approved by stakeholders.

· Completed and reviewed Production Environment Configuration Report to paint a clear picture of what the users/testers can expect when dealing with the production environment.

· Completed Operational Support Plan according to guidelines and approved by stakeholders.

· AIS Operational Summary and Installation Plan are completed to the specifications in the Environment Installation Guidelines.
· The updated System Security Plan, updated Contingency Plan, draft Security Risk Assessment Report, draft Plan of Actions & Milestones, and draft Contingency Plan Test Report are created and reviewed.

· Programmer’s Maintenance Manual updated to reflect any changes made during the Testing Phase.

· IT Support Announcement is prepared for release.

	Roles:

· Business Project Manager (Business PM) - Assists with User Training, Help Desk training, User Acceptance testing and independent testing.  Also helps prepare the IT Support Announcement.
· OCIO Senior Management- Provides guidance and oversight of OCIO resources.  May be brought in to assist with the Operation Readiness Review if needed.

· OCIO Project Manager (OCIO PM) – Oversees the day-to-day execution of the project plan; proactively informs government resources of upcoming tasks and takes action to remediate resource availability issues with supervisors and group directors; manages the updating of progress by project resources in EPMS; and produces weekly status reports for project stakeholders including designation of all outstanding issues and risks to successful completion of future tasks in this phase.  Within the Testing Phase, the OCIO PM oversees the reassembling of the team, the gathering and securing of needed resources, helps conduct the user training, help desk training, independent testing, and User Acceptance testing.  Also helps prepare the IT Support Announcement and assists with the Operation Readiness Review.
· Project Team – The Project Team is made up of individuals that are not explicitly defined in the project plan that may be needed to assist in supporting tasks or decisions and/or have a stake in the success of the project.  The Project Team assists in supporting tasks or decisions, participates in securing resources, is a part of the User Acceptance testing and helps prepare and conduct the Operation Readiness Review. 
· Requirements Lead - Updates the Requirement Traceability Matrix. 
· System Development Lead (SDL) - Oversees the technical aspects of a project’s life cycle.  The SDL is specifically involved in conducting user and Help Desk training, preparing production server and client environments, conducting USPTO CM build and deploying it to the testing environment and conducting independent testing.  Also oversees the creation, review and approval of the security documentation and the preparation of the IT Support Announcement.
· Lead Solution Architect – Helps conduct the independent testing. 
· Database Administrator (DBA) - Assists in the preparation of the production server and client environments and assists in the Operation Readiness Review.  Also supports the independent testing and User Acceptance Testing. 
· Server Manager - Oversees the preparation of the production server and client environments, the conduction of the USPTO CM Build and deployment to the testing environment, and the user acceptance testing.  Is also involved with the operation readiness review.

· Configuration Manager - Helps conduct both the USPTO CM build and its deployment to the testing environment.  Is part of the team that conducts the User Acceptance Testing and prepares/conducts the Operation Readiness Review.

· Release Manager - Assists in the preparation of the production server and client environments, the USPTO CM build and deployment to testing environment, the independent testing, the user and Help Desk Training, the User Acceptance Testing, and the Operation Readiness Review.

· Test Team – Assists with the Independent Testing and helps conduct the Operation Readiness Review.

· Operations Manager - Serves as the approval authority of the Operation Readiness Review. 
· Telecommunication Manager - Assists in the preparation of the production server and client environments.

· Network Manager - Assists in the preparation of the production server and client environments and with the independent testing.
· Customer Support- Assists with the user and help desk training.
· Information System Security Officer (IS Security Officer) - Ensures the security integrity of the system.  In the Testing Phase, the IS Security Officer assists in preparing the production server and client environments in addition to coordinating the independent testing.  Is also responsible for helping create and review the security documentation. 
· Information Technology Security Facilitator (IT Security Facilitator) – Assists with the Contingency Testing and Security Certification Testing.
· Quality Engineering Team (QE Team) - Helps ensure the project’s Testing Phase documentation is complete and sufficient to allow it to proceed to the Deployment Phase during the Operation Readiness Review.

· Section 508 Coordinator- Assists with the independent testing.
· Trainer – Oversees and conducts the Help Desk and User Training.

	Controls: 

a. User Training Standards and Guidelines

b. Project Plan Guidelines 
c. Test Plan Specifications and Procedures
d. Environment Installation Guidelines

e. USPTO CM Build Guidelines

f. Testing Deployment Standards and Guidelines

g. Testing Standards and Guidelines
h. Defects/Bugs Prioritization Guidelines

i. System Integration Testing Standards and Guidelines

j. Requirement Testing Standards and Guidelines

k. Requirements Traceability Matrix Guidelines

l. User Acceptance Testing Standards and Guidelines
m. Federal Section 508 Compliance Guidelines

n. Operation Readiness Standards and Guidelines

o. Federal IT Security Testing Standards and Guidelines

p. Operational Support Standards and Guidelines
q. IT Support Announcement Guidelines
	Other Resources:

Funding

	Artifacts:

Complete Installation Plan (Production Section)
Complete Production Environment Configuration Report

Complete Operational Support Plan

AIS Operational Summary

Installation Plan
Users Trained

Help Desk Trained

Updated Requirement Traceability Matrix

Approved Operation Readiness Summery and Testing Phase Go/No Go Decision Form
Updated System Security Plan

Updated Contingency Plan

Draft Plan of Actions & Milestones (POA&M)

Draft Security Risk Assessment Report

Draft Contingency Plan Test Report
Complete Test Reports

Assigned Testing Team Names

Ready Testing Environment
Updated Programmer’s Maintenance Manual
Built Client Push Package

Prepared IT Support Announcement

	Activities: 


A51. Secure Resources and Reassemble Team

A52. Conduct User/Help Desk Training

A53. Prepare Production Server and Client Environments

A54. Conduct USPTO CM Build and Deploy to Testing Environment

A55. Conduct Independent Testing

A56. Prepare and Conduct Operation Readiness Review

A57. Create/Review and Approve Security Documentation
A58. Conduct User Acceptance Testing


	Measures: 

Actual staff hours expended and calendar schedule 


6.2 Testing Phase Activity Descriptions

6.2.1 A51 - Secure Resources and Reassemble Team

	Phase  A5 — Testing

	Activity: A51 – Secure Resources and Reassemble Team

	What Happens:  

The project team is reassembled and prepares for the Testing Phase.  The names of the members of the Testing team are also produced during this activity.

	Who Does What?  

The OCIO PM and Project Team
 use the information in the approved Solution Design Document, updated Project Plan, complete Testing Environment Configuration Report, complete Test Plan, updated Requirement Traceability Matrix and updated Task Order(s) and the instructions in the Project Plan Guidelines to identify the team needs and skills for the Testing Phase
The OCIO PM and Project Team use the identified team needs and skills, along with the instructions in the Project Plan Guidelines to reassemble the project team and assign the Testing Team names.

	What Comes in: 

Complete Testing Environment Configuration Report

Updated Project Plan

Approved Solution Design Document

Updated Task Order(s)
Updated Requirements Traceability Matrix

Complete Test Plan

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Project Plan Guidelines

	What is Produced:

Assigned Testing Team Names

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	· A511 Identify Team Needs and Skills – The OCIO PM and Project Team use the information in the approved Solution Design Document, updated Project Plan, complete Testing Environment Configuration Report, complete Test Plan, updated Requirement Traceability Matrix and updated Task Order(s), along wit h the instructions in the Project Plan Guidelines to identify the team skills and team needs.
· A512 Reassemble Project Team – The OCIO PM and Project Team use the identified team skills and team needs and the instructions in the Project Plan Guidelines to assign the Testing Team names.

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


6.2.2 A52 - Conduct User Training

	Phase  A5 — Testing

	Activity: A52 – Conduct User/Help Desk Training

	What Happens:  

Using the complete Operational Support Plan, complete Training Environment Configuration Report, User Training Schedule and User Manual, the participants will prepare for and conduct the Help Desk and User Trainings.

	Who Does What?  

Using the information in the complete Operational Support Plan and the instructions in the User Training Standards and Guidelines, the Systems Development Lead (SDL), Release Manager, Trainer and Customer Support prepare for the Help Desk Support Training.
Once the Help Desk Training has been properly prepared for, the OCIO PM, Customer Support, Release Manager, Trainer and Business PM will use the complete Training Environment Configuration Report and the User Training Standards and Guidelines to conduct the Help Desk Support Training.

The SDL, Trainer and Customer Support use the complete Training Environment Configuration Report, along with the complete User Training Schedule and complete User Manual and the instructions in the User Training Standards and Guidelines to conduct the User Training.

	What Comes in: 

Complete User Manual

Complete User Training Schedule

Complete Training Environment Configuration Report
Complete Operational Support Plan

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

User Training Standards and Guidelines

	What is Produced:

Users Trained
Help Desk Trained

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	· A521 Prepare Help Desk Support Training – The Customer Support, Trainer, Release Manager and SDL use the information in the complete Operational Support Plan and the instructions in the User Training Standards and Guidelines to prepare for the Help Desk Support Training.
· A522 Conduct Help Desk Support Training – The OCIO PM, Customer Support, Release Manager, Trainer and Business PM use the preparations for the Help Desk Training and the information in the complete Training Environment Configuration Report to conduct the Help Desk Support Training.

· A523 Conduct User Training – The Customer Support, Trainer and SDL use the complete Training Environment Configuration Report, complete User Training Schedule and complete User Manual to conduct the User Training.

	Helpful Hints:
It is mandatory for all new projects and strongly recommended for all medium sized and larger projects to conduct Help Desk Support Training according to A522.

	The Roles marked in Green and Italicized are the Lead Roles for that activity


6.2.3 A53 - Prepare Production Server and Client Environments

	Phase  A5 — Testing

	Activity: A53 – Prepare Production Server and Client Environments

	What Happens:  

The AIS Operational Summary, complete Installation Plan (Production Section), complete Production Environment Configuration Report, Installation Plan, and complete Operational Support Plan are created during this activity.

	Who Does What?  

The System Development Lead (SDL), Telecommunication Manager, Database Administrator (DBA), Release Manager, Network Manager, Information System Security Officer and Server Manager use the information in the approved Solution Design Document and complete Testing Environment Configuration Report, along with the assigned Testing Team Names to produce the complete Operational Support Plan, complete Installation Plan (Production Section), complete Production Environment Configuration Report, AIS Operational Summary and Installation Plan.  The Environment Installation Guidelines and Operational Support Standards and Guidelines will be referenced during this activity to ensure the stability of the environment and server while the Information System Security Officer will enforce all security protocols and procedures.

	What Comes in: 

Approved Solution Design Document

Assigned Testing Team Names

Complete Testing Environment Configuration Report

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Environment Installation Guidelines
Operational Support Standards and Guidelines 

	What is Produced:

Complete Installation Plan (Production Section)
Complete Production Environment Configuration Report

Complete Operational Support Plan

AIS Operational Summary

Installation Plan

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


6.2.4 A54 - Conduct USPTO CM Build and Deploy to Testing Environment

	Phase  A5 — Testing

	Activity: A54 – Conduct USPTO CM Build and Deploy to Testing Environment

	What Happens:  

The project’s Testing Environment is created, reviewed and approved. Once ready, the Testing Environment is sent to the next activity.

	Who Does What?  

Taking the CM Build Instructions with Version Description Document, CM Build Request Form, complete Software Code, Deployment Forms, the complete Testing Environment Configuration Report, and the assigned Testing Team Names, the Configuration Manager, System Development Lead (SDL), Release Manager, and Server Manager create and prepare the Testing Environment using the instructions in the USPTO CM Build Guidelines and Testing Deployment Standards and Guidelines.  If successfully deployed, the ready Testing Environment will be sent to the next activities to serve as the basis for the Independent Testing and User Acceptance Testing.

	What Comes in: 

CM Build Instructions with Version Description Document

CM Build Request Form

Complete Software Code

Deployment Forms

Assigned Testing Team Names 
Complete Testing Environment Configuration Report

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

USPTO CM Build Guidelines

Testing Deployment Standards and Guidelines

	What is Produced:

Testing Environment Ready

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


6.2.5 A55 - Conduct Independent Testing

	Phase  A5 — Testing

	Activity: A55 – Conduct Independent Testing

	What Happens:  

The projects requirements and system is tested within the ready Testing Environments and according to a variety of testing guidelines, regulations and procedures to determine if the project performs as intended. 

	Who Does What?  
Using the information in the complete Red-Lined Test Specifications and Procedures and complete Test Plan, along with the ready Testing Environment, the Release Manager, Network Manager, Test Team, System Development Lead (SDL), Section 508 Coordinator, and Lead Solution Architect conduct the Independent Requirements and Section 508 Testing.  This testing is performed in accordance with the instructions and examples provided in the Requirement Testing Standards and Guidelines, Federal Section 508 Compliance Guidelines and Test Plan Specifications and Procedures.  Any discrepancy reports found during the testing are sent to A558 while the updated Test Reports are sent to activities A552 and A553.

Using the updated Test Reports, the Database Administrator (DBA), Release Manager, Business PM, Test Team and SDL conduct the Performance, High Availability, and/or Redundancy Testing while following the Testing Standards and Guidelines.  The updated Test Reports produced in this activity are sent to A554 and A556 while any found discrepancy reports are sent to A558.

The Release Manager, Business PM, SDL, Test Team and DBA follow the System Integration Testing Standards and Guidelines to conduct the End-to-End System Integration Testing using the information in the updated Test Reports.  If any discrepancy reports are found, they are sent to A558 and the updated Test Reports are sent to A554 and A556.

The Lead Solution Architect and SDL use the information in the updated Test Reports and the instructions in the Testing Standards and Guidelines to build the Client Push Package.

The SDL, Requirements Lead, OCIO PM, and Release Manager update the Requirements Traceability Matrix using the information in the complete Test Reports and in the previously updated Requirements Traceability Matrix and the instructions in the Requirements Traceability Matrix Guidelines.  The updated Requirements Traceability Matrix is mapped to the complete Test Reports.
The Release Manager, Lead Solution Architect, Test Team and SDL use the Test Reports from A552 and A553 in addition to the built Client Push Package to conduct the System Compatibility Testing while following the Testing Standards and Guidelines.  The found discrepancy reports are sent to A558 while the complete Test Reports are sent to the next activity in the Testing Phase and to A555.

The SDL, IT Security Facilitator and Information Systems Security Officer (IS Security Officer) use the information in the Security Test & Evaluation Plan and Contingency Plan to conduct the Security Certification Testing and create the draft Security Risk Assessment Report and draft Contingency Plan Test Report while following the Federal IT Security Testing Standards and Guidelines.
The SDL, Business PM, OCIO PM, Lead Solution Architect, Test Team, and Release Manager gather the discrepancy report(s) found during A55 and review and prioritize the defects and/or bugs according to the instructions in the Defects/Bugs Prioritization Guidelines.  If the discrepancy report(s) has no impact to the project’s cost or schedule, the project will go back to A43.  If the discrepancy report would cause a change in the cost or schedule or if it will not be fixed in the current release of the project, the project team members will use the instructions and forms related to the Project Change Control Process to collect and organize the changes and either approve or reject the proposed changes.

	What Comes in: 

Testing Environment Ready

Complete Test Plan

Updated Requirement Traceability Matrix

Complete Red-lined Test Specifications and Procedures
Security Test & Evaluation Plan
Contingency Plan

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Defects/Bugs Prioritization Guidelines

System Integration Standards and Guidelines

Requirement Testing Standards and Guidelines

Requirements Traceability Matrix Guidelines

Test Plan Specifications and Procedures
Testing Standards and Guidelines

Federal IT Security Testing Standards and Guidelines
Federal Section 508 Compliance Guidelines

	What is Produced:

Updated Requirement Traceability Matrix

Complete Test Reports
Client Push Package Built
Draft Security Risk Assessment Report

Draft Contingency Plan Test Report

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	· A551 Conduct Independent Requirements Testing – The Release Manager, Test Team, SDL, Network Manager, Section 508 Coordinator, and Lead Solution Architect use the information in the complete Red-Lined Test Specifications and Procedures, complete Test Plan, and ready Testing Environment, along with the instructions in the Requirement Testing Standards and Guidelines, Federal Section 508 Compliance Guidelines, and Test Plan Specifications and Procedures to conduct the Independent Requirements Testing.  The updated Test Reports are sent to A552 and A553 while the found Discrepancy Reports (DRs) are sent to A558.
· A552 Conduct Performance, High Availability, and/or Redundancy Testing – The DBA, Test Team, Release Manager, Business PM and SDL use the information in the updated Test Reports and the instructions in the Testing Standards and Guidelines to conduct the Performance, High Availability, and/or Redundancy Testing.  The updated Test Reports are sent to A554 and A556 while the found DRs are sent to A558.
· A553 Conduct End-to-End System Integration Testing – The Release Manager, Business PM, Test Team, SDL and DBA use the information in the updated Test Reports and the instructions in the System Integration Testing Standards and Guidelines to conduct the End-to-End System Integration Testing.  The updated Test Reports are sent to A554 and A556 while any found DRs are sent to A558.
· A554 Build Client Push Package – The Lead Solution Architect and SDL use the information in the updated Test Reports to build the Client Push Package while following the instructions in the Testing Standards and Guidelines.

· A555 Update Requirements Traceability Matrix – The SDL, Requirements Lead, OCIO PM, and Release Manager use the information in the updated Requirement Traceability Matrix and the complete Test Reports and the instructions in the Requirements Traceability Matrix Guidelines to update the Requirements Traceability Matrix.  The updated Requirements Traceability Matrix is mapped to the complete Test Reports.
· A556 Conduct System Compatibility Testing – The Release Manager, Test Team, Lead Solution Architect and SDL use the information in the updated Test Reports and built Client Push Package and the instructions in the Testing Standards and Guidelines to conduct the System Compatibility Testing.  Any found DRs are sent to A558 and the complete Test Reports are sent to A555 and the next activity in the Testing Phase.

· A557 Security Certification Testing – The SDL, IT Security Facilitator and IS Security Officer use the information in the Security Test & Evaluation Plan and the Contingency Plan and the instructions in the Federal IT Security Testing Standards and Guidelines to conduct the Security Certification Testing and produce the draft Security Risk Assessment Report and draft Contingency Plan Test Report.
· A558 Daily Review and Prioritize Defects/Bugs – The SDL, Business PM, Test Team, OCIO PM, Lead Solution Architect and Release Manager use the DRs found during A55 and review the found bugs and defects according to the instructions in the Defects/Bugs Prioritization Guidelines.  If the discrepancy report(s) has no impact to the project’s cost or schedule and the DRs will be fixed in this release, the project will go back to A43.  If the DRs would change the cost or schedule or if it will not be fixed in the current release of the project, the project team members will use the instructions and forms related to the SDLC Change Control Process to collect and organize the changes and either approve or reject the proposed changes.

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


6.2.6  A56 - Prepare and Conduct Operation Readiness Review

	Phase  A5 — Testing

	Activity: A56 – Prepare and Conduct Operation Readiness Review

	What Happens:  

The project team determines if the project is ready to be allowed to be deployed.  If the project is deemed ready, it will proceed to the Deployment Phase

	Who Does What?  
The OCIO PM, SDL, Project Team
 and Business PM use the information in the updated Requirements Traceability Matrix, complete Security Test & Evaluation Plan, complete Test Reports, built Client Push Package, User Test Result, User Acceptance Test Result, draft Security Risk Assessment Report, and draft Contingency Plan Test Report, along with the instructions in the IT Support Announcement Guidelines to prepare the IT Support Announcement. 

Using the updated Requirements Traceability Matrix, complete Test Reports, built Client Push Package, User Test Result, complete Security Test & Evaluation Plan, User Acceptance Test Result, draft Security Risk Assessment Report, and draft Contingency Plan Test Report, along with the Operation Readiness Standards and Guidelines, the QE Team, Project Team, Configuration Manager, OCIO Senior Management and Operations Manager complete the Testing Phase Go/No Go Decision Form.

Following the Operation Readiness Standards and Guidelines, the Project Team, DBA, Configuration Manager, OCIO Senior Management, QE Team, Test Team, Server Manager, Operations Manager, and Release Manager use the information in the prepared IT Support Announcement and complete Testing Phase Go/No Go Decision Form to conduct the Operation Readiness Review and produce the approved Operation Readiness Review Summary and Testing Phase Go/No Go Decision Form.

	What Comes in: 

Updated Requirements Traceability Matrix

Complete Test Reports

Client Push Package Built

User Test Result

User Acceptance Test Result

Draft Security Risk Assessment Report

Draft Contingency Plan Test Report

Complete Security Test & Evaluation Plan

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Operation Readiness Standards and Guidelines
IT Support Announcement Guidelines

	What is Produced:

Approved Operation Readiness Review Summary

Testing Phase Go/No Go Decision Form

Prepared IT Support Announcement

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	A561 Prepare IT Support Announcement – The OCIO PM, SDL, Project Team, Business PM use the information in the updated Requirements Traceability Matrix, complete Test Reports, built Client Push Package, User Test Result, User Acceptance Test Result, draft Security Risk Assessment Report, complete Security Test & Evaluation Plan, and draft Contingency Plan Test Report, along with the instructions in the IT Support Announcement Guidelines to prepare the IT Support Announcement.
A562 Complete Testing Phase Go/No Go Decision Form – The QE Team, Project Team, Configuration Manager, OCIO Senior Management, and Operations Manager use the information in the updated Requirements Traceability Matrix, complete Test Reports, built Client Push Package, User Test Result, User Acceptance Test Result, draft Security Risk Assessment Report, complete Security Test & Evaluation Plan, and draft Contingency Plan Test Report, along with the instructions in the Operation Readiness Standards and Guidelines to compete the Testing Phase Go/No Go Decision Form.
A563 Conduct Operations Readiness Review – The Project Team, DBA, Configuration Manager, OCIO Senior Management, QE Team, Test Team, Server Manager, Operations Manager and Release Manager use the information in the completed Testing Phase Go/No Go Decision Form and Prepared IT Support Announcement and the instructions in the Operation Readiness Standards and Guidelines to conduct the Operation Readiness Review and produce the approved Operation Readiness Review Summary and Testing Phase Go/No Go Decision Form.

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


6.2.7 A57 - Create/Review and Approve Security Documentation
	Phase  A5 — Testing

	Activity: A57 – Create/Review and Approve Security Documentation

	What Happens:  

The security documentation for the Testing Phase is created, reviewed and approved.

	Who Does What?  

The Systems Development Lead (SDL) and Information Systems Security Officer (ISSO) use the information in the draft Security Risk Assessment Report and draft Contingency Plan Test Report and the steps laid out in the Federal IT Security Testing Standards and Guidelines to create/review and approve the following security documentation: updated System Security Plan, updated Contingency Plan, draft Plan of Actions & Milestones (POA&M), draft Security Risk Assessment Report and draft Contingency Plan Test Report.

	What Comes in: 

Draft Security Risk Assessment Report
Draft Contingency Plan Test Report

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Federal IT Security Testing Standards and Guidelines

	What is Produced:

Updated System Security Plan
Updated Contingency Plan

Draft Plan of Actions & Milestones (POA&M)

Draft Security Risk Assessment Report

Draft Contingency Plan Test Report

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


6.2.8 A58 - Conduct User Acceptance Testing

	Phase  A5 — Testing

	Activity: A58 – Conduct User Acceptance Testing

	What Happens:  

The team members conduct the User Acceptance Testing.

	Who Does What?  

The OCIO PM, DBA, Release Manager, Server Manager, Project Team
, Business PM, and Configuration Manager use the information in the ready Testing Environment, complete Red-Lined Test Specifications and Procedures, Test Plan, and draft Programmer’s Maintenance Manual to conduct the User Acceptance Testing while following the instructions in the User Acceptance Testing Standards and Guidelines.  The User Acceptance Test Result is produced in this activity and the Programmer’s Maintenance Manual is updated as well.  If a new requirement is discovered, the Project Team will follow the established Project Change Control Process and if a Discrepancy Report is found, the project will return to A49 for resolution.

	What Comes in: 

Testing Environment Ready

Red-Lined Test Specifications and Procedures

Test Plan
Draft Programmer’s Maintenance Manual

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

User Acceptance Testing Standards and Guidelines

	What is Produced:

User Acceptance Test Result

Updated Programmer’s Maintenance Manual

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	

	Helpful Hints:
The Help Desk is free to observe the User Acceptance Testing.

	The Roles marked in Green and Italicized are the Lead Roles for that activity


7 Deployment Phase

7.1 Deployment Phase Description

	Phase: A6. Deployment

	Phase Stakeholders: Business Project Manager (Business PM); OCIO Project Manager (OCIO PM); Project Team; System Development Lead (SDL); Database Administrator (DBA); Server Manager; Configuration Manager; Release Manager; Operations Manager; Telecommunication Manager; Network Manager; Information Systems Security Officer (ISSO); Contractors

	Description:  The Deployment Phase is designed to provide the framework which will be used to set up the product in the customer’s production environment.  If any changes are requested or needed, the project team members will refer to the instructions and documents detailing the Project Change Control Process.  This information can be found on the OCIO Projects webpage at the following address: http://ptoweb.uspto.gov/ptointranet/cisd/cio/projects/projects.html.

	Entry Criteria/Inputs: 

· Approved Operation Readiness Review Summary and Testing Phase Go/No Go Decision Form
· Updated Programmer’s Maintenance Manual
· Complete Installation Plan (Production Plan)
· Complete Production Environment Configuration Report

· Complete Operational Support Plan
· Posted IT Support Announcement

	Exit Gate Criteria:

· Created physical configuration audit report to ensure that the hardware and software components the project is using are in sync with the project’s documentation and is developed according to guidelines and approved by stakeholders.

· Created and updated lessons learned report and final project closeout report to track any problems/concerns that may have arisen in the course of the project’s SDLC and is developed according to guidelines and approved by stakeholders.

· Created/updated EAMS Change Record to track any changes/comments regarding the Enterprise Asset Management System and is developed according to guidelines and approved by stakeholders.

· Created and reviewed Programmer’s Maintenance Manual to provide instructions for the programmers working on the project and is developed according to guidelines and approved by stakeholders.

· Final System Security Plan, Security Risk Assessment Report, Plan of Actions & Milestones (POA&M), and Certification and Accreditation Letters are created.
· The production testing data is removed along with the special access granted for testing or deployment.

	Roles:

· Business Project Manager (Business PM)- Helps test and approve the solution in production.  

· OCIO Project Manager (OCIO PM)- Oversees the day-to-day execution of the project plan; proactively informs government resources of upcoming tasks and takes action to remediate resource availability issues with supervisors and group directors; manages the updating of progress by project resources in EPMS; and produces weekly status reports for project stakeholders including designation of all outstanding issues and risks to successful completion of future tasks in this phase.  Oversees the post deployment/Warranty Support and close out of the project as a part of post deployment.
· Project Team - The Project Team is made up of individuals that are not explicitly defined in the project plan that may be needed to assist in supporting tasks or decisions and/or have a stake in the success of the project.  Specifically, the Project Team helps stage the project for deployment, conduct post deployment/ Warranty Support and close out the project.
· System Development Lead (SDL)- Oversees the day-to-day supervision of the technical aspects of the project’s life cycle.  Is a lead in staging the project for deployment, creating/reviewing and approving the security documentation and in conducting the post deployment/Warranty Support and closing out the project.  Assists in preparing the production environment, deploying the project to the production environment, and in testing and approving the solution in production.
· Database Administrator (DBA)- Assists in testing and approving the solution in production. 

· Server Manager- Assists in preparing the production environment, deploying the project to the production environment and testing and approving the solution in production.

· Configuration Manager- Helps oversee the staging of the project for deployment, and in conducting post deployment/warranty support and helping to close out the project.  Assists with preparing the production environment and the deployment of the project to the production environment.

· Release Manager- Oversees the preparation of the production environment, deploying the project to the production environment and assists in staging the project for deployment and in conducting post deployment/warranty support and helping to close out the project.

· Operations Manager- Helps manage the testing and approving of the solution in production.

· Telecommunication Manager- Assists in preparing the production environment, deploying to the production environment, and testing and approving the solution in production.

· Network Manager- Assists in preparing the production environment, deploying the project to the production environment and leads the testing and approving of the solution in production.

· Information System Security Officer (ISSO)- Assists in creating/reviewing and approving the security documentation.  

· Contractors- Helps deploy the project to production environment, test and approve the solution in production, and evoke any emergency fix procedure(s).

	Controls: 

a. CM Standards and Guidelines

b. IT Support Announcement Guidelines

c. Production Access Permission Guidelines

d. Installation Standards and Guidelines

e. Testing Standards and Guidelines

f. EAMS Guidelines

g. PC Audit Standards and Guidelines

h. Project Close Out Guidelines

i. Lessons Learned Guidelines
j. Federal IT Security Testing Standards and Guidelines
k. Emergency Release Standards and Guidelines

l. Warranty Support Standards and Guidelines

m. Programmer’s Maintenance Standards and Guidelines
	Other Resources:



	Artifacts:

Complete Programmer’s Maintenance Manual

Complete Production Baseline

Posted IT Support Announcement

Updated EAMS Change Record

Complete Lessons Learned Report
Complete Physical Configuration Audit Report

Final Project Closeout Report

Final System Security Plan

Final Security Risk Assessment Report

Final Plan of Actions & Milestones (POA&M)

Certification Letter

Accreditation Letter

	Activities: 


A61. Stage Project for Deployment
A62. Prepare Production Environment 
A63. Deploy to Production Environment

A64. Test and Approve Solution in Production
A65. Conduct Post Deployment/Warranty Support and Close Out Project
A66. Evoke Emergency Fix Procedure

A67. Create/Review and Approve Security Documentation


	Measures: 

Actual staff hours expended and calendar schedule 


7.2 Deployment Phase Activity Descriptions

7.2.1 A61 - Stage Project for Deployment

	Phase  A6 — Deployment

	Activity: A61 – Stage Project for Deployment

	What Happens:  

The project team stages the system for deployment.  This is done to ensure that the deployment of the project will occur as smoothly as possible.  The completed Programmer’s Maintenance Manual, complete Production Baseline and the posted IT Support Announcement are created during this activity.

	Who Does What?  
The SDL, Release Manager and Configuration Manager use the information in the approved Operation Readiness Review Summary and Testing Phase Go/No Go Decision Form, complete Production Environment Configuration Report, prepared IT Support Announcement and complete Installation Plan (Production Section) to complete the Production Baseline.  The CM Standards and Guidelines will be followed during this activity.

The SDL follows the Programmer’s Maintenance Manual Standards and Guidelines to complete the Programmer’s Maintenance Manual using the updated Programmer’s Maintenance Manual.

Using the approved Operation Readiness Review Summary and Testing Phase Go/No Go Decision Form and prepared IT Support Announcement, the SDL and Project Team
 follow the EAMS Guidelines to forward the Schedule of Change.

The SDL and Project Team use the forwarded Schedule of Change, along with the IT Support Announcement Guidelines to post the IT Support Announcement. 

	What Comes in: 

Complete Production Environment Configuration Report

Complete Installation Plan (Production Section)
Updated Programmer’s Maintenance Manual

Approved Operation Readiness Review Summary

Testing Phase Go/No Go Decision Form
Prepared IT Support Announcement

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

CM Standards and Guidelines
EAMS Guidelines
Programmer’s Maintenance Manual Standards and Guidelines
IT Support Announcement Guidelines

	What is Produced:

Posted IT Support Announcement

Complete Programmer’s Maintenance Manual
Complete Production Baseline

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	A611 Complete Production CM Build – The SDL, Configuration Manager and Release Manager use the information in the approved Operation Readiness Review Summary and Testing Phase Go/No Go Decision Form, prepared IT Support Announcement, complete Production Environment Configuration Report and complete Installation Plan (Production Section) to complete the Production Baseline using the instructions in the CM Standards and Guidelines
A612 Complete Programmer’s Maintenance Manual – The SDL uses the information in the updated Programmer’s Maintenance Manual and the instructions in the Programmer’s Maintenance Manual Standards and Guidelines to complete the Programmer’s Maintenance Manual.

A613 Forward Schedule of Change – The SDL and Project Team use the information in the approved Operation Readiness Review Summary and Testing Phase Go/No Go Decision Form and the prepared IT Support Announcement and the instructions in the EAMS Guidelines to forward the Schedule of Change.
A614 Prepare and Post System Alert and IT Support Announcement – The SDL and Project Team use the forwarded Schedule of Change and the instructions in the IT Support Announcement Guidelines to post the IT Support Announcement.

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


7.2.2 A62 - Prepare Production Environment
	Phase  A6 — Deployment

	Activity: A62 – Prepare Production Environment

	What Happens:  

The Production Environment undergoes final preparations for deployment and the project is made ready to be deployed to the Production Environment.

	Who Does What?  

The Release Manager, Configuration Manager, System Development Lead (SDL), Server Manager, Telecommunication Manager and Network Manager follow the steps in the Installation Standards and Guidelines and the Production Access Permission Guidelines to ready the Production Environment for deployment.  The information in the complete Production Baseline, complete Programmer’s Maintenance Manual, posted IT Support Announcement and complete Installation Plan (Production Section) will be used by the participants while preparing the system for deployment.

	What Comes in: 

Complete Installation Plan (Production Section)
Complete Production Baseline

Posted IT Support Announcement

Complete Programmer’s Maintenance Manual

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Production Access Permission Guidelines

Installation Standards and Guidelines

	What is Produced:

Production Environment Ready for Deployment

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


7.2.3 A63 - Deploy to Production Environment
	Phase  A6 — Deployment

	Activity: A63 – Deploy to Production Environment

	What Happens:  

The System is deployed to the Production Environment.

	Who Does What?  

The Release Manager, Network Manager, Telecommunication Manager, Contractors, System Development Lead (SDL), Server Manager and Configuration Manager deploy the system to the Production Environment.  This is done using the Production Environment that is ready for Deployment, complete Programmers Maintenance Manual, complete Production Baseline, posted IT Support Announcement and the complete Installation Plan (Production Section) and the instructions and standards in the Installation Standards and Guidelines and Testing Standards and Guidelines.  

	What Comes in: 

Production Environment Ready for Deployment
Complete Programmers Maintenance Manual
Complete Production Baseline
Posted IT Support Announcement 

Complete Installation Plan (Production Section)

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Installation Standards and Guidelines

Production Access Permission Guidelines

	What is Produced:

Deployed Solution

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


7.2.4 A64 - Test and Approve Solution in Production
	Phase  A6 — Deployment

	Activity: A64 – Test and Approve Solution in Production

	What Happens:  

The solution is tested and approved in production.

	Who Does What?  

The Operations Manager, Contractors, Server Manager, Network Manager, Telecommunication Manager, SDL and DBA use the Deployed Solution and the instructions in the Testing Standards and Guidelines to conduct the Production Testing by primary system.  If bugs that can be fixed within the allowed downtime are found, the project moves to A66 (Evoke the Emergency Fix Procedure).  If not, the open Production Environment is sent to others to test.
The Operations Manager, Contractors, Server Manager, Network Manager, Telecommunication Manager, SDL and DBA use the Open Production Environment that is sent to others to test and the instructions in the Testing Standards and Guidelines to conduct the Production Testing by Interfacing System(s) and obtain the Report Test Result.

The Operations Manager, Business PM and SDL use the Open Production Environment that is sent to others to test to conduct the Production Testing by Business Customer(s) while following the rules in the Testing Standards and Guidelines and obtain the Report Test Result. 

The Operations Manager, Contractors, Server Manager, Network Manager, Telecommunication Manager, SDL and DBA use the Report Test Result(s) and the instructions in the Testing Standards and Guidelines to collect the Testing Result and decide the next step.  If bugs that can be fixed within the allowed downtime are found, the project moves to A66 to Evoke the Emergency Fix Procedure.
The Operations Manager, Contractors, Server Manager, Network Manager, Telecommunication Manager, SDL and DBA follow the Testing Standards and Guidelines to approve the solution in production and place the solution in production mode.

The Operations Manager, Contractors, Server Manager, Network Manager, Telecommunication Manager, SDL and DBA follow the Testing Standards and Guidelines to rollback the project (if needed).  If a rollback is needed, the project is sent back to A61 (Stage Project for Deployment).

	What Comes in: 

Deployed Solution

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Testing Standards and Guidelines

	What is Produced:

Solution Placed in Production Mode

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	A641 Conduct Production Testing by Primary System – The Operations Manager, Contractors, Server Manager, Network Manger, Telecommunication Manager, SDL and DBA use the deployed solution and the Testing Standards and Guidelines to either open the production environment for others to test or, if bugs are found that can be fixed within the allowed downtime, send the project to A66 (Evoke Emergency Fix Procedure).
A642 Conduct Production Test by Interfacing System(s) – The Operations Manager, Contractors, Server Manager, Network Manger, Telecommunication Manager, SDL and DBA use the production environment that is open for others to test and the instructions in the Testing Standards and Guidelines to conduct production testing by interfacing system(s) and produce the Report Test Result

A643 Conduct Production Testing by Business Customer(s) – The Operations Manager, Business PM and SDL use the open production environment and the Testing Standards and Guidelines to create the Report Test Result.

A644 Collect Testing Result and Decide Next Step - The Operations Manager, Contractors, Server Manager, Network Manger, Telecommunication Manager, SDL and DBA gather the Report Test Result(s) and decide which of the following paths to take: approve the solution in production; rollback the project, either partially or entirely; if bugs that can be fixed within the allowed downtime, take the project to A66 (Evoke Emergency Fix Procedure).
A645 Approve Solution In Production - The Operations Manager, Contractors, Server Manager, Network Manger, Telecommunication Manager, SDL and DBA use the Testing Standards and Guidelines to approve and place the solution in production mode.

A646 Rollback – partially or entirely - The Operations Manager, Contractors, Server Manager, Network Manger, Telecommunication Manager, SDL and DBA use the Testing Standards and Guidelines to rollback the system if needed.  If used, the system will be pushed back to A61 (Stage Project for Deployment).

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


7.2.5 A65 - Conduct Post Deployment/Warranty Support and Close Out Project
	Phase  A6 — Deployment

	Activity: A65 – Conduct Post Deployment/Warranty Support and Close Out Project

	What Happens:  

Once the solution has been successfully deployed, the project team will continue to provide any needed support for the project and its users until the project is closed out.

	Who Does What?  

The System Development Lead (SDL) and Project Team
 use the information in the complete Operational Support Plan and the solution that has been placed in Production Mode and the instructions in the Project Close Out Guidelines to conduct the Post Deployment Support.  This activity results in the removal of Production Testing Data and special access granted for Testing or Deployment, and the monitoring of the system and the updating of the change record in EAMS.

The OCIO PM, Project Team and SDL use the solution that has been placed in Production Mode and the instructions in the Project Close Out Guidelines and Lessons Learned Guidelines to complete the final Project Closeout Report and complete the Lessons Learned Report.

The OCIO PM and SDL use the solution that has been placed in Production Mode and the instructions in the Warranty Support Standards and Guidelines to conduct the Warranty Period Support.  If non-bug fixes are needed, the system is sent back to A11 to create a draft of the Work Request for an Enhancement Release.  If bug fixes only are needed, the system is sent back to A11 to create a draft of a Work Request for a Maintenance Release.

The Configuration Manager, SDL and Release Manager use the information in the solution that is placed in Production Mode and the instructions in the PC Audit Standards and Guidelines to complete the Physical Configuration Audit Report.

	What Comes in: 

Solution Placed in Production Mode

Complete Operational Support Plan

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

PC Audit Standards and Guidelines

Project Close Out Guidelines

Lessons Learned Guidelines
Warranty Support Standards and Guidelines

	What is Produced:

Complete Physical Configuration Audit Report

Complete Lessons Learned Report
Updated EAMS Change Record
Final Project Closeout Report

Remove Production Testing Data

Remove Special Access Granted for Testing or Deployment

Monitor System

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	A651 Conduct Post Deployment Support – The SDL and Project Team use the complete Operational Support Plan and the solution that was placed in Production Mode and the Project Closeout Guidelines to conduct any needed post deployment Support.  This includes removing production testing data, removing any special access granted for Testing or Deployment, monitoring the system and updating the EAMS Change Record.
A652 Conduct Project Close Out – The OCIO PM, Project Team and SDL use the solution placed in Production Mode, the Project Close Out Guidelines, and the Lessons Learned Guidelines to conduct the project close out and finalize the Project Close Out Report and complete the Lessons Learned Report.
A653 Conduct Warranty Period Support – The OCIO PM and SDL use the solution placed in Production Mode and the Warranty Support Guidelines to conduct the Warranty Period support.  If there are any non bug fix(es), the project will go back to A11 (Create Draft of Work Request) for an enhancement release and if only bug fix(es) are needed, the project will return to A11 (Create Draft of Work Request) for maintenance release.

A654 Conduct Physical Configuration Audit – The Configuration Manager, SDL and Release Manager use the solution placed in Production Mode and the PC Audit Standards and Guidelines to conduct the Physical Configuration Audit and produce the complete Physical Configuration Audit Report.

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


7.2.6 A66 - Create/Review and Approve Security Documentation 

	Phase  A6 — Deployment

	Activity: A66 – Create/Review and Approve Security Documentation

	What Happens:  

The project’s security documentation is created/reviewed and approved.

	Who Does What?  

The SDL and ISSO use the Federal IT Security Testing Standards and Guidelines as a reference while using the information in the draft Security Risk Assessment Report to update the System Security Plan and produce the final System Security Plan.

The SDL and ISSO use the draft Security Risk Assessment Report, along with the Federal IT Security Testing Standards and Guidelines to update or finalize the Security Risk Assessment Report.

Using the draft Security Risk Assessment Report and the draft Plan of Actions & Milestones (POA&M), the SDL and ISSO update or finalize the Plan of Actions &Milestones according to the instructions in the Federal IT Security Testing Standards and Guidelines.
The SDL and ISSO use the final System Security Plan, final Security Risk Assessment Report, and final Plan of Actions & Milestones (PAO&M) to create or update the Certification Letter according to the Federal IT Security Testing Standards and Guidelines.

The SDL and ISSO also create or update the Accreditation Letter using the final Plan of Actions & Milestones, final Security Risk Assessment Report, Certification Letter, and final System Security Plan and the Federal IT Security Testing Standards and Guidelines.

	What Comes in: 

Draft Security Risk Assessment Report
Draft Plan of Actions & Milestones (POA&M)

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)
Federal IT Security Testing Standards and Guidelines 

	What is Produced:

Final System Security Plan

Final Security Risk Assessment Report

Final Plan of Actions & Milestones (POA&M)

Certification Letter

Accreditation Letter

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	A661 Update System Security Plan – The SDL and ISSO use the draft Security Risk Assessment Report and the instructions in the Federal IT Security Testing Standards and Guidelines to update the System Security Plan.
A662 Update/Finalize Security Risk Assessment Report – The SDL and ISSO use the draft Security Risk Assessment Report and the instructions in the Federal IT Security Testing Standards and Guidelines to update or finalize the Security Risk Assessment Report.

A663 Update/Finalize Plan of Actions & Milestones – The SDL and ISSO use the draft Security Risk Assessment Report, the draft Plan of Actions & Milestones, and the instructions in the Federal IT Security Testing Standards and Guidelines to update or finalize the Plan of Actions & Milestones.

A664 Create/Update Certification Letter – The SDL and ISSO use the final System Security Plan, final Security Risk Assessment Report and final Plan of Actions & Milestones, along with the instructions in the Federal IT Security Testing Standards and Guidelines to create or update the Certification Letter.
A665 Create/Update Accreditation Letter - The SDL and ISSO use the final System Security Plan, Certification Letter, final Security Risk Assessment Report and final Plan of Actions & Milestones, along with the instructions in the Federal IT Security Testing Standards and Guidelines to create or update the Accreditation Letter.

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


7.2.7 A67 - Evoke Emergency Fix Procedure
	Phase  A6 — Deployment

	Activity: A67 – Evoke Emergency Fix Procedure

	What Happens:  

If needed, the Emergency Fix Procedure is evoked.

	Who Does What?  

If needed, the Contractors use the bugs that can be fixed within the allowed downtime, the Discrepancy Report, and the Emergency Release Standards and Guidelines to perform the Emergency Release Procedure.

	What Comes in: 

Discrepancy Report

Bugs that can be fixed within the allowed downtime

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)
Emergency Release Standards and Guidelines

	What is Produced:



	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


8 Operations Phase

8.1 Operations Phase Description

	Phase: A7. Operations

	Phase Stakeholders: Business Project Manager; Project Team; System Development Lead (SDL); Lead Solution Architect; Server Manager; Operations Manager;  Information System Security Officer (IS Security Officer); Customer Support; Contractors.

	Description:  The purpose of the Operations Phase is to provide continuous support for the system in the form of troubleshooting, creating performance reviews and assessments, and ensuring that the solution’s security remains intact.

	Entry Criteria/Inputs: 

· Security Certification Test Determination Form

· Certification Testing Plan

· Contingency Plan

· Operational Support Plan
· Accepted Requirements Specification or (Use Cases and Supplemental Specifications)

	Exit Gate Criteria:

· Created certification test result to ensure that in the event of an unforeseen failure in the project’s applications, system software, hardware, network, or data maintenance, the system can be restored to normal and with minimal loss of time and/or resources.
· Security Controls Assessment Determination (for all changes) is created.
· Updated Operational Support Plan to provide stakeholders and customers with various points of contact in the event that the stakeholders/customers have questions regarding the project.

· Created monthly project availability report.
· Updated  the Contingency Plan and conducted continuous monitoring reviews to ensure the system is performing properly and that procedures are in place if an issue arises.

	Roles:

· Business Project Manager (Business PM)- Assists with the implementation of the operation troubleshooting.

· Project Team- Assists with the implementation of the operation troubleshooting

· System Development Lead (SDL)- Oversees the technical aspects of a project’s life cycle. Specifically, the SDL helps: update operation support documents, conduct and adjust performance measurement, implement operation troubleshooting, conduct annual contingency tests, and conduct continuous security monitoring.  The SDL is in charge of gathering metrics and generating performance reports, and creating/reviewing and approving the security documentation.  

· Lead Solution Architect- Assists in conducting and adjusting the solution’s performance measurements, gathering metrics and generating performance reports.  

· Server Manager- Is involved with the project’s operation troubleshooting.

· Operations Manager- Oversees the Operations Phase.  Specifically, the Operations Manager is in charge of updating the operation support documents, conducting and adjusting performance measurement, and implementing operation troubleshooting.  Assists with the metrics gathering and in generating performance reports, participating in annual contingency tests, and in the continuous security monitoring.
· Customer Support- Assists with the project’s operation troubleshooting.

· Information System Security Officer (IS Security Officer)- Ensures the integrity of the system’s security.  The IS Security Officer oversees the annual contingency test and the continuous security monitoring and assists in the creation/review and approval of the security documentation.
· Contractors- Updates operation support documents, conducts and adjusts performance measurements, and helps conduct the annual contingency test.  

	Controls: 

a. Operation Support Standards and Guidelines

b. Performance Standards and Guidelines

c. Change Management Standards and Guidelines

d. Contingency Test Standards and Guidelines

e. USPTO IT Security Standards and Guidelines
f. Federal IT Security Standards and Guidelines
	Other Resources:



	Artifacts:

Updated Operational Support Plan

Certification Test Result

Updated Contingency Plan
Monthly System Availability Report

Security Controls Assessment Determination

	Activities: 


A71. Update Operation Support Documents

A72. Conduct and Adjust Performance Measurement

A73. Gather Metrics and Generate Performance Reports

A74. Implement Operation Troubleshooting

A75. Conduct Annual Contingency Test

A76.  Conduct Continuous Security Monitoring
A77. Create/Review and Approve Security Documentation


	Measures: 

Actual staff hours expended and calendar schedule 


8.2 Operations Phase Activity Descriptions

8.2.1 A71 - Update Operation Support Documents

	Phase  A7 — Operations

	Activity: A71 – Update Operation Support Documents

	What Happens:  

The Operational Support Plan is updated.

	Who Does What?  

The Operations Manager, System Development Lead (SDL) and Contractors take the Operational Support Plan and update it using the instructions and templates in the Operation Support Standards and Guidelines.

	What Comes in: 

Operational Support Plan

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Operation Support Standards and Guidelines

	What is Produced:

Updated Operational Support Plan

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


8.2.2 A72 - Conduct and Adjust Performance Measurement

	Phase  A7 — Operations

	Activity: A72 – Conduct and Adjust Performance Measurement

	What Happens:  

The project’s performance measurement is conducted and adjusted as needed.

	Who Does What?  

The Operations Manager, System Development Lead (SDL), Lead Solution Architect and Contractors use the information in the Operational Support Plan and in the accepted Requirements or (Use Cases and Supplemental Specifications) and the instructions in the Performance Standards and Guidelines to create the measurement criteria.
If further troubleshooting is needed, the team should move onto activity A74 “Implement Operation Troubleshooting.”

	What Comes in: 

Operational Support Plan
Accepted Requirements or (Use Cases and Supplemental Specifications)

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Performance Standards and Guidelines

	What is Produced:

Measurement Needed

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


8.2.3 A73 - Gather Metrics and Generate Performance Reports

	Phase  A7 — Operations

	Activity: A73 – Gather Metrics and Generate Performance Reports

	What Happens:  

The project team gathers needed metrics and creates the Monthly System Availability Report.

	Who Does What?  

The Operations Manager, System Development Lead (SDL), and Lead Solution Architect use the measurement criteria and create the Monthly Project Availability Report using the instructions in the Performance Standards and Guidelines.

	What Comes in: 

Measurement Criteria

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Performance Standards and Guidelines

	What is Produced:

Monthly Project Availability Report

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


8.2.4 A74 - Implement Operation Troubleshooting

	Phase  A7 — Operations

	Activity: A74 – Implement Operation Troubleshooting

	What Happens:  

The project team addresses any issues that arise during the Operations Phase.  These issues are identified and corrected via close communication between the user and the Operations Manager.

	Who Does What?  

The Operations Manager, System Development Lead (SDL), Customer Support, Project Team
, Business Project Manager (Business PM) and Server Manager use the information in the Operational Support Plan and the instructions in the Operation Support Standards and Guidelines and Change Management Standards and Guidelines to implement Operation Troubleshooting, should the need to troubleshoot the project arise. 

If a user error is found, the project is either terminated or sent back to A11 to create a new draft of the Work Request.  If an emergency fix is needed, the project will be sent back to A64.

	What Comes in: 

Operational Support Plan

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Operation Support Standards and Guidelines
Change Management Standards and Guidelines

	What is Produced:



	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


8.2.5 A75 - Conduct Annual Contingency Test

	Phase  A7 — Operations

	Activity: A75 – Conduct Annual Contingency Test

	What Happens:  

The project team conducts the annual Contingency Test and creates the Certification Test Result.

	Who Does What?  

The Information System Security Officer, System Development Lead (SDL), Operations Manager and Contractors use the information in the Certification Testing Plan, the Contingency Plan and the Security Certification Test Determination Form, along with the instructions found in the Contingency Test Standards and Guidelines to conduct the annual Contingency Test and complete the Certification Test Result and update the Contingency Plan.

	What Comes in: 

Security Certification Test Determination Form

Certification Testing Plan

Contingency Plan

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Contingency Test Standards and Guidelines

	What is Produced:

Certification Test Result
Updated Contingency Plan

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


8.2.6 A76 - Conduct Continuous Security Monitoring

	Phase  A7 — Operations

	Activity: A76 – Conduct Continuous Security Monitoring

	What Happens:  

The project team conducts continuous security monitoring and creates the Security Self Assessment.

	Who Does What?  

The Information System Security Officer, System Development Lead (SDL), and Operations Manager use the information in the Contingency Plan and the instructions in the USPTO IT Security Standards and Guidelines and the Federal IT Security Standards and Guidelines to conduct the continuous security monitoring.

	What Comes in: 

Contingency Plan

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

USPTO IT Security Standards and Guidelines

Federal IT Security Standards and Guidelines

	What is Produced:

Continuous Monitoring Review

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


8.2.7 A77 – Create/Review and Approve Security Documentation

	Phase  A7 — Operations

	Activity: A77 – Conduct Annual Security Assessment

	What Happens:  

The project team creates and/or updates and approves the Security Controls Assessment Determination.

	Who Does What?  

The Information System Security Officer and System Development Lead (SDL) use the information in the Continuous Monitoring Review, along with the guide found in the Federal IT Security Testing Standards and Guidelines to create/review and approve the security documentation and Security Controls Assessment Determination (for all changes).

	What Comes in: 

Continuous Monitoring Review

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Federal IT Security Testing Standards and Guidelines

	What is Produced:

Security Control Assessment Determination (for all changes)

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


9 Retirement Phase

9.1 Retirement Phase Description

	Phase: A8. Retirement

	Phase Stakeholders: Business Project Manager (Business PM); OCIO Project Manager (OCIO PM); Project Team; System Development Lead (SDL); Lead Solution Architect; Contracting Officer Technical Representative (COTR); Server Manager; Configuration Manager; Records Manager; Telecommunication Manager; Network Manager; Customer Support;  Information Systems Security Officer; IT Security Facilitator; Quality Engineering Team (QE Team); Budget Advisor; Contractors

	Description:  The purpose of the Retirement Phase is to deactivate, disassemble and archive the system.

	Entry Criteria/Inputs: 

· Quality Assurance Plan

· Full Project Plan

· Project Resource Estimate Worksheet

· Communications Plan

· Risk Management Plan

· Configuration Management Plan

· Approved Capital Investment Decision Paper (CPIC) (if needed)

· Approved Expenditure Plan (CPIC) (if needed)

· Approved Financial Obligation Plan (CPIC) (if needed)

· Signed Definition Phase Approval Form

· Signed Definition Phase Approval Form CRB (if needed)

· Signed Definition Phase Approval Form ITIRB (if needed)

· Solution Architecture Document

· Accepted Requirements Specification or (Use Cases and Supplemental Specifications)

· Project Charter

	Exit Gate Criteria:

· Data is archived for future reference and is compliant with the 36 Code of Federal Regulations
· Equipment is salvaged in case it can be used for a future project while all hardware and software are removed from project
· Records are archived for future reference

· System successfully closed out

· Financials closed out

	Roles:

· Business Project Manager (Business PM)- Assists with the backing up and archiving of information and with closing out the system.
· OCIO Project Manager (OCIO PM)- Oversees the day-to-day execution of the project plan; proactively informs government resources of upcoming tasks and takes action to remediate resource availability issues with supervisors and group directors; manages the updating of progress by project resources in EPMS; and produces weekly status reports for project stakeholders including designation of all outstanding issues and risks to successful completion of future tasks in this phase.  In the Retirement Phase, the OCIO PM is in charge of backing up and archiving the system information and closing out the system and assists in closing out the system’s finances.
· Project Team- The Project Team is made up of individuals that are not explicitly defined in the project plan that may be needed to assist in supporting tasks or decisions and/or have a stake in the success of the project.  Specifically, they will assist in closing out the system.
· System Development Lead (SDL)- Oversees the technical aspects of a project’s life cycle.  In the Retirement Phase, the SDL helps back up and archive the system information, deactivate and disassemble the environments, retire/reassign/store hardware and software and in closing out the system.
· Lead Solution Architect- Assists in backing up and archiving information and in charge of deactivating and disassembling the environments, closing out the system and retiring/reassigning/storing the hardware and software.
· Contracting Officer Technical Representative (COTR)- Assists in the deactivation and disabling of the environments and in retiring/reassigning/storing the hardware and software.

· Database Administrator- Leads the team in locking down database user(s) and backing up/archiving the database.
· Server Manager- Helps back up and archive the system information, is in charge of backing up/archiving the server, deactivate and disassemble the environments, retire/reassign/store hardware and software and in closing out the system.
· Configuration Manager- Assists in closing out the system.
· Records Manager- Leads the activities that backup and archive the system information and close out the system while helping to deactivate and disassemble the environments, and retire/reassign/store hardware and software.
· Telecommunication Manager- Helps close out the system.

· Network Manager- Helps backup and archive information and deactivate and disassemble the environments, and retire/reassign/store hardware and software.
· Customer Support- Assists in backing up and archiving the system and closing out the system.

· Information Systems Security Officer- Is involved in the backup/archiving of information and in closing out the system.

· IT Security Facilitator- Is a lead in closing out the system.

· Quality Engineering Team (QE Team)- Is a lead in the system close out activity.

· Budget Advisor- Assists in deactivating and disassembling the environments and in retiring/reassigning/storing the hardware and software and is in charge of the financial closeout of the project.

· Contractors- Helps close out the system. 

	Controls: 

a. OCIO Infrastructure
b. Records Management Guidelines
c. EAMS Guidelines
d. Shutdown Procedures
e. 36 Code of Federal Regulations (CFR)
f. USPTO Enterprise Architecture Standards and Guidelines

g. Office of Finance Accounting Policy
	Other Resources:



	Artifacts:

Server Backed Up (Production Environment)

Database Backed Up (Production Environment)

Hardware and Software Removed

Complete System Closed

Finances Closed

	Activities: 


A81. Backup/Archive Information
A82. Deactivate and Disassemble Environments and Retire/Reassign/Store Hardware and Software
A83. System Close Out
A84. Financial Close Out


	Measures: 

Actual staff hours expended and calendar schedule 


9.2 Retirement Phase Activity Descriptions

9.2.1 A81 - Backup/Archive Information
	Phase  A8 — Retirement

	Activity: A81 – Backup/Archive Information

	What Happens:  

The project’s information is assessed and relocated/retired and backed up/archived.

	Who Does What?  

The OCIO PM, SDL, Customer Support, Server Manager, Business PM and Information System Security Officer use the information in the full Project Plan, SAD and accepted Requirements Specification or (Use Cases and Supplemental Specifications), and the instruction in the EAMS Guidelines to create the EAMS Change Record.

Using the information in the EAMS Change Record, full Project Plan, SAD and accepted Requirements Specification or (Use Cases and Supplemental Specifications), QA Plan, Project Charter, PREW, Communications plan, Risk Management Plan, Configuration management Plan, approved Capital Investment Decision Paper (CPIC) (if needed), approved Expenditure Plan (CPIC) (if needed), approved Financial Obligation Plan (CPIC) (if needed), signed Definition Phase Approval Form, signed Definition Phase Approval form CRB (if needed), and signed Definition Phase Approval Form ITIRB (if needed), the Business PM, SDL, OCIO PM and Customer Support will inform the user(s) about the retirement and deactivation of the system while following the instructions in the Shutdown Procedures and OCIO Infrastructure.

The Server Manager, Network Manager, Database Administrator (DBA) and SDL will use the instructions in the Shutdown Procedures and OCIO Infrastructure, along with the informed user(s) and the information in the full Project Plan, SAD and accepted Requirements Specification or (Use Cases and Supplemental Specifications), QA Plan, Project Charter, PREW, Communications plan, Risk Management Plan, Configuration management Plan, approved Capital Investment Decision Paper (CPIC) (if needed), approved Expenditure Plan (CPIC) (if needed), approved Financial Obligation Plan (CPIC) (if needed), signed Definition Phase Approval Form, signed Definition Phase Approval form CRB (if needed), and signed Definition Phase Approval Form ITIRB (if needed) to lockdown all database user(s) except for administrators.
To properly backup/archive the Database (Production Environment), the Server Manager, Database Administrator (DBA), Network Manager and SDL will use the locked down user(s) and the information in the full Project Plan, SAD and accepted Requirements Specification or (Use Cases and Supplemental Specifications) and the instructions in the OCIO Infrastructure.

Using the full Project Plan, SAD and accepted Requirements Specification or (Use Cases and Supplemental Specifications), locked down user(s) and Database Backed Up (Production Environment), the Server Manager, Network Manager and SDL will backup/archive the Server (Production Environment) according to the instructions provided in the OCIO Infrastructure.

Following the 36 Code of Federal Regulations (CFR), the Lead Solution Architect, SDL, OCIO PM, Business PM and Records Manager use the information in the full Project Plan, SAD and accepted Requirements Specification or (Use Cases and Supplemental Specifications) to relocate, destroy or transfer legal custody to the National Archives and Records Administration.

	What Comes in: 



	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

36 Code of Federal Regulations (CFR)

EAMS Guidelines

Shutdown Procedures

OCIO Infrastructure

	What is Produced:

Complaint with Disposition of Records Under 36 CFR

EAMS Change Record Created

User(s) Informed

User(s) Locked Down

Database Backed Up (Production Environment)

Server Backed Up (Production Environment)

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	A811 Create EAMS Change Record – The ISSO, Server Manager, Business PM, OCIO PM, SDL, and Customer Support use the information in the full Project Plan, SAD and accepted Requirements Specification or (Use Cases and Supplemental Specifications) and the instructions in the EAMS Guidelines to create the EAMS Change Record.
A812  Inform User(s) about Retirement/Deactivating the System – The Business PM, SDL, OCIO PM and Customer Support use the information in the created EAMS Change Record, full Project Plan, SAD, accepted Requirements Specification or (Use Cases and Supplemental Specifications), QA Plan, Project Charter, PREW, Communications Plan, Risk Management Plan, Configuration Management Plan, approved Capital Investment Decision Paper (CPIC) (if needed), approved Expenditure Plan (CPIC) (if needed) approved Financial Obligation Plan (CPIC) (if needed), signed Definition Phase Approval Form, signed Definition Phase Approval Form CRB (if needed), and signed Definition Phase Approval Form ITIRB (if needed) and the instructions in the Shutdown Procedures and OCIO Infrastructure to inform the user(s) that the system is to be retired/deactivated.

 A813 Lockdown all Database User(s) Except Admins –The Server Manager, Network Manager, DBA and SDL use the information in the informed user(s), full Project Plan, SAD, accepted Requirements Specification or (Use Cases and Supplemental Specifications), QA Plan, Project Charter, PREW, Communications Plan, Risk Management Plan, Configuration Management Plan, approved Capital Investment Decision Paper (CPIC) (if needed), approved Expenditure Plan (CPIC) (if needed) approved Financial Obligation Plan (CPIC) (if needed), signed Definition Phase Approval Form, signed Definition Phase Approval Form CRB (if needed), and signed Definition Phase Approval Form ITIRB (if needed) and the instructions in the Shutdown Procedures and OCIO Infrastructure to lock down the user(s) except for administrators.
A814 Backup/Archive Database (Production Environment) – The Server Manager, Network Manager, DBA and SDL use the locked down user(s) (except admins), full Project Plan, SAD and accepted Requirements Specification or (Use Cases and Supplemental Specifications) and the instructions in the OCIO Infrastructure to back up the database (Production Environment). 
A815 Backup/Archive Server (Production Environment) – The Server Manager, Network Manager and SDL use the information in the backed up database (Production Environment), locked down user(s) (except admins), full Project Plan, SAD and accepted Requirements Specification or (Use Cases and Supplemental Specifications) and the instructions in the OCIO Infrastructure to back up the server (Production Environment).
A816 Relocate, Destroy or Transfer Legal Custody to National Archives and Records Administration – The Lead Solution Architect, SDL, OCIO PM, Business PM and Records Manager use the information in the full Project Plan, SAD and accepted Requirements Specification or (Use Cases and Supplemental Specifications) and the instructions in the 36 Code of Federal Regulations (CFR) to relocate, destroy or transfer legal custody of the system to the National Archives and Records Administration.

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


9.2.2 A82 - Deactivate and Disassemble Environments and Retire/Reassign/Store Hardware and Software
	Phase  A8 — Retirement

	Activity: A82 – Deactivate and Disassemble Environments and Retire/Reassign/Store Hardware and Software

	What Happens:  

The environments are deactivated and disassembled and the hardware and software are retired/stored or reassigned. 

	Who Does What?  

The hardware is shutdown/reassigned through the use of the created EAMS Change Record, informed user(s), backed up and archived server (Production Environment), and backed up and archived database (Production Environment), along with the USPTO Enterprise Architecture Standards and Guidelines by the Server Manager, Network Manager and Lead Solution Architect.
The Lead Solution Architect and SDL use the information in the created EAMS Change Record, informed user(s), backed up and archived server (Production Environment), and backed up and archived database (Production Environment), along with the USPTO Enterprise Architecture Standards and Guidelines to cancel or transfer the software licenses.

Following the USPTO Enterprise Architecture Standards and Guidelines and the Office of Finance Accounting Policy, the Server Manager, Network Manager, COTR, Budget Advisor, Records Manager and Lead Solution Architect close out the hardware financial records and deactivate the system using the information in the shutdown/reassigned hardware and in the cancelled/transferred software licenses.

Using the information in the shutdown/reassigned hardware and the cancelled/transferred software licenses, and the instructions in the USPTO Enterprise Architecture Standards and Guidelines and Office of Finance Accounting Policy, the Lead Solution Architect, Records Manager, COTR, Budget Advisor and SDL deactivate the system and closeout the software financial records.

The hardware and software are removed by the Server Manager, SDL, Network Manager and Lead Solution Architect, who follow the USPTO Enterprise Architecture Standards and Guidelines and use the information in the closed hardware and software financial records and in the full Project Plan, SAD, and accepted Requirements Specification or (Use Cases and Supplemental Specifications).
The Server Manager, Network Manager, SDL and Lead Solution Architect take the close hardware and software financial records and the full Project Plan, SAD, and accepted Requirements Specification or (Use Cases and Supplemental Specifications) and the instructions in the USPTO Enterprise Architecture Standards and Guidelines to remove the sections of the hardware and software used only by the current AIS.

	What Comes in: 

Full Project Plan

SAD
Accepted Requirements Specification or (Use Cases and Supplemental Specifications) 

EAMS Change Record Created

User(s) Informed

Server Backed Up and Archived (Production Environment)

Database Backed Up and Archived (Production Environment)

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

USPTO Enterprise Architecture Standards and Guidelines
Office of Finance Accounting Policy

	What is Produced:

Deactivated System
Hardware and Software Removed

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	A821 Shutdown/Reassign Hardware – The Server Manager, Network Manager, and Lead Solution Architect use the information in the created EAMS Change Record, informed user(s), backed up server (Production Environment) and backed up database (Production Environment) and the instructions in the USPTO Enterprise Architecture Standards and Guidelines to shutdown or reassign the hardware.
A822 Cancel/Transfer Software Licenses – The Lead Solution Architect and SDL use the information in the created EAMS Change Record, informed user(s), backed up server (Production Environment) and backed up database (Production Environment) and the instructions in the USPTO Enterprise Architecture Standards and Guidelines to cancel or transfer the software licenses. 
A823 Close Out Financial Records of Hardware – The Server Manager, Network Manager, COTR, Budget Advisor, Records Manager and Lead Solution Architect use the information in the shutdown/reassigned hardware and the cancelled/transferred software licenses and the instructions in the USPTO Enterprise Architecture Standards and Guidelines and Office of Finance Accounting Policy to close out the hardware’s financial records.
A824 Close Out Financial Records of Software – The Lead Solution Architect, Records Manager, COTR, Budget Advisor and SDL use the information in the shutdown/reassigned hardware and the cancelled/transferred software licenses and the instructions in the USPTO Enterprise Architecture Standards and Guidelines and Office of Finance Accounting Policy to close out the software’s financial records.

A825 Remove Hardware and Software – The Server Manager, Network Manager, SDL, and Lead Solution Architect use the information in the closed hardware and software financial records and the full Project Plan, SAD, and accepted Requirements Specification or (Use Cases and Supplemental Specifications) and the instructions in the USPTO Enterprise Architecture Standards and Guidelines to remove the hardware and software from the system.
A826 Remove Sections of Hardware and Software Used Only by Current AIS – The Server Manager, Network Manager, SDL, and Lead Solution Architect use the information in the closed hardware and software financial records and the full Project Plan, SAD, and accepted Requirements Specification or (Use Cases and Supplemental Specifications) and the instructions in the USPTO Enterprise Architecture Standards and Guidelines to remove the sections of hardware and software from the system that are only used by the current AIS.

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


9.2.3 A83 - Conduct Final Backups

	Phase  A8 — Retirement

	Activity: A83 – Conduct Final Backups

	What Happens:  

The various parts of the AIS, such as its entry in Rochade and webpage status, are backed up and, if necessary, retired.

	Who Does What?  

The Record Manager, OCIO PM, SDL and Project Team
 use the instructions in the Records Management Guidelines and Shutdown Procedures and the deactivated system to draft the system closeout and complete the Lessons Learned.

Using the draft closed system and recorded Lessons Learned and following the Shutdown Procedures, the Records Manager, OCIO PM, SDL, and Configuration Manager mark the AISs Rochade entry as “inactivated and update the master AIS list.

The draft closed system and recorded Lessons Learned, along with the instructions in the Shutdown Procedures, are used to lock the AIS projects in ClearCase and ReqPro and to remove all write access by the Records Manager, OCIO PM, SDL, Contractors and Telecommunication Manager.

The Record Manager, OCIO PM, SDL, Contractors, and Telecommunication Manager use the information in the draft closed system and recorded Lessons Learned and the instructions in the Shutdown Procedures to update the affected web pages with the AIS’s retired status.
Following the instructions in the Shutdown Procedures, the Records Manager, Contractors, Server Manager, Telecommunication Manager, OCIO PM, Lead Solution Architect, and SDL, use the draft closed system and recorded Lessons Learned to mark the entries for the AIS in METIS (EA Database) that need to be updated.

The FISMA Inventory is updated by the OCIO PM, IT Security Facilitator and SDL who follow the Shutdown Procedures and use the draft closed system and recorded Lessons Learned. 
The OCIO PM and SDL mark the AIS as inactive in EPMS using the draft closed system and recorded Lessons Learned while following the Shutdown Procedures.

The QE Team, OCIO PM and SDL update the Technical Reference Model using the Shutdown Procedures and the draft closed system and recorded Lessons Learned.

The Information System Security Officer, Server Manager, Business PM, OCIO PM, SDL and Customer Support use the outputs from the previous activities (activities A832-A838) and the instructions in the Shutdown Procedures and EAMS Guidelines to update the EAMS Change Record to document the retirement and remove the project from the AIS dropdown list and to completely close the system.

	What Comes in: 

Deactivated System

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Records Management Guidelines
Shutdown Procedures
EAMS Guidelines

	What is Produced:

System Closed

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	A831 System Closeout and Lessons Learned – The Record Manager, OCIO PM, SDL and Project Team use the deactivated system and the instructions in the Records Management Guidelines and Shutdown Procedures to draft the system closeout and record the Lessons Learned.
A832 Mark AIS’s Rochade Entry as “Inactivated” and Update Master AIS List – The Record Manager, OCIO PM, SDL and Configuration Manger use the draft closed system and recorded Lessons Learned and the Shutdown Procedures to mark the AIS’s Rochade entry as “Inactivated” and update the master AIS list.
A833 Lock AIS Projects in ClearCase and ReqPro and Remove All Write Access – The Record Manager, OCIO PM, SDL, Contractors, and Telecommunication Manager use the draft closed system and recorded Lessons Learned and the Shutdown Procedures to lock the AIS Projects in ClearCase and ReqPro and remove all write access.
A834 Update Affected Web pages with AIS’s Retired Status – The Record Manager, OCIO PM, SDL, Contractors, and Telecommunication Manager use the draft closed system and recorded Lessons Learned and the Shutdown Procedures to update the affected web pages with the AIS’s retired status.
A835 Update AIS Entry in METIS As Needed – The Record Manager, Contractors, OCOP PM, SDL, Server Manager, Lead Solution Architect and Telecommunication Manager use the draft closed system and recorded Lessons Learned and the Shutdown Procedures to mark the AIS’s entries that need to be updated in METIS.
A836 Update FISMA Inventory – The OCIO PM, IT Security Facilitator and SDL use the draft closed system and recorded Lessons Learned and the Shutdown Procedures to update the FISMA Inventory.
A837 Mark as Inactive in EPMS – The OCIO PM and SDL use the draft closed system and recorded Lessons Learned and the Shutdown Procedures to mark the project as inactive in EPMS.
A838 Update Technical Reference Model – The QE Team, OCIO PM and SDL use the draft closed system and recorded Lessons Learned and the Shutdown Procedures to update the Technical Reference Model.
A839 Update EAMS Change Record to Document Retirement & Remove from AIS Dropdown List – The Information System Security Officer, Server Manager, Business PM, OCIO PM, SDL and Customer Support use the outputs from A832-A838, along with the Shutdown Procedures and EAMS Guidelines to update the EAMS Change Record, remove the project from the AIS dropdown list and to completely close the system.

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


9.2.4 A84 - Financial Closeout
	Phase  A8 — Retirement

	Activity: A84 – Financial Closeout

	What Happens:  

The project’s finances are shut down.

	Who Does What?  

Using the complete system close out, the OCIO PM and Budget Advisor follow the Office of Finance Accounting Policy to close the AIS’s PPA Code.
While following the instructions in the Office of Finance Accounting Policy and using the closed PPA Code, the OCIO PM and Budget Advisor father and reallocate the leftover AIS funds (if applicable) to help close out the project’s finances.

The OCIO PM and Budget Advisor use the closed PPA Code and the instructions in the Office of Finance Accounting Policy to reallocate and/or discontinue the AIS’s O&M budget entry and close out the finances.

	What Comes in: 

Complete System Closed

	What Controls Do I Need to Use?

(Note: As these controls are identified/developed, hyperlinks will be established in this document to direct users to the controls)

Office of Finance Accounting Policy

	What is Produced:

Finances Closed

	Quality Control Criteria:

The artifacts produced in this activity must conform to the instructions and standards set forth in the corresponding governing document(s)

	Measures: N/A

	Detailed Tasks:

	A841 Close AIS PPA Code – The OCIO PM and Budget Advisor use the complete system closeout and the instructions in the Office of Finance Accounting Policy to close the AIS’s PPA Code.
A842 Gather and Reallocate Leftover AIS Funds (if applicable) – The OCIO PM and Budget Advisor use the closed PPA Code and the instructions in the Office of Finance Accounting Policy to gather and reallocate any leftover AIS funds, if applicable.

A843 Reallocate/Discontinue AIS O&M Budget Entry – The OCIO PM and Budget Advisor use the closed PPA Code and the instructions in the Office Of Finance Accounting Policy to reallocate/discontinue the AIS O&M budget entry.

	Helpful Hints:

	The Roles marked in Green and Italicized are the Lead Roles for that activity


APPENDIX A <Add Appendix A Title>
APPENDIX B <Add Appendix B Title>
� See the Helpful Hints section for guidance on who supports this role for different types of projects.


� The Project Team is made up of the Business PM and representatives of the OCIO groups that have a stake in the successful completion of the project.


� The Project Team is made up of the impacted OCIO Personnel which are the OCIO groups that have a stake in any aspect of the project or are impacted by the project.  


� The Project Team is made up of the impacted OCIO Personnel which are the OCIO groups that have a stake in any aspect of the project or are impacted by the project.   


� The Project Team is made up of the impacted OCIO Personnel which are the OCIO groups that have a stake in any aspect of the project or are impacted by the project.


� The Project Team is made up of the impacted OCIO Personnel which are the OCIO groups that have a stake in any aspect of the project or are impacted by the project.


� The Project Team is made up of the impacted OCIO Personnel which are the OCIO groups that have a stake in any aspect of the project or are impacted by the project.


� The Project Team is made up of the impacted OCIO Personnel which are the OCIO groups that have a stake in any aspect of the project or are impacted by the project.


� The Project Team is made up of the impacted OCIO Personnel which are the OCIO groups that have a stake in any aspect of the project or are impacted by the project.


� The Project Team is made up of the impacted OCIO Personnel which are the OCIO groups that have a stake in any aspect of the project or are impacted by the project.


� The Project Team is made up of the impacted OCIO Personnel which are the OCIO groups that have a stake in any aspect of the project or are impacted by the project.


� The Project Team is made up of the impacted OCIO Personnel which are the OCIO groups that have a stake in any aspect of the project or are impacted by the project.


� The Project Team is made up of the impacted OCIO Personnel which are the OCIO groups that have a stake in any aspect of the project or are impacted by the project.


� The Project Team is made up of the impacted OCIO Personnel which are the OCIO groups that have a stake in any aspect of the project or are impacted by the project.


� The Project Team is made up of the impacted OCIO Personnel which are the OCIO groups that have a stake in any aspect of the project or are impacted by the project.


� The Project Team is made up of the impacted OCIO Personnel which are the OCIO groups that have a stake in any aspect of the project or are impacted by the project.


� The Project Team is made up of the impacted OCIO Personnel which are the OCIO groups that have a stake in any aspect of the project or are impacted by the project.


� The Project Team is made up of the impacted OCIO Personnel which are the OCIO groups that have a stake in any aspect of the project or are impacted by the project.


� The Project Team is made up of the impacted OCIO Personnel which are the OCIO groups that have a stake in any aspect of the project or are impacted by the project.


� The Project Team is made up of the impacted OCIO Personnel which are the OCIO groups that have a stake in any aspect of the project or are impacted by the project.
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