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1 Introduction
1.1 Purpose

This document provides an overview of USPTO’s Systems Development Life Cycle, version 3.0 (SDLC 3.0).

The primary purpose of SDLC 3.0 is to provide guidance, a framework, and direction for the development of automated information systems and related products and services that support the mission and business goals of the U.S. Patent and Trademark Office.
Successful management of USPTO’s information technology (IT) investments comprises three key components: 1) repeatable, reliable processes compliant with all relevant Federal Government standards, mandates and directives; 2) staff thoroughly trained in the execution of these processes; and 3) tools to support these processes. As one of the major repeatable processes governing IT investments, SDLC 3.0 provides the basis for system development excellence at USPTO and is a key aspect of IT governance and portfolio management. 
The USPTO Office of the Chief Information Officer (OCIO) is deeply engaged in ongoing efforts to improve, maintain and support SDLC 3.0. OCIO’s goal is to implement a well-defined, integrated, and coordinated SDLC process that guides the successful conception, development, and completion of IT investment projects.
1.2 Scope

This document provides a high-level overview of the SDLC Process and its constituent parts.
1.3 Audience
Senior executives, program managers, and other non-IT technical personnel throughout USPTO who have investments in information technology and information systems should be familiar with the SDLC 3.0 overview. OCIO personnel and other IT technical staff will need to be familiar with the more detailed documents supporting SDLC 3.0.

2 SDLC 3.0 Overview
2.1 Definition
SDLC 3.0 is derived from the Institute of Electrical and Electronics Engineers (IEEE) Standards Association systems development life cycle methodology. SDLC 3.0 provides a structured and standardized process for all phases of any IT development effort. It is to be used for all IT projects and for related non-IT development efforts, where appropriate. SDLC 3.0 phases track the progress of a project through progressive stages: concept, definition, design, development, testing, deployment, operations and retirement.
2.2 Benefits
SDLC 3.0 provides value to stakeholders in the following ways:
· Better transparency into and predictability of project progress (technical, cost, and schedule) 

· Clearer accountability for specific aspects of the project, from approvals through implementation

· More well-defined and stable requirements 
· More rigorous change control

· Faster identification of, response to, and recovery from project challenges
· Better integration of all mandate requirements (e.g., security, 508, etc.) into the development effort leading to more timely, successful projects.
2.3 Process Overview
SDLC 3.0 is a structured, integrated approach to developing and fielding information systems and other IT-related solutions. By outlining the connections between mission, system, and architecture, SDLC 3.0 ensures that solutions align with the USPTO’s mission and support its business needs, while minimizing risks and maximizing returns throughout the system life cycle. 
SDLC 3.0 relies on systematic solution specification, design, development, and implementation subject to continuous review and approval processes. This iterative review process ensures that the implemented solution satisfies its objectives efficiently and effectively. The eight major phases of SDLC 3.0 are depicted in Figure 1: SDLC 3.0 Level 1 Process Flow. 

Each implemented IT solution is consolidated into the USPTO’s enterprise IT portfolio, so that the OCIO can ensure that they support the USPTO mission and goals, and work in concert when appropriate, including systems under development, currently in operation, and scheduled for retirement and or replacement. USPTO’s IT portfolio is reviewed on an annual basis as part of the USPTO’s IT investment planning and analysis activities.
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Figure 1: SDLC 3.0 Level 1 Process Flow 

Each of the eight major phases of SDLC 3.0 is structured in a similar manner using a set of com​mon elements including detailed flow diagrams and phase and activity descriptions. Required inputs, expected outputs, process controls, roles and responsibilities, and other critical information are provided for each phase and activity. These common elements provide a consistent and predictable flow and coordination of activities within each phase. Each phase up to Testing culminates with a Go/No Go decision that reviews the quality of activities in each phase and determines whether or not the project is sufficiently mature to move into the next phase.
2.3.1 Concept Phase

During the Concept Phase, potential new projects are requested, initially defined, prioritized in both the program area portfolio and the overall OCIO portfolio, and officially placed in the queue for action by OCIO. High-level functional and technical requirements and architectural requirements are defined and documented. A project plan is developed that depicts the work required to advance the project through the Definition Phase. A rough order of magnitude cost estimate is also prepared for support activities through the definition phase. 
(Note: Limiting the initial cost estimate for work through the Definition Phase is a change from former processes where cost and schedule information for the entire project were provided at this end of the initial Intake phase.)
2.3.2 Definition Phase
During the Definition Phase, the project team thoroughly specifies the project’s requirements and lays out the basic elements of the technical architecture. These activities provide the additional definition required for the team to develop a full life cycle project plan in a structured manner. At this point, more specific estimates of project cost are also developed.

During the course of Definition, a Definition Phase Go/No Go Decision Documentation package is prepared that defines:

· Project version number
· Project team members
· Detailed functional and non-functional requirements
· The solution technical architecture
· Security measures
· Detailed project planning through the deployment phase

· The overall project costs. 
2.3.3 Design Phase
During the Design Phase, a set of one or more design elements are produced for each requirement. These design elements describe the desired software or service features in detail and may include functional hierarchy diagrams, screen layout diagrams, tables of business rules, business process diagrams, security features, pseudocode, integration requirements, and a complete entity-relationship diagram with a full data dictionary. The design elements are intended to describe the software/service in sufficient detail that skilled programmers may develop the software/service with minimal additional input. The Design and Development Environments are set up/stood up during the Design Phase as well.  This phase also involves updates to the project plan, cost estimates, and risk management plan in support of a formal Design Phase Go/No Go decision.
2.3.4 Development Phase

During Development, the detailed specifications produced during the Design Phase facilitate the creation of the code and environments through which the solution will be implemented. The system’s users perform User Involvement Testing (UIT) and the team conducts regression testing to ensure that each new component works successfully with existing components. The Security Controls Assessment Plan and the Contingency Plan are completed, reviewed, and approved.  The Test Specifications and Procedures are completed and Red-Lined. After going through a formal Development Phase Go/No Go decision process, the system is sent to Testing. 
2.3.5 Testing Phase
Testing provides the activities needed to test the network(s), the hardware environment(s), the code, and any other system components for faults or bugs that may inhibit the project’s ability to perform its intended function. Discovered bugs are analyzed and corrected. The system undergoes both independent testing and user acceptance testing to ensure that the requirements, as defined in the requirements documentation, as well as all privacy, security, and other mandated requirements, are satisfied by the developed or modified system. The system goes through an operation readiness review and once the configuration management build has been successfully executed, the system is moved to Deployment after a formal Go/No Go decision.
2.3.6  Deployment Phase

The Deployment Phase defines the activities through which the product is set up in the customer’s production environment. The production environment undergoes final preparations for deployment. The system is officially deployed to the production environment where, it is tested and eventually approved for release.  If any discrepancy reports are filed durng the Operations Phase, the Project Team will evoke the Emergency Fix Procedure to address and solve the issue(s).  The project’s security documentation, including the System Security Plan and Plan of Actions & Milestones (POA&M) are created and/or reviewed and then approved.
2.3.7 Operations Phase

The Operations Phase provides continuous support for the system in the form of troubleshooting, creating performance reviews and assessments, and ensuring that the solution’s security remains intact.
2.3.8 Retirement Phase

During the Retirement Phase, the system’s information is backed up or archived, the environments are deactivated and disassembled and any used hardware and software is retired, reassigned or stored.  Once these steps are completed, the system and its finances are closed out..
2.4 SDLC 3.0 Highlights

2.4.1 SDLC 3.0 Integrates IT Security

Security is fully integrated into the system development process in SDLC 3.0 and is explicitly referenced from the Concept Phase through the Operations Phase. The Information System Security Officer (IS Security Officer) is involved in the project from the beginning and ensures that the system’s security will be compliant, robust, and effective. Approved security plans and controls conform to USPTO IT Security Standards and Guidelines and the Federal IT Security Standards and Guidelines.

2.4.2 SDLC 3.0 Defines Go/No Go Criteria for Each Phase
SDLC 3.0 provides Go/No Go decision points for each phase of the solution development process. Go/No Go decisions focus on four dimensions, as appropriate to the specific stage of development: strategic fit, financial viability, technical feasibility and customer acceptance. 
The strategic fit of the project is considered during the Concept Phase. During Concept, the project team that was assembled at the start of the phase serves as the approval authority. If an issue or conflict arises that requires resolution that cannot be provided by the members of the project team, the OCIO Senior Management may be asked to step in and assist. 
The financial viability of the project is addressed during the Definition Phase. The Business PM’s Senior Management, OCIO Senior Management and IT Investment Review Board make the Go/No Go decision for the Definition Phase assisted by the Business Project Manager and the OCIO Project Manager. If the project meets the CPIC Review Board (CRB) approval thresholds, the CRB serves as the approval authority for the project.
During the Design Phase, the technical feasibility of the project is considered. The Business PM’s Senior Management and OCIO Senior Management are the approval primary authorities, supported by the Business Project Manager, System Development Lead, Quality Engineering Team, Project Team, OCIO Project Manager and the Budget Advisor who re-verifies the source and amount of funding for the project. 

During Development, customer acceptance is paramount, although the customer has already played an enormous role in the definition and design phases. The Business PM’s Senior Management and OCIO Senior Management serve as the approval authorities for the Development Phase assisted by the Business Project Manager, OCIO Project Manager, Project Team and Quality Engineering Team.
In Testing, the Operations Manager is the approval authority for the Operational Readiness Review, which informs the Go/No Go decision. The outcomes of independent testing, user acceptance testing, and the operational readiness review determine whether the system can proceed to Production.

Conditions for exiting each major phase have been set so that all project stakeholders have a clear understanding of what is expected of each.

2.4.3 SDLC 3.0 Is Flexible to Adapt to the Wide Range of USPTO Projects
One size SDLC will not fit all USPTO projects. Therefore, SDLC 3.0 includes steps to customize the process to meet the needs of each project. During Concept, project teams complete the Project Size Classification Score Sheet and the SDLC 3.0 Activity/Artifact Tailoring Checklist. These tools provide a customized path through SDLC 3.0 for each specific project. The key element in the customization is to apply the structured flexibility designed into SDLC 3.0 to include all tasks that need to be done to achieve success for this particular project and to reduce tasks that do not contribute to the essential goals of the specified effort.
Additionally, the SDLC 3.0 process should be viewed as an iterative process rather than as a rigid “waterfall” approach. For instance, if during the Design phase, significant new requirements are discovered, the project team is authorized to loop back through Concept and Definition to explore the ramifications of these new requirements on the project. Since IT projects often involve a great deal of discovery along the way, this ability to cycle back through the process to capture new learning is essential to the implementation of effective IT solutions. 
2.4.4 SDLC 3.0 Provides a Framework for the Integration of Tools and Techniques
SDLC 3.0 provides the structure within which specific technical tools, methods, and techniques can be integrated. SDLC 3.0 specifies the expected deliverables for each phase, but it does not dictate the use of any specific tools and techniques to develop those artifacts. Project leaders have the latitude to employ whatever tools and techniques they believe will be most effective.

2.4.5 SDLC 3.0 Specifies Roles and Responsibilities

Roles and responsibilities have been spelled out in great detail in SDLC 3.0 documentation. The roles defined through the SDLC are not tied to organizational structure but instead define the functional roles required for successful execution of the project. Any qualified person can fulfill the role.

Although quite a number of USPTO personnel are involved in bringing a system into operation, the principal roles can be divided into six areas of responsibility: Project Management, Review and Approval, Security, Technical, Financial and Quality Assurance. 

Project Management is responsible for defining the work, when it must occur, and who is to perform it. 
The Review and Approval function is executed chiefly by the project team that is assembled at the beginning of each phase.  Senior Management may become involved on an as-needed basis if the project team encounters issues or difficulties that its members are unable to resolve or the project is of a size or scope that warrants greater management involvement. The Capital Planning Review Board and the IT Investment Review Board participate as required. 

The Chief Information System Security Officer, Information System Security Officer and IT Security Facilitator are responsible for all aspects of security on the project. 

The Technical development of the project which is, as would be expected, the area of responsibility that requires the largest number of roles is carried out by the Requirements Lead, System Development Lead, Lead Solution Architect, and Network Manager with occasional involvement of the Telecommunication Manager, Database Administrator, Server Manager, Release Manager and Operations Manager. 

The only role specifically identified with responsibility for financial matters is that of Budget Advisor. However, by virtue of their role in the Review and Approval process, that responsibility is shared by both OCIO and Business Area management. 

The Quality Assurance Team is specifically designated with responsibility for QA and perform that function as a parallel effort. Once the project enters the Design Phase, the responsibilities of the Quality Assurance Team are passed onto the Quality Engineering Team.  The Qulaity Engineering Team also checks the quality of the project’s documentation at the Go/No Go Meetings at the end of the Design, Development and Testing Phases for completeness before allowing the project to move on. However, OCIO, business management, and technical personnel support the QA Team and QE Team, particularly during testing and the Operational Readiness Review.  Also assisting with the Quality Assurance, through testing, of the project is the Test Team, which participates in the Independent Training.
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