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1. INTRODUCTION

1.1 About [Project Name] System

This section should provide a background on the program or project plan including phase, release and major milestone information.

1.2 Purpose
This section is to describe the purpose of the Requirements Specification for the particular AIS and intended audience.

1.3 Scope

This section identifies the AIS by name, purpose of the AIS, and the extent of the proposed functionality and benefits of the AIS.   

1.4 References

This subsection provides a complete list of all documents referenced elsewhere in the Requirements Specification document. Identify each document by title, report number (if applicable), date, and publishing organization. Specify the sources from which the references can be obtained. This information may be provided by reference to an appendix or to another document.
1.5 Overview

This subsection describes what the rest of the Requirements Specification document contains and explains how the document is organized.
2. GENERAL DESCRIPTION

2.1 Product Perspective

This section should show relationships to other systems, COTS products, and processes.  Additionally, if the proposed system is a component of a larger system, this section should relate functionality and interfaces to the requirements of the larger system.  Diagrams should be used where they improve clarity of relationships.

2.2 Product Functions

This section describes the anticipated functionality of the proposed system.  

2.3 User Characteristics

This section describes the anticipated end-user community in terms of task, skills, and production needs.  

2.4 General Constraints

This section describes the system limitations including the following:  hardware, external interfaces, statute, business process, etc.  These constraints may be externally mandated or determined during initial analysis and design.

2.5 Assumptions and Dependencies

This section describes factors that will impact the system design and development.  These factors include the following: enterprise software, operating system, development environments, technology or hardware acquisition, etc.  Development efforts often depend on the availability of other systems. 

3. SPECIFIC REQUIREMENTS

3.1 Requirement Categories, Types and Priorities

The below tables should be filled in by the author.

The below blue text and bullets are for author reference only and should be removed from the finished Requirements Specification document.   

Requirement categories are used to specify in uniform and general terms specific attributes regarding requirements.  In the USPTO, no more than six attribute types (Standard Types, Optional Types, Priority Types, Requirement Status, External Interfaces, and Implementation Phase) are usually specified in this manner.  Two (Priority Types and Requirement Status) are mandatory for all requirements not defined by detailed level requirements.  Only the requirements not defined by detailed level requirement(s) (children) should have attributes. 

Table 1: Priority Types (Titles and Codes)

Characteristics of “Priority Types”

· Each requirement not defined by detailed level requirement(s) must be assigned to only one of the “Priority Types” categories.  

· "Mandatory" describes requirements that are critical either to meet the stated business need or to successfully implement the system.  A system is deployable only if all mandatory requirements are satisfied. 

· "Highly Desirable" describes requirements that may significantly improve the functionality of the system or help it to better meet the stated business need but are not required to implement the system.  Highly desirable requirements may be deferred or deleted if development resources become scarce.

· "Desirable" describes requirements that, if implemented, will have a negligible impact on the functionality of the system but may have a minor impact on meeting the stated business need.  Desirable requirements would be more likely than highly desirable requirements to be deferred or deleted if development resources become scarce.

· "Optional" describes requirements that have no impact on the functionality of the system and do not affect the stated business need.  Optional requirements are the first requirements to be deferred or deleted if development resources become scarce.

· The assignment of a requirement to a “Priority Types” category does not exclude assignment to any other category types.  

· "Priority Types" assignments are a tool for helping Project Managers, System Development Managers, and developers to allocate their resources appropriately.

	MA  
	Mandatory

	HD
	Highly Desirable

	DE
	Desirable

	OP
	Optional


Table 1: Requirement Status (Titles and Codes)

Characteristics of “Requirement Status”

· Each requirement not defined by detailed level requirement(s) must be assigned to only one of the "Requirement Status" categories.

· "Current" describes requirements that must be satisfied (and verified) to implement the current release of the project.

· "Deferred" describes requirements that will be implemented (and verified) at a later release of the project or as a part of another project.

· "Deleted" describes requirements that will not be implemented (or verified) at any release of the project.

· "Satisfied" describes requirements that have been implemented (and verified) during a previous release of a project or as a part of another project.

· Perhaps foremost in the duties of "Requirement Status" is to tell the testers what needs to be tested.

· This attribute may change throughout the lifecycle of the project.

· Requirements with a Priority of "Mandatory" cannot be deleted or deferred without Stakeholder approval.   

	CU
	Current

	DX  
	Deleted

	DF
	Deferred

	SA
	Satisfied


Table 2: Standard Types (Titles and Codes)

Characteristics of “Standard Types” Categories

· Each requirement not defined by detailed level requirement(s) may be identified as falling into one or more “Standard Types” categories.  

· "Input" describes any form of input including the following: scanning, typing, touch screens, voice, etc.

· "Output" describes any form of output including the following: display, print, sound, etc.

· "Process" describes requirements that detail specific user or system actions.

· "Data" describes requirements that manipulate the actual stored data.  These requirements when included should provide text that delineates broad categories of data (e.g. Trademark Goods and Services, Trademark Design Search Codes, Patent Bibliographic Data, Examiner Actions, Patent Classification Data, Correspondence Addresses, Fee Codes, and Employee Location).  Many times these requirements are actually within process type requirements and simply need to be classified as both Process and Data type requirements.

· “Enterprise” describes requirements that are high level requirements (and subsequent children) identified from statues, regulations, and USPTO business processes that are applicable to all AISs.

· The assignment of a requirement to a "Standard Types" category does not exclude the additional assignment of other attributes including "Optional Types".  

· Distinguishing requirements by types can help testers and developers to group requirements in order to more effectively perform their respective tasks.  

· The purposes of these "Standard Types” categories include use in organizing and reporting on requirements internally within the project.

	IN
	Input Requirement

	OT
	Output Requirement

	PR
	Process Requirement

	DA
	Data Requirement

	ET
	Enterprise Requirement 


(Optional) Table 3: Optional Types (Sample Titles and Codes)

Characteristics of “Optional Types” Categories

· At the Project Team’s discretion, each requirement may also be identified as falling into one or more of the “Optional Types” categories.  

· The assignment of a requirement to an "Optional Types” category does not exclude assignment to any "Standard Types" category.  

· A requirement can be assigned to as many optional categories as is necessary to describe the requirement. 

· The purposes of these "Optional Types” categories are very similar to the purposes for "Standard Types".  They include project-internal use for organizing and reporting on requirements and helping testers and developers to refine their requirement grouping to more effectively perform the tasks of development and testing.  

· The various optional categories listed are samples and may (or may not) be applicable for any given project.  Other types of optional categories may also be assigned and used in an RS if included on the "Optional Types" table.

	EU
	End User/Functional Requirement

	508
	Section 508

	CP
	Capacity and Performance Requirement

	SE
	Security Requirement

	PE
	Performance Requirement

	CN
	Communications/Network Requirement

	OS
	Operating System Requirement

	SI
	System Interface Requirement

	HW
	Hardware Requirement

	SW
	Software Requirement


(Optional) Table 4: Implementation (Sample Titles and codes)

Characteristics of “Implementation”

· A requirement can be assigned to only one release (implementation).  

· Requirements assigned to a planned future development are often assigned a requirement status of "Deferred" until their development begins.

· Requirements for which the future implementation release is not known, has not been decided, or is not yet planned may be assigned to "Future Development."  

· Requirements assigned to a completed development release are usually assigned a requirement status of "Satisfied" for the remainder of the project.

· The assignment of a requirement to an Release category as well as to any other category is not mutually exclusive.  

· In the table below "xyz" should be replaced with the project acronym.

	1.0
	xyz 1.0

	2.0
	xyz 2.0

	2.1
	xyz 2.1

	FD
	Future Development


(Optional) Table 5: External Interfaces (Sample Projects)

Characteristics of “External Interfaces”

· Some projects must interface with external systems.  

· These external systems should be listed by system acronym and full system name.  

· Any requirement involving an interface with external system(s) should have "External Interfaces" attribute(s) assigned.

	EBCIS  
	Electronic Business Center Imaging System

	RAM 2.5  
	Revenue and Accounting Management System 2.5


3.2 Enter Name of Requirements Grouping Here
The below blue definitions are for author reference only and should be removed from the finished Requirements Specification document.  

Paragraph #

Contains the RS paragraph number assigned by the author of the RS.

Text


Contains the requirement text.

Comments

Contains clarifying statements and/or graphic references to help the reader understand the intent of the requirement.

Standard Types
Contains only the code(s) from the Standard Types Table 3 defined in section 3.1.  If multiple types are attributed to a requirement, then the codes are separated by {space}|{space}.

Optional Types
Contains the code(s) only from the Optional Types Table 4 defined in section 3.1.  If multiple types are attributed to a requirement, then the codes are separated by {space}|{space}.

Priority Type

Contains one and only one code from the Priority Types Table 1 defined in section 3.1.

Requirement Status
Contains one and only one code from the Requirement Status Table 2 defined in section 3.1.

External Interface
Contains the project acronyms(s) from the External Interfaces Table 6 defined in section 3.1.  If multiple interfaces are attributed to a requirement, then the acronyms are separated by {space}|{space}.

Stakeholder
Specific individuals or organizations who have a stake in the outcome of the project.  The stakeholder identified for a requirement can answer questions about requirement content and advise on the criticality of the requirement.

Release


Contains one and only one code from the Implementation Phase Table 5 defined in section 3.1.

Design Source Document #
Contains the Design Source Document (High Level Architecture, Detailed Design Document ) paragraph mapping information, when available.  The document should be identified in Section 1.4 (References).

	Paragraph

#
	Text
	Comments
	Standard Type
	Optional Type
	Priority Type
	Reqmt Status
	External Interface
	Stakeholder
	Release
	Design Source Document (DDD, HLA) #

	3.2.1
	High Level Requirement Text (Requirement is identified by the phrase The system shall…..)


	Clarification for Requirement Text (This is not the actual statement of the requirement but a narrative description and/or graphic reference to facilitate the reader’s understanding and will be captured in RTM as a Comment.)
	
	
	
	
	
	
	
	


	3.2.1.1
	Detailed Level Requirement Text (This is the actual statement of the requirement.  Requirement texts are identified by the phrase  The system shall…  Clarification, if necessary, should be included in the comment.)
	Clarification for Requirement Text (This is not the actual statement of the requirement but a narrative description and/or graphic reference to facilitate the reader’s understanding and will be captured in RTM as a Comment.) 
	Standard Type Code 1 | Standard Type Code 2 (Include as many codes as necessary to clarify the requirement.)
	Optional Type Code 1 | Optional Type Code 2 (Include as many codes as necessary to clarify the requirement)
	Priority Type Code (Include only one Priority Code)
	Reqmt Status Code (Include only one Reqmt Status Code)
	External Interface Code 1 | External Interface Code 2
	Includes the names of the Stakeholders that "own" the requirement.
	Implement Phase Code (Include only one Implement Phase Code)
	Design Par. No. (Add by TDR)


3.3 Enterprise Requirements
3.3.1 Scalability

The following definition applies to this category:

· Scalability refers the ability of the architecture to support increased numbers of users, larger amounts of data, higher transaction rates, and so on, with minimum disruption and re-development cost, if business demands grow in the future.
	Paragraph #
	Text
	Comments
	Optional Type
	Priority Type
	Reqmt Status
	External Interface
	Stakeholder
	Release
	HLA Reference 

	3.3.1.1
	The AIS capacity buffers shall accommodate anticipated future growth of [insert specifics here] without requiring major restructuring.
	Insert specific criteria
	SC
	OP
	
	
	
	
	


3.3.2 Section 508
The following definition applies to this category:
· Section 508 refers to the accessibility needs for people with disabilities that must be considered when planning, acquiring, designing, developing and testing all automated information technology systems and infrastructure for PTO.
	Paragraph #
	Text
	Comments
	Optional Type
	Priority Type
	Reqmt Status
	External Interface
	Stakeholder
	Release
	HLA Reference

	3.3.2.1
	The system shall be 508 compliant.
	The system SHALL meet the requirements stated in Section 3.2.1 of the USPTO Enterprise Requirements Specification for Accommodation Technology Compliance (ATC), November 28, 2001.
	508
	MA
	CU
	
	
	
	


3.3.3 Usability

The following definition applies to this category:

· Usability refers to ability with which end users can make use of the system, performing tasks quickly and correctly, with minimum training required. 

	Paragraph #
	Text
	Comments
	Optional Type
	Priority Type
	Reqmt Status
	External Interface
	Stakeholder
	Release
	HLA Reference

	3.3.3.1
	All functions shall have online help.
	
	US
	OP
	
	
	
	
	

	3.3.3.2
	All functions shall have shortcut keys.
	
	US
	OP
	
	
	
	
	

	3.3.3.3
	The users shall be able to perform a specified task correctly with in “X” minutes.
	
	US
	OP
	
	
	
	
	


3.3.4 Availability

The following definition applies to this category:

· Availability is defined as the measure of the readiness of the system.  More specifically, a measure of the degree to which the system is in an operable and committable state at the start of a mission when the mission is called for at a random time.  It is the percentage of a given time period during which the AIS is available to use and is fully operational.
	Paragraph #
	Text
	Comments
	Optional Type
	Priority Type
	Reqmt Status
	External Interface
	Stakeholder
	Release
	HLA Reference

	3.3.4.1
	The system shall be available from any workstation meeting USPTO standards.
	Standards identified in [specify the document]
	AV
	OP
	
	
	
	
	

	3.3.4.1.1
	The system shall provide the same functionality to all users regardless of location.
	
	AV
	OP
	
	
	
	
	


3.3.5 Data Accuracy
The following definition applies to this category:

· Data Accuracy represents the correctness of the data values in the system. It defines in the form of percentage, how close data is to the real values.

	Paragraph #
	Text
	Comments
	Optional Type
	Priority Type
	Reqmt Status
	External Interface
	Stakeholder
	Release
	HLA Reference

	3.3.5.1
	The system shall be protected against data entry errors.
	
	DA
	OP
	
	
	
	
	

	3.3.5.1.1
	The system shall apply data validation techniques.
	
	DA
	OP
	
	
	
	
	

	3.3.5.1.1.1
	The system shall check the input format against data format in the data dictionary. 
	e.g. ddd-dd-dddd format for social security number, where d represents a digit.Or in the case of dates, if the system accepts one of the following formats, it shall direct the operator to enter it as appropriate and if the system may accept data in several of these formats then after verification.

It shall convert it to the single format, which is defined on the data dictionary.

· November 3, 2004 

· 11/03/04

· 11/03/2004

· 11/3/04

· 3-Nov-2004
	DA
	OP
	
	
	
	
	

	3.3.5.1.1.2
	The system shall notify the user of the correct format.
	
	DA
	OP
	
	
	
	
	

	3.3.5.1.1.3
	The system shall save valid data in the format defined in to the Data Dictionary.
	
	DA
	OP
	
	
	
	
	

	3.3.5.1.2
	The system shall validate the data the list of possible values.
	Those lists must be placed in the database in the form of reference tables.
	DA
	OP
	
	
	
	
	

	3.3.5.1.3
	The system shall display to the user descriptive warning/error messages.
	To help refrain from entering incorrect data due to inadequate data-input operator training
	DA
	OP
	
	
	
	
	

	3.3.5.1.3.1
	The system shall apply verification rules that govern relationship(s) between two or more fields. 
	For example if social security field is not filled, then another field named National Code must have been entered and the list of valid values for  Country Code would be limited to a subset of the original list of countries.

All possible cases of wrong data shall be considered and appropriate descriptive messages issued so that the user can quickly locate the cause.
	DA
	OP
	
	
	
	
	

	3.3.5.1.3.2
	The system shall issue descriptive messages so that the user can locate the cause.
	
	DA
	OP
	
	
	
	
	

	3.3.5.1.3.3
	The system shall provide on-line help feature to help train the operator.
	This is in addition to the user’s manual.
	DA
	OP
	
	
	
	
	

	3.3.5.2
	The System shall apply validation rules to imported data.
	
	DA
	OP
	
	
	
	
	

	3.3.5.2.1
	The system shall implement database-checking rules.
	If these checks are not sufficient, then reusable code should be used to further verify imported data.
	DA
	OP
	
	
	
	
	

	3.3.5.2.2
	The system shall generate an error log.
	Notifying the systems administrator and place the imported information on hold pending approval, If a problem (truncation, odd patterns, failed crosschecks) occurs during an unattended, automated import.
	DA
	OP
	
	
	
	
	

	3.3.5.3
	The system shall handle field truncation in such a way that unexpected results are minimized. 


	 
	DA
	OP
	
	
	
	
	

	3.3.5.3.1
	The system shall issue warnings for numeric type fields. 


	These warnings are to be issued if truncation is to happen after data is entered.
	DA
	OP
	
	
	
	
	

	3.3.5.3.2
	The system shall issue informative messages for character type fields. 
	Maximum number of characters and the remaining number of characters shall be stated so that user is informed, if truncation happens. 
	DA
	OP
	
	
	
	
	

	3.3.5.4
	The system shall warn the user of a potential problem when data being entered doesn’t match an expected pattern. 


	e.g. first name length exceeds 30 charachters.

The system shall allow the user to nevertheless confirm and proceed.
	DA
	OP
	
	
	
	
	

	3.3.5.5
	The system shall display ‘as of’ dates for critical data.


	Define critical data
	DA
	OP
	
	
	
	
	

	3.3.5.6
	The system shall maintain Referential Integrity.
	
	DA
	OP
	
	
	
	
	

	3.3.5.6.1
	The system shall produce an error report identifying parent records, based on business rules that have lost required child records. 
	Database administrator can adjust referential integrity rules before utilizing the database.

This feature must be based on foreign key relationships.
e.g administrator can let a childless record exist ( a department without an employee) 
	DA
	OP
	
	
	
	
	

	3.3.5.6.2
	The system’s watchdog mechanism shall be improved by putting collection of all above-mentioned triggers into an intelligent subsystem that contains appropriate SQL statements for each critical field. It can dynamically decide when and which queries to run based on the density of entered data.
	
	DA
	OP
	
	
	
	
	


3.3.6 ERM: Electronic Records Management

The following definition applies to this category:

· ERM: Electronic Records Management

The Electronic Records Management Initiative will provide the tools that agencies will need to manage their records in electronic form, addressing specific areas of electronic records management where agencies are having major difficulties. 
	Paragraph #
	Text
	Comments
	Optional Type
	Priority Type
	Reqmt Status
	External Interface
	Stakeholder
	Release
	HLA Reference

	
	Agency Common Standards
	
	
	
	
	
	
	
	

	3.3.6.1
	The system shall determine access authorization via a set of predetermined user roles, based on appropriate security clearance, unique identifiers, and/or the business role of the user, and will allow only authorized users to access information.
	Access
	ER
	OP
	
	
	
	
	

	3.3.6.2
	The system shall maintain the content, structure, and context of the electronic records and related metadata accurately when copy records from one system to another; when new storage devices or media are utilized; when the current software is upgraded or a new or upgraded electronic file management system is installed.
	Migration
	ER
	OP
	
	
	
	
	

	3.3.6.3
	The system shall provide the capability to track user actions in the system, such as access, creation, receipt, modification, distribution, dissemination, migration, transfer and disposal of information, and will provide the capability to generate reports on these actions.
	Audit
	ER
	OP
	
	
	
	
	

	3.3.6.4
	The system shall ensure that vital records, related metadata, and the operating software used to manage the electronic records are backed up, and made available for disaster recovery purposes.
	Vital Record Backup and Recovery
	ER
	OP
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	

	
	Records Capture.
	
	
	
	
	
	
	
	

	3.3.6.5
	The system shall provide the capability to capture all records created or received to include the contents, structure and context or each record.
	Capture Records
	ER
	OP
	
	
	
	
	

	3.3.6.6
	The system shall provide the capability to capture notes and annotation associated with records. 
	Notes and Annotations
	ER
	OP
	
	
	
	
	

	3.3.6.6.1
	The system shall ensure that the electronic records can be reproduced and made viewable with or without notes and annotations.
	Notes and Annotations
	ER
	OP
	
	
	
	
	

	3.3.6.6.2
	The system shall ensure that hyperlinks referenced in records are accessible throughout the life cycle of the record.
	Hyper Links
	ER
	OP
	
	
	
	
	

	3.3.6.7
	The system shall provide the capability to capture working files when they meet the requirements of preservation as a record copy.
	Working Files
	ER
	OP
	
	
	
	
	

	3.3.6.8
	The system shall ensure that the scanning resolution for image capture is sufficiently high to capture a readable, usable and reproducible copy of the original.
	Conversion of Paper Records to Electronic Forms
	ER
	OP
	
	
	
	
	

	3.3.6.9
	The system shall provide the capability to capture metadata that are linked to records.  Metadata should be automatically and reliably linked to records as possible.
	Metadata
	ER
	OP
	
	
	
	
	

	
	Records Maintenance and Use
	
	
	
	
	
	
	
	

	3.3.6.10
	The system shall provide the capability for authorized users to create and maintain an organization-specific file plan and link the file plan to records retention schedule, including disposition instructions.
	Organize Records
	ER
	OP
	
	
	
	
	

	3.3.6.11
	The system shall provide the capability for authorized users to modify and update metadata related to records.
	Metadata Update 
	ER
	OP
	
	
	
	
	

	3.3.6.11.1
	The system shall provide the capability for authorized users to modify and update metadata of individual record.
	Individual Metadata Updates
	ER
	OP
	
	
	
	
	

	3.3.6.11.2
	The system shall provide the capability for authorized users to modify and update metadata by global replacement.
	Global Metadata Updates
	ER
	OP
	
	
	
	
	

	3.3.6.11.3
	The system shall provide the capability for authorized users to run a query and modify and update the metadata of the records from the resulting query.
	Metadata Updates by Query
	ER
	OP
	
	
	
	
	

	3.3.6.12
	The system shall retain the records and related metadata throughout the record life cycle.  The retention period is determined by the business needs, legal requirement, or historical value.
	Records Retention
	ER
	OP
	
	
	
	
	

	3.3.6.12.1
	The system shall provide the capability for authorized users to create, update and delete record retention schedules
	Create/Update/Delete Retention Schedules
	ER
	OP
	
	
	
	
	

	3.3.6.12.2
	The system shall automatically track the retention periods that have been allocated to the records or file plans and initiate the disposal process once the end of the retention period is reached.
	Track Retention Period
	ER
	OP
	
	
	
	
	

	3.3.6.13
	The system shall ensure the consistency of data, protecting and detecting unauthorized alteration or destruction of data.
	Preserve Records
	ER
	OP
	
	
	
	
	

	3.3.6.13.1
	The system shall preserve the content, context and structure of a record so that a human readable display or print of the data can be reconstructed over the life the record.
	Preserve Record Content, Context and Structure 
	ER
	OP
	
	
	
	
	

	3.3.6.13.2
	The system shall not allow alteration to notes and annotations associated with a record throughout the retention period.
	Protect notes and annotations
	ER
	OP
	
	
	
	
	

	3.3.6.13.3
	The system shall only allow authorized users to make correction to metadata due to errors.
	Metadata
	ER
	OP
	
	
	
	
	

	3.3.6.13.4
	The system shall apply version controls (such as check-out/check-in procedures) to ensure that the original electronic record remain unaltered.
	Version Control
	ER
	OP
	
	
	
	
	

	3.3.6.13.5
	The system shall only allow authorized users to destroy electronic records at the end of the authorized retention period (including notes, annotations and metadata).
	Destruction of Records
	ER
	OP
	
	
	
	
	

	3.3.6.14
	The system shall provide the capability to protect the confidentiality of the electronic records and related metadata.
	Record Confidentiality
	ER
	OP
	
	
	
	
	

	3.3.6.14.1
	The system shall provide the capability to protect the electronic records and related metadata from unauthorized viewing during transmission, using a level of encryption appropriate for the type of record.
	Records Transmission
	ER
	OP
	
	
	
	
	

	3.3.6.14.2
	The system shall ensure that records transmitted to off-line media are physically secured from unauthorized access.
	Off-line Media
	ER
	OP
	
	
	
	
	

	3.3.6.15
	The system shall provide the capability to authorized users to search on record content, metadata, or assigned subject categories.
	Search and Retrieval
	ER
	OP
	
	
	
	
	

	3.3.6.16
	The system shall provide authorized users the ability to generate reports based on pending cutoff date or disposition date.
	Report Generation
	ER
	OP
	
	
	
	
	

	
	Records Disposition.
	
	
	
	
	
	
	
	

	3.3.6.17
	The system shall allow authorized users to tag records with time-based disposition (i.e. “keep until X date”)
	Time Disposition
	ER
	OP
	
	
	
	
	

	3.3.6.18
	The system shall allow authorized users to tag records with event-based disposition (i.e. “keep until X event occurs)
	Event Disposition
	ER
	OP
	
	
	
	
	

	3.3.6.19
	The system shall allow authorized users to tag records with time-event based disposition (i.e. “keep until X date after X event occurs)
	Time-Event Disposition
	ER
	OP
	
	
	
	
	

	3.3.6.20
	The system shall identify records eligible to be transferred based on records retention schedules and disposition instructions, and it shall provide the capability for authorized users to export the pertinent records and related metadata in a format acceptable for transfer to the National Archives & Records Administration (NARA).
	Transfer 
	ER
	OP
	
	
	
	
	

	3.3.6.21
	The system shall provide the capability for authorized users to destroy records based on records retention schedules, and it shall ensure that the records are physically deleted and cannot be reconstructed or otherwise retrieved.
	Destruction
	ER
	OP
	
	
	
	
	

	3.3.6.22
	The system shall provide the capability to mark or release records being held for litigation, audit or investigation reasons.
	Hold
	ER
	OP
	
	
	
	
	


3.3.7 Installability

The following definition applies to this category:

· Installability defined as the ease with which original versions or upgrades of the software can be installed.
	Paragraph #
	Text
	Comments
	Optional Type
	Priority Type
	Reqmt Status
	External Interface
	Stakeholder
	Release
	HLA Reference

	3.3.7.1
	The installation shall not automatically overwrite configurations and data that already exist.
	
	INS
	OP
	
	
	
	
	

	3.3.7.2
	The user shall be able to uninstall the software and restore the system to the state it was in prior to the software being installed.
	
	INS
	OP
	
	
	
	
	

	3.3.7.2.1
	The uninstall shall never delete data files. 
	
	INS
	OP
	
	
	
	
	

	3.3.7.2.2
	Before removing any configuration files the system shall offer the option to abort the uninstall or to perform an uninstall that leaves such files intact.
	
	INS
	OP
	
	
	
	
	

	3.3.7.2.3
	The system shall offer the option of a complete or partial uninstall.
	
	INS
	OP
	
	
	
	
	

	3.3.7.2.4
	The system shall provide a rollback option.
	This sets the system back to a fully operational installation of the previous version.
	INS
	OP
	
	
	
	
	

	3.3.7.2
	The system performs a re-install over any complete or partial previous installation.
	
	INS
	OP
	
	
	
	
	

	3.3.7.4
	The install, uninstall and reinstall processes shall provide [indicate frequency or count] opportunities for the user to abort the process. 
	
	INS
	OP
	
	
	
	
	

	3.3.7.4.1
	The process shall acknowledge receipt of the intent to abort within [indicate duration].
	
	INS
	OP
	
	
	
	
	

	3.3.7.4.2
	The system shall be restored to an operational state existing prior to the install, uninstall, rollback, or reinstall.
	
	INS
	OP
	
	
	
	
	


3.3.8 Integrity

The following definition applies to this category:

· Integrity describes a software system’s ability to prevent undesirable changes, whether these result from malicious intent like virus infection, unauthorized usage of an AIS and inappropriate access to data.

	Paragraph #
	Text
	Comments
	Optional Type
	Priority Type
	Reqmt Status
	External Interface
	Stakeholder
	Release
	HLA Reference

	3.3.8.1
	The system shall prevent direct manipulation of database contents.
	
	IN
	OP
	
	
	
	
	

	3.3.8.2
	The system shall restore validated backup. 
	The backup will roll forward and exclude a specific event. 

Identify the event.
	IN
	OP
	
	
	
	
	

	3.3.8.3
	The system shall prevent users from logging while backup in progress.
	 
	IN
	OP
	
	
	
	
	

	3.3.8.4
	The system shall notify users when backup is being performed. 
	
	IN
	OP
	
	
	
	
	

	3.3.8.5
	The system shall notify the users [indicate length of time here] before shutting down the system.
	
	IN
	OP
	
	
	
	
	

	3.3.8.6
	The system shall notify the backup operator when it is in a backup mode. 
	
	IN
	OP
	
	
	
	
	

	3.3.8.6.1
	The system shall enable the backup operator to manually initiate backup.
	
	IN
	OP
	
	
	
	
	

	3.3.8.7
	The system shall refuse changes to data being back up.
	
	IN
	OP
	
	
	
	
	

	3.3.8.8
	The system shall prompt the user for confirmation before proceeding with backup.
	
	IN
	OP
	
	
	
	
	


3.3.9 Interoperability

The following definition applies to this category:

· Interoperability is the ability of a system to work with other systems without special effort on the part of the customer. It refers to how easily the AIS can exchange data or services with other systems.
	Paragraph #
	Text
	Comments
	Optional Type
	Priority Type
	Reqmt Status
	External Interface
	Stakeholder
	Release
	HLA Reference

	3.3.9.1
	The system shall provide the capability for [insert data set name here] records to be imported.
	This can be achieved by creating a general-purpose import utility.
	INO
	OP
	
	
	
	
	

	3.3.9.2
	The system shall validate the data set to be imported. 
	 
	INO
	OP
	
	
	
	
	

	3.3.9.3
	The system shall use this rule and shall inform the user of any errors found.
	
	INO
	OP
	
	
	
	
	

	3.3.9.4
	The system shall generate a report that shows [insert a description of the detail or summary information] of the data about to be imported. 
	To serve as a decision aid regarding whether to import the data or abort the process.
	INO
	OP
	
	
	
	
	

	3.3.9.5
	The system shall allow the user to choose to abort the entire import process. 
	 
	INO
	OP
	
	
	
	
	

	3.3.9.5.1
	After user aborts the process, the system shall roll back any data changes to the state that existed prior to the import operation.
	
	INO
	OP
	
	
	
	
	

	3.3.9.6
	The system shall identify records that were imported for particular import session.
	
	INO
	OP
	
	
	
	
	

	3.3.9.7
	The system shall export [insert data set name here] records as file type [insert list of file format name here]. 
	This can be achieved by creating a general-purpose export utility.
	INO
	OP
	
	
	
	
	

	3.3.9.8
	The system export shall identify record dependency.
	
	INO
	OP
	
	
	
	
	

	3.3.9.9
	The system shall not create tables that duplicate existing reusable data tables. 
	
	INO
	OP
	
	
	
	
	


3.3.10 Logging

The following definition applies to this category:

· Logging: To write time/day and user information and action type into a Log File to keep the history of system transactions and data will remain online. The logs are comma-delimited flat ASCII text files. This is going to be helpful at times of system failure, Backup/Restore, Management Reporting and other processes. The intent is to ensure that logging is done to some extent for each AIS, but not to limit the amount of logging nor to regulate every log. 
	Paragraph #
	Text
	Comments
	Optional Type
	Priority Type
	Reqmt Status
	External Interface
	Stakeholder
	Release
	HLA Reference

	3.3.10.1
	The system shall use a comma as a field delimiter in the log. 
	 It shall write no field that contains a comma, and shall use one line feed character (ASCII 10) as a record delimiter in the log.
	LO
	OP
	
	
	
	
	

	3.3.10.2
	The system shall hold a configuration file feature.
	
	LO
	OP
	
	
	
	
	

	3.3.10.2.1
	The Logging System shall be configurable.
	
	LO
	OP
	
	
	
	
	

	3.3.10.2.2
	The log configuration file shall be in either property file format or in XML format and its name shall end with “.properties” or “.xml” respectively.
	
	LO
	OP
	
	
	
	
	

	3.3.10.2.3
	The system logs shall be helpful at times of system failure, Backup/Restore, and Management Reporting. 
	
	LO
	OP
	
	
	
	
	

	3.3.10.3
	The Logging System shall be designed such that the logging process can be activated and deactivated by modifying a configuration file.
	
	LO
	OP
	
	
	
	
	

	3.3.10.3.1
	The Logging System shall be designed such that each log point in the system shall be configurable so it can dynamically be turned on or off.
	This is required to save disk space in cases where it is possible.

A well-instrumented system might have a total of 500 log points that could potentially be turned on, but in normal production perhaps only 50 of these would actually be turned on, to meet management reporting and health monitoring needs. The remainder would be dynamically turned on and off, on an as-needed basis, to help with troubleshooting.
	LO
	OP
	
	
	
	
	

	3.3.10.3.2
	The logging system shall according to the log4j standard, not have to be brought down in order to react to configuration changes such as dynamically turning on or off a log point.
	There should be no need to restart.

For more information refer to the Logging Requirement Specification document located at: http://ptoweb/ptointranet/index.htm

	LO
	OP
	
	
	
	
	

	3.3.10.4
	The system shall be written in such a way that the log location on the production server shall be configurable, not hard-coded.
	
	LO
	OP
	
	
	
	
	

	3.3.10.5
	The system shall benefit a feature to keep information about location of the configuration file and provide support documentation. 
	This document shall advise the system support staff of the location of the configuration file and how to read it, to learn about the log locations as currently configured, to make sure the logs are backed up.
	LO
	OP
	
	
	
	
	

	3.3.10.6
	The Logging System shall benefit a feature to allow moving of the log files to another server if there is a possibility that log volume will get high amount of space.
	Make sure the log data remains online.

For more information refer to the Logging Requirement Specification document located at http://ptoweb/ptointranet/index.htm

	LO
	OP
	
	
	
	
	

	3.3.10.7
	The Logging system shall use a meaningful naming for logs.
	 
	LO
	OP
	
	
	
	
	

	3.3.10.7.1
	The system documentation shall identify the naming conventions for each set of log files.


	The same log file name can’t be used again because the log file would be over written so each log must have a different name. 
These names must follow some meaningful pattern.
	LO
	OP
	
	
	
	
	

	3.3.10.7.2
	The system documentation shall show how each set of log files is associated with the process being logged.
	A set of log files is useful only when the reader of the documentation knows what sort of data the files are logging. The system documentation needs to convey this by helping the reader associate each set of logs with the process being logged.
	LO
	OP
	
	
	
	
	

	3.3.10.8
	The logging system shall be equipped with “New Log for each Startup” mechanism.
	
	LO
	OP
	
	
	
	
	

	3.3.10.8.1
	The system shall create a new log every time the process being logged starts up. 
	“Process” could mean either the entire automated system or a sub-process of it with its own logging mechanism and set of log files. It’s desirable not to have the same log file used over and over:
	LO
	OP
	
	
	
	
	

	3.3.10.8.2
	The system shall maintain a capability to make sure that a file by that name does not exist, before the system creates a log. 
	If name already exists it will not create a log, but will select an alternate log file name. 
	LO
	OP
	
	
	
	
	

	3.3.10.8.3
	The system shall notify the SDL, when logging can not be performed. 
	The notification can use automated email, voice mail, or whatever is an appropriate solution for that AIS.
Name conflicts, disk space problems and other causes can prevent the AIS from writing a log. In such a case, we want the AIS to communicate the failure and continue its main function. When this happens to log4j it outputs a single message to the System error file indicating that logging can not be performed. It is of value to USPTO to have some indication when a process isn’t being logged.
	LO
	OP
	
	
	
	
	


3.3.11 Maintainability

The following definition applies to this category:

· Maintainability is the measure of the difficulty to repair the system – more specifically, the ability of a system to be retained in, or restored to, a specified condition when maintenance is performed by personnel having specified skill levels, using prescribed procedures and resources, at each prescribed level of maintenance and repair. 

	Paragraph #
	Text
	Comments
	Optional Type
	Priority Type
	Reqmt Status
	External Interface
	Stakeholder
	Release
	HLA Reference

	3.3.11.1
	The system shall produce backups used for off-site storage after every ____ hours of system operation.
	
	MN
	OP
	
	
	
	
	

	3.3.11.1.1
	The off-site system shall become operational within ___ hours of a major catastrophic event.
	This information will be converted to service levels based upon criticality of system operation.
	MN
	OP
	
	
	
	
	

	3.3.11.1.1.1
	The off-site system shall recover ___% of historic data.
	Based upon system storage and archive procedures, some data may not physically reside on the same database
	MN
	OP
	
	
	
	
	

	3.3.11.2
	The off-site system shall allow for the entry of data loss during and after a disaster.
	
	MN
	OP
	
	
	
	
	

	3.3.11.3
	The off-site system shall perform at ___% of normal operating speed.
	As the cost for 100% off-site system redundancy is high and as the likelihood of disasters is rare, this answer is typically around 50%.
	MN
	OP
	
	
	
	
	

	3.3.11.4
	The system shall operate on ____________ operating system(s).
	
	MN
	OP
	
	
	
	
	

	3.3.11.5
	The off-site system static components shall be updated every ____ months.
	
	MN
	OP
	
	
	
	
	

	3.3.11.6
	The off-site system shall be tested for recovery every ___ months.
	
	MN
	OP
	
	
	
	
	

	3.3.11.7
	The system backup shall become operational within ___ hours of a major system failure.
	
	MN
	OP
	
	
	
	
	

	3.3.11.7.1
	The system shall recover ___% of historic data.
	Based upon system storage and archive procedures, some data may not physically reside on the same database.  
	MN
	OP
	
	
	
	
	

	3.3.11.7.2
	The system shall allow for the entry of data lost during and after a disaster.
	
	MN
	OP
	
	
	
	
	

	3.3.11.7.3
	The system shall be tested for business recovery every ___ months.
	
	MN
	OP
	
	
	
	
	

	3.3.11.8
	The system backup shall become operational within ___ hours of a major hardware component failure.
	
	MN
	OP
	
	
	
	
	

	3.3.11.8.1
	The system shall operate on servers with drives that are ‘hot swappable’.
	
	MN
	OP
	
	
	
	
	

	3.3.11.8.2
	The system shall operate on a database that supports ‘clustering’.
	
	MN
	OP
	
	
	
	
	

	3.3.11.8.3
	The system shall operate on a database that supports ‘high availability’.
	
	MN
	OP
	
	
	
	
	

	3.3.11.9
	The system backup shall become operational within ___ hours of a major software component failure.
	
	MN
	OP
	
	
	
	
	

	3.3.11.9.1
	The system shall be recoverable from a CM build based upon VDD Instructions.
	See CM Plan.
	MN
	OP
	
	
	
	
	


3.3.12 Monitoring

The following definition applies to this category:

· Monitoring can be defined as analyzing the health of AIS in production. Client-side monitoring focuses on how well the AIS is performing from the user’s perspective.
	Paragraph

#
	Text
	Comments
	Optional Type
	Priority Type
	Reqmt Status
	External Interface
	Stakeholder
	Release
	HLA Reference

	3.3.12.1
	The system shall be instrumented for monitoring.
	Incrementing is the process of fitting AIS with monitoring tools.
	MO
	OP
	
	
	
	
	


3.3.13 Data Standards
The following definition applies to this category:

· Data Standards refers to the documentation, naming standards, and application of data attributes, data names and extensions, such as cardinality, indexes and keys.

	Paragraph

#
	Text
	Comments
	Optional Type
	Priority Type
	Reqmt Status
	External Interface
	Stakeholder
	Release
	HLA Reference

	3.3.13.1
	The system shall use only domain name ending in .uspto.gov for web-based application.
	searchPatent.uspto.gov
	DS
	OP
	
	
	
	
	

	3.3.13.2
	The system shall use a different hostname within the domain name than any USPTO server name.
	The searchPatent of the searchPatent.uspto.gov FQDN cannot be any of the server names used at USPTO.
	DS
	OP
	
	
	
	
	

	3.3.13.3
	The system shall use a fully qualified domain name for all server names.
	
	DS
	OP
	
	
	
	
	


3.3.14 Performance
The following definition applies to this category:

· Performance requirements establish the minimum system capacity required to maintain the current levels of service provided to customers.
	Paragraph

#
	Text
	Comments
	Optional Type
	Priority Type
	Reqmt Status
	External Interface
	Stakeholder
	Release
	HLA Reference

	3.3.14.1
	The system shall support maximum of {insert appropriate number} users.
	
	PE
	OP
	
	
	
	
	

	3.3.14.1.1
	The system shall support up to {insert appropriate number} users logged on concurrently.
	Describe how many of what you are processing. Describe what processing means for this application.   Include the minimum and projected maximum.
	PE
	OP
	
	
	
	
	

	3.3.14.1.2
	The system shall be scalable to meet the demands of an expanding user base.
	The existing application supports approximately {insert appropriate number} users.  The new system will be scaleable to facilitate the expanding user base.  The current estimate projects the user base will expand to {insert appropriate number} users in the next {insert appropriate number} years.
	PE
	OP
	
	
	
	
	

	3.3.14.2
	The system shall process current and anticipated volumes.
	
	PE
	OP
	
	
	
	
	

	3.3.14.3
	The system shall provide the means for multiple users to access a record simultaneously.
	Describe details in child requirements.  Can they update simultaneously.  
	PE
	OP
	
	
	
	
	

	3.3.14.4
	The system shall retrieve and display information within an acceptable time span.
	Spell out what is acceptable.
	PE
	OP
	
	
	
	
	

	3.3.14.4.1
	The system shall retrieve a  {insert appropriate number} Application with {insert appropriate number} seconds.
	Time may vary by user volume and hardware limitations.  Retrieval time for this requirement is based on {insert appropriate number} number of concurrent users logged on, and all other server functions running. Each user will be using a {insert appropriate number} MHz PC running the USPTO approved operating system with at least {insert appropriate number %} of the PC's system resources free.
	PE
	OP
	
	
	
	
	

	3.3.14.4.2
	The system shall process an average of {insert appropriate number} transactions within a {insert appropriate number} hour period.
	
	PE
	OP
	
	
	
	
	

	3.3.14.4.3
	The system shall store {insert appropriate number} of data within a {insert appropriate number} year period.
	
	PE
	OP
	
	
	
	
	

	3.3.14.4.4
	The system shall accommodate {insert appropriate number} transactions per {insert appropriate number} during peak usage periods.
	
	PE
	OP
	
	
	
	
	

	3.3.14.4.5
	The system shall support the uploading of {insert appropriate number} scanned images per hour
	
	PE
	OP
	
	
	
	
	

	3.3.14.4.6
	The system response time shall be no more than {insert appropriate number} seconds during peak usage time.
	
	PE
	OP
	
	
	
	
	

	3.3.14.4.7
	The system response time shall be no more than {insert appropriate number} seconds during non-peak usage time.
	
	PE
	OP
	
	
	
	
	

	3.3.14.4.8
	The system shall commit {insert appropriate number} image indexes per second.
	
	PE
	OP
	
	
	
	
	


3.3.15 Security
The following definition applies to this category:

· Security refers to system controls for access to data, secure user zones, the management of user accounts, and the network that the system must operate in.
	Paragraph #
	Text
	Comments
	Optional Type
	Priority Type
	Reqmt Status
	External Interface
	Stakeholder
	Release
	HLA Reference

	
	Identification and Authentication
	
	SE
	OP
	
	
	
	
	

	3.3.15.1
	The system shall require a unique Logon ID for each user.
	 See Security Plan.
	SE
	OP
	
	
	
	
	

	3.3.15.1.1
	The system shall alert the user when a Logon ID is not recognized by the system
	
	SE
	OP
	
	
	
	
	

	3.3.15.2
	 The system shall require a system Password
	 
	SE
	OP
	
	
	
	
	

	3.3.15.2.1
	The system shall require all passwords to be not less than eight (8) non-blank characters in length
	
	SE
	OP
	
	
	
	
	

	3.3.15.2.2
	The eight characters shall be a combination of upper and lower case characters and numeric characters.
	At least one numeric character will be required to be in the password
	SE
	OP
	
	
	
	
	

	3.3.15.2.3
	The system shall permit Passwords to contain capital letters
	
	SE
	OP
	
	
	
	
	

	3.3.15.2.4
	The system shall permit Passwords to contain special characters
	
	SE
	OP
	
	
	
	
	

	3.3.15.2.5
	The system shall permit Passwords to contain numbers
	
	SE
	OP
	
	
	
	
	

	3.3.15.2.6
	The system shall conceal the password when the password is typed into the password data field
	
	SE
	OP
	
	
	
	
	

	3.3.15.2.7
	The system shall encrypt all passwords stored in the system
	
	SE
	OP
	
	
	
	
	

	3.3.15.2.8
	The system shall alert the user when a Password is not recognized by the system
	
	SE
	OP
	
	
	
	
	

	3.3.15.2.9
	The system shall alert the user when a Password length is incorrect
	
	SE
	OP
	
	
	
	
	

	3.3.15.2.10
	The system shall provide the means for users to change their password
	
	SE
	OP
	
	
	
	
	

	3.3.15.2.10.1
	The system shall require users to change their passwords every 90 days
	Users are encouraged to change passwords more often based on the sensitivity of the data they access
	SE
	OP
	
	
	
	
	

	3.3.15.3
	The system shall deny access to the user after three (3) unsuccessful logon attempts
	After three (3) unsuccessful logon attempts are made, the user will be required to call the Technical Support Center to have his/her account reset
	SE
	OP
	
	
	
	
	

	3.3.15.4
	The system shall provide the means for users to “logoff”.
	
	SE
	OP
	
	
	
	
	

	
	Access Rights
	
	
	
	
	
	
	
	

	3.3.15.5
	The system shall provide the means to define System Administrator Rights
	
	SE
	OP
	
	
	
	
	

	3.3.15.5.1
	The system shall provide the means for user with System Administrator Rights to create user accounts
	
	SE
	OP
	
	
	
	
	

	3.3.15.5.2
	The system shall provide the means for user with System Administrator Rights to reset user accounts
	
	SE
	OP
	
	
	
	
	

	3.3.15.5.3
	The system shall provide the means for user with System Administrator Rights to assign specific rights to specific users
	
	SE
	OP
	
	
	
	
	

	3.3.15.6
	The system shall provide the means to define access rights by Workgroups
	
	SE
	OP
	
	
	
	
	

	3.3.15.7
	The System Administrator passwords shall have a minimum length of eight characters
	
	SE
	OP
	
	
	
	
	

	3.3.15.7.1
	The eight characters shall be a combination of upper and lower case characters and numeric characters
	At least one numeric character will be required to be in the password
	SE
	OP
	
	
	
	
	

	3.3.15.7.2
	The System Administrator passwords are changed periodically


	About every 30 to 90 days. The more sensitive the data of the function, the more frequently passwords are changed.
	SE
	OP
	
	
	
	
	

	3.3.15.7.3
	The system shall use a “least privilege” basis to grant access to records. 
	Granting access only to data that are minimally required to perform their role or function. That                                                                                                  is, allow access only on a “need to know” basis.
	SE
	OP
	
	
	
	
	

	3.3.15.7.4
	The system shall use a “least privilege” basis to grant access to records. 
	Granting access only to data that are minimally required to perform their role or function. That is, allow access only on a “need to know” basis.
	SE
	OP
	
	
	
	
	

	
	Audit Trails
	
	
	
	
	
	
	
	

	3.3.15.8
	The system shall automatically associate the identity of the user with all auditable actions taken by the user
	
	SE
	OP
	
	
	
	
	

	3.3.15.8.1
	The system shall automatically record all unsuccessful logon attempts
	
	SE
	OP
	
	
	
	
	

	3.3.15.8.2
	The system shall automatically maintain a record of each logon
	
	SE
	OP
	
	
	
	
	

	3.3.15.8.3
	The system shall automatically maintain a record of each logoff
	
	SE
	OP
	
	
	
	
	

	3.3.15.8.4
	The system shall provide the capability to log audit event information 
	To include as a minimum, date and time of event, unique identifier of user ID and group, type of event, success or failure of the event, origin of the request, and description of modifications made by the system administrator to the user/system security databases
	SE
	OP
	
	
	
	
	

	3.3.15.8.5
	The system shall have the capability to log security-related events to include authentication attempts 
	User log on and log off and external interface authentication attempts
	SE
	OP
	
	
	
	
	

	3.3.15.8.6
	The system shall have the capability to log security-related events to include access attempts to security
	
	SE
	OP
	
	
	
	
	

	3.3.15.8.7
	The system shall have the capability to log security-related events to include inter-process communications failures
	
	SE
	OP
	
	
	
	
	

	3.3.15.8.8
	The system shall have the capability to log security-related events to include system operator, system administrator, and system security office actions
	
	SE
	OP
	
	
	
	
	

	3.3.15.8.9
	The system shall have the capability to log security-related events to include security override function activation and deactivation
	
	SE
	OP
	
	
	
	
	

	
	Privacy
	
	
	
	
	
	
	
	

	3.3.15.9
	The application shall not store any personal information about the users
	
	SE
	OP
	
	
	
	
	

	3.3.15.9.1
	The application shall not allow unauthorized individuals or programs access to any communications
	
	SE
	OP
	
	
	
	
	

	3.3.15.9.2
	The application shall not allow unauthorized individuals or programs access to any stored data
	
	SE
	OP
	
	
	
	
	

	
	System Maintenance Security Requirements
	
	SE
	OP
	
	
	
	
	

	3.3.15.10
	The application shall not violate its security requirements as a result of the upgrading of a data, hardware, or software component
	
	SE
	OP
	
	
	
	
	

	3.3.15.11
	The application shall not violate its security requirements as a result of the replacement of a data, hardware, or software component
	
	SE
	OP
	
	
	
	
	


4. GLOSSARY OF TERMS AND ACRONYMS

	Term/Acronym
	Description
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