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1 Guidelines for completing this Operational Support Plan (OSP)
· Be sure to provide answers to all the questions asked or items covered.  Incomplete answers will be noted and returned for correction.

· Points of Contact: When requested, office phone numbers and cell phone numbers are required.

· Any items requiring a lengthy documentation that does not readily fit into the format of the OSP should be placed in an appendix to the OSP.  The appendix must then be referenced in the appropriate section of the OSP.

· General: Define all acronyms at their first usage.

· General: Refer to all hardware devices and software packages consistently.  For example, if a server is identified by its DNS name in the System Interface Diagram, refer to it by that name throughout the OSP, rather than by its make/model.

· In the OSP, do not include the Instructions blocks that appear (e.g., “Instructions:  Display a copy of the System Interface Diagram).
2 Service Desk Services Division Checklist

2.1 Full Name of the Automated Information System (AIS)  

2.2 Brief Description of AIS’s Function/Purpose  

2.3 Provide a detailed System Interface Diagram

2.4 Schedule a meeting with the EAMS Administrator to create a Category, Type and Item (CTI) in EAMS.  Please list the CTI below.

1. Category


2. Type


3. Item

2.5 Provide training to the Service Desk at least 2 weeks prior to production.   There should be a training system that mirrors the production server available for use by the Service Desk.  

1. Update Knowledge Pak if required.

2.6 Allow a senior Service Desk technician to access to system during FQT

2.7 Hours of Support provided by Customer Support Monitoring Division (CSMD) /Service Desk Branch (SDB)
OCIO Service Desk & Electronic Business Support (EBS) Service Desk (public customers)
	Period
	Hours

	Monday through Friday
	5:30 AM to midnight EST

	Saturday, Sunday, & most holidays
	5:30 AM to 10:00 PM EST

	New Year’s day, Thanksgiving, & Christmas
	Closed


2.8  OCIO Points of Contact and Escalation Procedures 
a. Contact information for Systems Administration Section (SAS)
a. Non-production hours – call SAS Cell phone 
b. Production hours – use SAS email. 

a. AIS Development/Support Contacts (OCIO)  

a. Instructions:  Provide the appropriate points of contacts responsible for assisting with problem resolutions and approving changes that may impact the AIS.   Provide the individual’s Organization and Title and ensure that coverage is available at all times the AIS is available to our customers.  

b. Each individual listed in the tables below will receive Pre-CPN Alerts when the Service desk is attempting to determine if a reported problem qualifies as a Critical Problem and in turn will create a CPN, also including these POCs.

Escalation during Prime Business Hours (6:30 am – 6:00pm)

	Contacts
	Name
	Organization/Title
	Phone #
	Alternate #
	Specific Hours of Availability

	1st 
	
	
	
	
	

	2nd 
	
	
	
	 
	

	3rd 
	
	
	
	
	

	Emergency
	
	
	
	 
	


Escalation during “Non-Prime” Business Hours (6:00pm-6:30am)

	Contacts
	Name
	Organization/Title
	Phone #
	Alternate #
	Specific Hours of Availability

	1st 
	
	
	
	
	

	2nd 
	
	
	
	 
	

	3rd 
	
	
	
	
	

	Emergency
	
	
	
	 
	


2.9 AIS Managers (OCIO)
Instructions:  Provide the names of the System Development Lead (SDL), System Programmer (SP), Database Administrator (DBA), and alternates if different from the POCs listed above in the escalation procedures.    

	Manager:
	Name
	Organization
	Phone #
	Alternate #
	Pre-CPN?
	CPN?

	SDL 
	
	
	
	
	
	

	SDL Alternate 
	
	
	
	
	
	

	SDL Emergency 
	
	
	
	
	
	

	SP 
	 
	
	
	
	
	 

	SP Alternate
	
	
	
	
	
	

	DBA
	
	
	
	
	
	

	DBA Alternate
	
	
	
	
	
	


2.10 AIS Customer Contacts (Business Area)

Instructions: Provide the names and contact information for the customer Production and/or Project Manager and any other customer contacts who are most knowledgeable of the AIS. Indicate those contacts that should receive Pre-CPN Alerts and/or CPNs. 

	Contact Type:
	Name
	Organization
	Phone #
	Pre-CPN?
	CPN?

	Business Project  Manager
	
	
	
	
	 

	Business Project  Manager
	
	
	
	
	

	Subject Matter Expert #1
	
	
	
	
	

	Subject Matter Expert #2
	
	
	
	
	


2.11 System Interface Diagram


Display a copy of the System Interface Diagram.  

2.12 Single Points of Failure (if any) – Complete the table below with the following information.

1. Potential single points of failure – Instructions: Identify any potential single points of failure.  These are individual hardware, software or network components, which, if they were to fail, would cause an outage or major loss of functionality of the AIS.

2. Dependent AISs –List AISs that may be impacted by failures of this AIS.  Include a description of the impact as customers may report it.

3. AISs on which there is a dependency – List AISs whose failure may impact this AIS.  Include a description of the impact as customers may report it.

4. Conflicting AISs – List AISs that may conflict with this AIS, i.e.; AISs that may have difficulties operating on the same desktop (EDMS).  Include a description of the conflict, as it may be appear to customers.  

5. Data Sensitivity –Describe any areas of data sensitivity associated with this AIS, e.g..; PICS with the encryption. 

	NAME OF AIS

	Potential Single Points of Failure
	Dependent AIS
	List AISs whose failure will impact this AIS
	Conflicting AISs
	Data Sensitivity

	
	
	
	
	


2.13 Service Level Agreements

Are there any special service level service commitments?

2.14 AIS Customers  

(Example “all USPTO employees”, “all Patent Examiners”, “patent applicants”)

	Customer Group(s)
	Identify if customers include PTDLs, Trademark Work @ Home, or public.
	Approximate Number of Users

	 
	 
	 


2.15 Trouble-Shooting Based Upon Problem Description 

Instructions:  Complete the table below listing problems the customers may experience with the AIS. (Note, as additional troubleshooting steps are identified, notify the OSP Management Team to update OSP and/or Knowledge Pak)

 Follow these instructions when completing each column:

· Description of problem – provide a problem description in terms that are likely to be used by the customer.

· Actions Service Desk should take – list specific troubleshooting, information gathering, etc. steps the Service Desk should take to resolve the problem.

· Suspected Cause – list the most likely causes of the problem.

· Contact Information – list the group or person who will have primary responsibility for the resolving the problem.

PROBLEM ESCALATION PROCEDURES – Example

	Description of 

Problem
	Steps Service Desk Should Take
	Suspected Cause

(in order of likeliness ) 
	If problem exists, contact 

	Scan software is showing black images/ stripes.
	· Ask customer to turn the scanner off and on, and then reboot the PC.

· If problem exists, ensure customer has cleaned the scanner thoroughly.  A lamp might be burned out.
	· Sometimes the scanner loses communication.
· Dirty scanner or lamp burned out or obstructed.
	OTPC to replace lamp.  (see Customer Contact table below)


2.16 AIS Specific Questions to Ask Customers
Instructions:   List any questions specific to this AIS that the Service Desk should ask when customers call to report problems or request services.   Do not include those questions that are covered in the tables below.

2.17 Verifying that the AIS is Operational  

The AIS should be available to the Service desk staff from their workstation so they can verify whether the system is operational.

2.18 Major Loss of AIS Functionality  

Instructions:   If it is possible for the AIS to suffer a major loss of functionality but still be partially available and useful to customers, please describe the types of functionality losses that may occur.  For example: System is unable to accept credit card transactions but is available for search activities.

2.19 Special Accounts/Passwords 

For any AIS hardware devices requiring system administration IDs and passwords provide the contact name and business area/organization/division.

	Devices with System Admin ID / Passwords
	Contact Name
	Business area/Organization/Division

	 
	 
	 

	
	
	

	 
	 
	 


2.20 Frequently Asked Questions (FAQ) 

Instructions:  List the most frequently asked questions include an answer for each.

Frequently Asked Questions (FAQ) - Example

	Q.
	How do I print the current page in Word?

	A.
	To print the current page:

· Select File 

· Select Print

· Click on Current Page (button on left side of dialog box)

· Click on OK


2.21 AIS Specific Terms or Acronyms
Instructions:  List any terms or acronyms specific to this AIS.

AIS Specific Terms or Acronyms – Example

	Terms or Acronyms
	Meaning

	L&R
	License and Review; one of the customer groups who use the AIS


2.22 System Boundaries
1. Maximum Users

a. What is the maximum number of users the AIS can support?

b. How the numbers of users can be monitored or determined?

c. At what number of total users should the System Maintenance Manager (SMM) be notified?

d. What is the impact if the maximum number of users is exceeded?

e. What are the hardware/software/network constraints that determine the maximum?

f. What steps should be taken if the maximum number of users is exceeded?

2. Maximum Active User 

a. How the maximum numbers of active users can be monitored or determined?

b. How can the number of active users be monitored or determined?

c. At what number of active users should the System Maintenance Manager (SMM) be notified?

d. What is the impact if the maximum number of active users is exceeded?

e. What are the hardware/software/network constraints that determine the maximum?

f. What steps should be taken if the maximum number of active users is exceeded?
3. Maximum workload 

a. What is the maximum workload that the system is designed to support?

b. How can the workload volume be monitored or determined?

c. At what workload volume should the System Maintenance Manager (SMM) be notified?

d. What is the impact if the maximum workload is exceeded?

e. What are the hardware/software/network constraints that determine the maximum?

f. What steps should be taken if the maximum workload is exceeded?
2.23 Service Commitments

System Response Time

Identify all key functions and/or transactions that need to be monitored and what level of performance must be maintained (i.e., response time limitations based on predefined service level agreements with the user).

	Description of function or transaction
	Peak # of occurrences for function or transaction per time interval
	Is there a performance target? (e.g., 3 second response time)
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