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Executive Summary
Life-Cycle Management (LCM) emphasizes decision processes that influence system cost and usefulness.  These decisions must be based on full consideration of business functional requirements and economic and technical feasibility in order to produce an effective system.  The primary objectives of the LCM approach are to deliver quality systems that: 1) meet or exceed customer expectations when promised and within cost estimates, 2) work effectively and efficiently within the current and planned information technology infrastructure, and 3) are inexpensive to maintain and cost-effective to enhance.

This Manual establishes the policies, procedures, roles, and responsibilities governing the initiation, definition, design, development, deployment, operation, maintenance, management, and retirement of Automated Information Systems (AIS) within the United States Patent and Trademark Office.  This document is published by the Chief Information Officer, United States Patent and Trademark Office (USPTO) and applies to all USPTO personnel and contractors responsible for AIS projects.  Compliance with the provisions of this document is required unless specifically waived by the Chief Information Officer.

The primary audience for this Manual and the supporting Technical Standards and Guidelines (TSGs) are the functional and technical managers responsible for defining and delivering USPTO systems, their staff, and their support contractors.

Please forward recommendations for improving this publication to the Software Engineering  Process Group.





Ronald P. Hack (Signed)


Date April 3, 2001

Acting Chief Information Officer
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